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SAFETY PRECAUTIONS

SAFETY PRECAUTIONS

This section describes the safety precautions related to the use of CNC
units, to ensure safe operation of machines fitted with FANUC CNC
units. Read this section carefully before attempting to use any function
described in this manual.

Users should also read the relevant descriptions in the User’s Manual of
the CNC to become fully familiar with the functions to be used.

Contents
DEFINITION OF WARNING, CAUTION, AND NOTE ................ s-2
GENERAL WARNINGS AND CAUTIONS......cocoovvioieeeeeeeeeeeeenn. s-3
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DEFINITION OF WARNING, CAUTION, AND NOTE

This manual includes safety precautions for protecting the user and
preventing damage to the machine. Precautions are classified into
Warnings and Cautions according to their bearing on safety. Also,
supplementary information is described as Notes. Read the Warnings,
Cautions, and Notes thoroughly before attempting to use the machine.

/N WARNING
Applied when there is a danger of the user being
injured or when there is a danger of both the user
being injured and the equipment being damaged if
the approved procedure is not observed.

/\ CAUTION
Applied when there is a danger of the equipment

being damaged, if the approved procedure is not
observed.

NOTE
The Note is used to indicate supplementary
information other than Warning and Caution.

e  Read this manual carefully, and store it in a safe place.
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GENERAL WARNINGS AND CAUTIONS

/\ WARNING

1 Before operating the machine, thoroughly check the
entered data. Operating the machine with incorrectly
specified data may result in the machine behaving
unexpectedly, possibly causing damage to the
workpiece and/or machine itself, or injury to the user.

2 Never attempt to machine a workpiece without first
checking the programmed value, compensation value,
current position, and external signal settings. Also,
never attempt to machine a workpiece without first
checking the operation of the machine. Before starting
a production run, ensure that the machine is operating
correctly by performing a trial run using, for example,
the single block, feedrate override, or machine lock
function, or by operating the machine with neither a tool
nor workpiece mounted. Failure to confirm the correct
operation of the machine may result in the machine
behaving unexpectedly, possibly causing damage to
the workpiece and/or machine itself, or injury to the
user.

3 Ensure that the specified feedrate is appropriate for the
intended operation. Generally, for each machine, there
is a maximum allowable feedrate. The appropriate
feedrate varies with the intended operation. Refer to the
manual provided with the machine to determine the
maximum allowable feedrate. If a machine is run at
other than the correct speed, it may behave
unexpectedly, possibly causing damage to the
workpiece and/or machine itself, or injury to the user.

4 When using a tool compensation function, thoroughly
check the direction and amount of compensation.
Operating the machine with incorrectly specified data
may result in the machine behaving unexpectedly,
possibly causing damage to the workpiece and/or
machine itself, or injury to the user.

5 The parameters for the CNC and PMC are factory-set.
Usually, there is no need to change them. When,
however, there is no alternative other than to change a
parameter, ensure that you fully Failure to set a
parameter correctly may result in the machine behaving
unexpectedly, possibly causing damage to the
workpiece and/or machine itself, or injury to the user.
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/A\ CAUTION

1

Immediately after switching on the power, do not touch
any of the keys on the MDI panel until the position
display or alarm screen appears on the CNC unit.
Some of the keys on the MDI panel are dedicated to
maintenance or other special operations. Pressing any
of these keys may place the CNC unit in other than its
normal state. Starting the machine in this state may
cause it to behave unexpectedly.

The operator's manual for FAST Ethernet / FAST Data

Server describes all the basic functions of the CNC,

including the optional functions. The selected optional

functions vary with the machine. Some functions
described in this manual may not, therefore, be
supported by your machine. Check the machine
specifications before using FAST Ethernet/ FAST Data

Server.

Some machine operations and screen functions are

implemented by the machine tool builder. For an

explanation of their usage and related notes, refer to the
manual provided by the machine tool builder.

For example:

¢ On some machines, executing a tool function
causes the tool change unit to operate. When
executing a tool function on such a machine, stand
well clear of the tool change unit. Otherwise, there is
a danger of injury to the operator.

J Many auxiliary functions trigger physical
operations, such as rotation of the spindle. Before
attempting to use an auxiliary function, therefore,
ensure that you are fully aware of the operation to be
triggered by that function.

NOTE

Command programs, parameters, and variables are
stored in nonvolatile memory in the CNC. Generally,
the contents of memory are not lost by a power on/off
operation. However, the contents of memory may be
erased by mistake, or important data in nonvolatile
memory may have to be erased upon recovering from a
failure.

To enable the restoration of data as soon as possible if
such a situation arises, always make a backup of the
data in advance.
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GENERAL

This part explains the organization of this manual.

Chapter 1, "GENERAL", consists of the following sections:

1.1 ORGANIZATION ....cciiiiiiiinieenenecteneeeenre et 4
1.2 APPLICABLE MODELS ......cccooiiiiieiiniieeeniieeenreeeere e 5
1.3 RELATED MANUALS......cotiiiiereeeeeeeeee e 6
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1.1 ORGANIZATION

This manual consists of the following parts:

SAFETY PRECAUTIONS
This section describes the precautions to be observed when
reading this manual.

I. GENERAL
This part describes the chapter organization, applicable models,
and related manuals.

II. SPECIFICATION
This part describes the specifications of the functions that operate
on the FAST Ethernet/FAST Data Server.

II1. SETTING
This part describes the method of setting.

IV. OPERATION
This part describes the method of operating the Data Server
functions.

V. CONNECTION
This part describes the method of connection and provides notes.

VI. MAINTENANCE
This part provides an Ethernet board drawing number and
describes the meanings of LED indications.

APPENDIX
These appendixes describe additional information such as that
related to troubleshooting, the operation of the FTP client, and
how to set up the FTP server.
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1.2 APPLICABLE MODELS

This Operator's Manual covers the following models.
The abbreviations in the following table are sometimes used in text

descriptions.
Model name Abbreviation
FANUC Series 0i-MODEL D Series 0i-D 0i-D
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1.3 RELATED MANUALS

The table below lists manuals related to this Operator's Manual.
Refer to these manuals when you use this Operator's Manual.

Related manuals of FANUC Series 0i-D

Manual name Specification
number
DESCRIPTIONS B-64302EN
CONNECTION MANUAL (HARDWARE) B-64303EN
CONNECTION MANUAL (FUNCTION) B-64303EN-1
USER’S MANUAL
(Common to Lathe System/Machining Center System) B-64304EN
USER'’S MANUAL (For Lathe System) B-64304EN-1
USER’S MANUAL (For Machining Center System) B-64304EN-2
MAINTENANCE MANUAL B-64305EN
PARAMETER MANUAL B-64310EN
START-UP MANUAL B-64304EN-3
Related manuals of FANUC CIMPLICITY i CELL
Manual name Specification
number
OPERATOR’S MANUAL B-75074EN

Related manuals of FANUC Machine Remote Diagnosis Package
Specification
number

OPERATOR’S MANUAL B-63734EN

Manual name

Related manuals of FANUC Program Transfer Tool

Specification
number
OPERATOR’S MANUAL B-64344EN

Manual name
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PREFACE

In this manual, a board that has an ATA Flash card or a Compact
Flash Card (collectively called a memory card hereinafter) mounted to
enable the use of the Data Server functions is referred to as a "FAST
Data Server" (or simply as a "Data Server"). On the other hand, a
board that does not have a memory card mounted is referred to as a
"FAST Ethernet".

Board name Usable function

- Data Server functions

- FOCAS2/Ethernet functions

- CNC screen display functions

- Machine remote diagnosis
functions

- Unsolicited messaging
function (FOCAS2/Ethernet)

- FOCAS2/Ethernet functions

- CNC screen display functions

- Machine remote diagnosis

FAST Ethernet functions

- Unsolicited messaging
function (FOCAS2/Ethernet)

- FTP file transfer function

FAST Data Server
(or simply referred to as "Data Server")

NOTE
To use the Data Server functions, the Data Server
function option is required.
To use the FOCAS2/Ethernet functions, CNC
screen display functions, machine remote
diagnosis functions, unsolicited messaging
function, and FTP file transfer function, the
Ethernet function option is required.
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DATA S

ERVER FUNCTIONS

The Data Server functions use a memory card built into a board for
storing files and can transfer files and perform DNC operation using
FTP.

A Data Server can operate on both FTP client and FTP server.

When you use a Data Server to transfer files, the Data Server operates
as an FTP client and communicates with the FTP server on the host
computer.

When you use the host computer to transfer files, the Data Server
operates as an FTP server and communicates with the FTP client on
the host computer.

NOTE

1 When the host computer operates as an FTP
server, FTP server software must be run on the
host computer. When the host computer operates
as an FTP client, FTP client software must be run
on the host computer.

2 The Program Transfer Tool (drawing number:
A08B-9510-J513 [Version 3 or later]) is available
as a PC tool for transferring NC programs between
the CNC and personal computer. This tool allows
NC programs to be transferred between a personal
computer and CNC memory or Data Server
memory card through a simple operation on the
personal computer side. The transfer of NC
programs between a personal computer and CNC
memory requires the FOCAS2/Ethernet functions,
and that between a PC and Data Server memory

card requires the Data Server functions.

Chapter 2, "DATA SERVER FUNCTIONS", consists of the following
sections:

2.1 DATA SERVER FILE MANAGEMENT .......cccccoeceiniiniininnnn. 11
2.2 DATA SERVER MODES ......cccooiiiiiiiiininceeeceeneeeeee 15
2.3 OPERATION FROM A DATA SERVER.......ccccevvivinirianee 17
2.4 NC PROGRAM FORMAT .....cccoooimiiniiieiiniceeeeeeeeecee e 19
2.5 LISTFILE FORMAT .....cccoiiiiiiiiiientneenececceeeee e 21
2.6 ISO CODE INPUT/OUTPUT FUNCTION........ccecervirirnrnene 25
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FTP client

FTP client

FTP sever

Ethernet

Hard disk

Operation memory
GET
FTP server
FTP server
FTP client
FAST Data Server
: Ethernet r%

Sy ONG
memory

Operation
Hard disk

PUT
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2.1 DATA SERVER FILE MANAGEMENT

With the Data Server functions, you can format the built-in memory
card in the CNC file management mode to manage NC programs.

CNC file management

For NC programs managed in the CNC file management mode,
memory operation such as custom macro commands and M98-based
subprogram calling are available. Operate the NC programs using the
PROGRAM FOLDER screen in the same way as for NC programs in
the CNC memory.

As a CNC external input/output device, DNC operation and
M198-based subprogram calling are available. In this case, operate
NC programs using the DATA SERVER FILE LIST screen.

Edit operation

v

|| CNC file management N—> Memory operation

DATA SERVER FILE LIST +
screen

PROGRAM FOLDER screen

(DNC operation is also available.)

File transfer operation

NOTE

1 The Data Server for the Series 0i-D allows editing
and memory operation of NC programs stored on
the memory card, so the method of managing files
on the memory card differs from the file
management method of conventional Data
Servers. Note that, therefore, the memory card of
the Series 0i-D is not compatible with the memory
cards of Data Server models for the Series 0i-C .

2 For operation and details of the DATA SERVER
FILE LIST screen, refer to Chapter 1,
"OPERATING THE DATA SERVER FUNCTIONS,"
in Part IV, "OPERATION."

-12-
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2.1.1 File Names of CNC File Management

A file name of CNC file management may be an arbitrary file name of

up to 32 characters.

Up to 32 characters

Alphabetic characters (in upper and lower cases), numeric

characters, and four symbols (+, -, , and .)

1
2

3

NOTE

File names are case-sensitive.

Any file name or folder name cannot begin with a
period (.).

It is impossible to assign the same name to a file
and a folder.

File names and program numbers

When a file name assigned to a file consists of uppercase O and a

numeric value, the file name is treated as a program number.
Values ranging from 1 to 9999 can be used.

A value beyond this range cannot be used for a file name in the

program number format.

Example)

File names that can be used as program numbers
“00123” Program number 123

“00001” Program number 1

“03000” Program number 3000

“09999” Program number 9999

File names that cannot be used as program numbers
“ABC”  (Does not have the format "O plus a numeric value")
“0123”  (Does not begin with uppercase letter "O")
“0123.4” (Uses a character other than numeric characters)

1

NOTE

When files on a Data Server are managed by
program number, their program numbers always
consist of "O" plus a 4-digit number. So, even if
there are files managed with different file names
such as "O1" and "O01" on a personal computer,
their program numbers are regarded as the same
when these files are transferred to the Data Server.
When a text file assigned an arbitrary file name
other than a program number is input to the CNC
memory, it is necessary to specify the program
number set in the CNC memory.

-13 -
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2.1.2 Files which can be Created on a Data Server

In the initial status, the maximum number of files which can be
created on a memory card on a Data Server is 2047 and the maximum
file size is 512 MB. Each folder is counted as one file.

The maximum number of files and the maximum file size can be
changed using NC parameter No. 930.

For details, see Section 2.3, "RELATED NC PARAMETERS," in Part
IIL, "SETTING."

2.1.3  TextFiles and Binary Files

You can store the following two types of files on a memory card on a
Data Server: text files and binary files.

For a text file, memory operation and edit operation as well as DNC
operation can be performed by selecting it as a main program.

On the other hand, memory and edit operations cannot be performed
for a binary file.

If NC data other than an NC program is not handled as a binary file, it
may not be able to be input or output correctly. NC data punched and
stored on a memory card on a Data Server from the CNC is
automatically handled as a binary file. A file to be transferred from a
personal computer to a memory card on a Data Server must be
specified explicitly as a binary file.

More specifically, for GET operation on a Data Server operation
screen, you can use soft key [GET] or [BGET] to specify whether to
handle the file as a text file or a binary file.

When the Data Server is used as an FTP server, you can execute an
ASCII (text file) command or a BIN (binary file) command on your
personal computer (FTP client) to specify whether to handle the file as
a text file or a binary file.

NOTE

1 An NC program stored as a text file is converted to
an editable file format so that the file can be edited
on the CNC. For this reason, when a text file is
read from the host computer to the memory card
on the Data Server, then the file is transferred to
the host computer, binary compatibility can no
longer be maintained.

2 In the case of a text file, the file name and program
name are identical. If a file having a program name
different from the file name on the personal
computer side is transferred as a text file, the
program name is replaced by the file name.

Note, however, that only when the file is transferred
through an operation on the CNC side, precedence
can be given to the program name by setting bit 3
(DSF) of NC parameter No. 905.
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2.2 DATA SERVER MODES

Each Data Server mode determines the input or output destination
when a Data Server is operated as a CNC external input/output device.
You can select one of the following two modes.

NOTE
Data Server modes are valid only when the Data
Server is operated as an external storage device of
the CNC. In case of main program operation for
editing and a memory operation and an M98-based
subprogram call, programs on the memory card of
the Data Server are selected regardless of the

Data Server mode.

Storage mode

The memory card built into the Data Server is selected as the external
input/output device.

For example, when DNC operation or M198-based subprogram
calling is executed, the relevant NC program is called from the
memory card built into the Data Server.

When input operation is executed for the Data Server, the relevant NC
program is read from the memory card built into the Data Server.
Conversely, when NC program output operation is executed for the
Data Server, the output NC program is written on the memory card
built into the Data Server.

Input
—»{ CNC memory
Data Server Output
Memory card
——  » DNC operation

FTP mode

The host computer connected to the Data Server is selected as the
external input/output device.

For example, when DNC operation or M198-based subprogram
calling is executed, the relevant NC program is called from the host
computer.

When input operation is executed for the Data Server, the relevant NC
program is read from the host computer connected to the Data Server.
Conversely, when NC program output operation is executed for the
Data Server, the output NC program is directly written on the host
computer.
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Data Server

Input
NPy »| CNC memory

Host computer <

Output

P DNC operation

_____________________________

/\ CAUTION

1 Inthe FTP mode, an NC program is transferred
from the host computer to the CNC. For this
reason, if the line is disconnected during
communication for some reason such as noise on
the network, the disconnection directly affects the
CNC operation as compared with the storage
mode. Before DNC operation in the FTP mode,
surely take measures to prevent noise and make
sure that good communication conditions are
present.

2 When feed hold is performed during DNC
operation in the FTP mode, communication with
the host computer may be stopped. In this case,
the host computer may disconnect the
communication. Perform feed hold during a trial
run and completely confirm that the communication
with the host computer is not disconnected.
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2.3 OPERATION FROM A DATA SERVER

Memory operation

You can perform memory operation for an NC program on the
memory card built into a Data Server in the same way as for an NC
program in the CNC memory.

You can also supply an NC program simultaneously for a multipath
CNC system.

NOTE

1 When memory operation is performed, a selected
program on the Data Server must be a text file. It is
impossible to use a binary file for memory
operation.

2 Memory and edit operations for the Data Server
can be performed only for NC programs stored in
the memory card built in the Data Server. Memory
and edit operations cannot be performed directly
for files on the host computer.

3 When memory operation is performed using a
program in the Data Server memory card as the
main program, a subprogram in the same folder as
the main program can be called by the M98

subprogram call.

M198 subprogram operation

In the storage mode, you can perform M198 calling from the memory
card built into a Data Server. In the FTP mode, you can perform M198
calling form the host computer.

On the DATA SERVER FILE LIST screen, set an M198 folder in
advance. When M198 calling is specified, the set M198 folder is
searched for the target subprogram.

NOTE
M198 subprogram operation cannot be performed
simultaneously for two paths.
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DNC operation

In the storage mode, you can perform DNC operation from the
memory card built into a Data Server. In the FTP, you can perform
DNC operation from the host computer.

On the DATA SERVER FILE LIST screen, set the file name for DNC
operation in advance. When DNC operation starts, the set DNC
operation file is called.

NOTE
DNC operation cannot be performed for the
second path.
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2.4

NC PROGRAM FORMAT

NC programs prepared on the host computer must have the following
format:

% TITLE ;
00001 (COMMENT) ;

M30 ;

o

An NC program starts with a tape start (%). In the subsequent part
(leader section) until EOB (;, program start) is encountered, a
comment such as a title can be inserted as necessary.

At the beginning of the program part, be sure to specify a program
name, which must be either an O number (program number) or an
arbitrary file name of not more than 32 characters enclosed by "<" and
">"_This O number or file name must be used for management on the
personal computer.

If the O number in the NC program or the program name in the
arbitrary file name does not match the file name on the personal
computer, the file name on the personal computer is used as the
program name by default when the file is transferred from the personal
computer to the Data Server.

The semicolon ";" used at the end of each block means EOB (end of
block) and actually functions as LF (LF: OA in hexadecimal), CR-LF
(CR: 0D in hexadecimal), or LF-CR-CR.

The NC program must end with "M code ; tape end (%)".

For information about the NC program structure, refer to the user's
manual (B-64304EN).

/A WARNING
If an NC program prepared on the host computer
does not use the program format specified by the
CNC, executing the NC program can cause an
unpredictable operation. So, special care should be
taken when an NC program is prepared on the host

computer.
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NOTE

1 Put"%" (tape end) at the end of the file. Do not
allow the program to continue beyond the tape
end.

2 Do not use any characters other than the usable
characters, including in comment sections. If any
unusable characters - Japanese characters in
particular - are used, they may be interpreted as
unexpected control characters.

3 EIA codes cannot be used for a Data Server.

4 When two or more NC programs are managed with
a single file on the host computer, transferring that
file to the Data Server memory card as a text file
results in those programs being registered as a
single NC program; the transferred file is not
automatically divided into separate NC programs.
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2.5 LIST FILE FORMAT

In the LIST-GET, LIST-PUT, and LIST-DELETE functions described
later, one of the following list file formats must be used:

Format 1

I

00001 (COMMENT) ;

N111l ;

N222 ;

N333 ;

N999 ;

Format 2

00001 (COMMENT) ;

N11l1l (PC-File) ;

N222 (PC-File) ;
(PC-File) ;

N333

N999 (PC-File) ;

[)
<

Format 3
00001 (COMMENT) ;
(Dtsvr-File) ;
(Dtsvr-File) ;

(Dtsvr-File) ;

(Dtsvr-File) ;

o\

Format 4

o .
I

00001 (COMMENT) ;

(Dtsvr-File,
(Dtsvr-File,
(Dtsvr-File,

(Dtsvr-File,

o\

PC-File)
PC-File)
PC-File)

PC-File)
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Specifications common to all formats

<1> A list file begins with a tape start "%".

<2> In the next block, be sure to specify an O number. Assign this O
number as the file name.
A comment enclosed in parentheses "(" and ")" can be inserted
between the O number and EOB.

<3> In the subsequent blocks, specify files to be processed.

<4> The list file must end with "%".

Specifications of format 1

The following describes the specifications of list file format 1:

<1> This specification method applies when the file names of files to
be processed have the format "Oxxxx" (where "xxxx" denotes a
4-digit number). In this case, change "O" in file name "Oxxxx" to
"N" when specifying the file name. The 4-digit number can be
zero-suppressed. The example shows that files 00111, 00222,
00333, and so on up to 00999 are processed sequentially.

<2> The LIST-GET service transfers "Oxxxx" files stored on the
built-in hard disk of the host computer to the built-in memory
card of the FAST Data Server without modifying file names
"Oxxxx". The LIST-PUT service transfers "Oxxxx" files stored
on the built-in memory card of the FAST Data Server to the
built-in hard disk of the host computer without modifying file
names "Oxxxx". The LIST-DELETE service deletes "Oxxxx"
files stored on the built-in memory card of the FAST Data
Server.

Specifications of format 2

The following describes the specifications of list file format 2:

<1> This specification method applies when files to be processed are
named "Oxxxx" (where "xxxx" denotes a 4-digit number) on the
built-in memory card of the FAST Data Server and are named
arbitrary file names on the built-in hard disk of the host computer.
In this case, change "O" in file name "Oxxxx" to "N" when
specifying the file name on the FAST Data Server. The 4-digit
number can be zero-suppressed. The example shows that files
00111, 00222, 00333, and so on up to 00999 are processed
sequentially.
A file name on the built-in hard disk of the host computer can be
specified by enclosing it with parentheses "(" and ")" following
the corresponding "Nxxxx". The characters that can be used in
file names depend on the OS of the host computer.

<2> The LIST-GET service transfers files with arbitrary file names
"PC-File" stored on the built-in hard disk of the host computer to
the built-in memory card of the FAST Data Server as "Oxxxx"
files. The LIST-PUT service transfers "Oxxxx" files stored on
the built-in memory card of the FAST Data Server to the built-in
hard disk of the host computer as files with arbitrary file names
"PC-File". The LIST-DELETE service deletes "Oxxxx" files
stored on the built-in memory card of the FAST Data Server.
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Specifications of format 3

The following describes the specifications of list file format 3:

<1> This specification method applies when the file names of files to
be processed are arbitrary file names. In this case, file names on
the built-in memory card of the FAST Data Server and on the
built-in hard disk of the host computer are assumed to be the
same. Specify an arbitrary file name enclosed with parentheses
"(" and ")". Arbitrary file names are those that can be used on the
Data Server side.

<2> The LIST-GET service transfers files with arbitrary file names
"Dtsvr-File" stored on the built-in hard disk of the host computer
to the built-in memory card of the FAST Data Server with the
file names kept unchanged.
The LIST-PUT service transfers "Dtsvr-File" files stored on the
built-in memory card of the FAST Data Server to the built-in
hard disk of the host computer with the file names "Dtsvr-File"
kept unchanged. The LIST-DELETE service deletes "Dtsvr-File"
files stored on the built-in memory card of the FAST Data
Server.

Specifications of format 4

The following describes the specifications of list file format 4:

<1> This specification method applies when files to be processed
have arbitrary file names. In this case, file names on the built-in
memory card of the FAST Data Server and file names on the
built-in hard disk of the host computer are assumed to be
different. Specify a file name on the built-in memory card of the
FAST Data Server and a file name on the built-in hard disk of the
host computer in parentheses, separated by a comma ",".

<2> The LIST-GET service transfers files with arbitrary file names
"PC-File" stored on the built-in hard disk of the host computer to
the built-in memory card of the FAST Data Server as
"Dtsvr-File" files.
The LIST-PUT service transfers "Dtsvr-File" files stored on the
built-in memory card of the FAST Data Server to files with file
name "PC-File" on the built-in hard disk of the host computer.
The LIST-DELETE service deletes "Dtsvr-File" files stored on
the built-in memory card of the FAST Data Server.

Limitations on file names in a list file

The following limitations apply when file names are specified in a list

file:

<1> As arbitrary file names on the built-in memory card of the FAST
Data Server, only the following 66 types of ASCII characters can
be used and the maximum length is 32 characters:
Numeric characters 0 to 9
Lowercase letters a to z
Uppercase letters A to Z
Four symbols (+, -, ,.)
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<2> The characters that can be used in arbitrary file names on the
built-in hard disk of the host computer depend on the OS of the
host computer.
Arbitrary file names may consist of up to 255 characters.
However, the number of characters that can actually be used
depends on the OS of the host computer.

Storage locations of list files
The LIST-GET, LIST-PUT, and LIST-DELETE services are useful
functions for managing NC programs in groups.
The places where list files are prepared vary depending on the service
to be executed.
For the LIST-GET service, NC programs to be operated on are present
on the built-in hard disk of the host computer, so list files are placed
also on the built-in hard disk of the host computer.
For the LIST-PUT and LIST-DELETE services, NC programs to be
operated on are present on the built-in memory card of the FAST Data
Server, so list files are also prepared on the built-in memory card of
the FAST Data Server.
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2.6 ISO CODE INPUT/OUTPUT FUNCTION

This function is intended to accomplish NC data input and output
between the CNC and Data Server, as well as between a personal
computer and Data Server, using the ISO code. Unlike the traditional
ASCII code characters, each ISO code character has parity data
appended to it. The function checks this parity data, which improves
the reliability of data input and output operations.

While the most significant bit of an ASCII code character is in an OFF
state, the ISO code uses the most significant bit to store parity data so
that each character has an even number of ON bits.

NOTE

1 NC data may not be transferred properly between
a personal computer and Data Server, depending
on the FTP communication software used on the
personal computer.

2 |If a parity error is found in the 1ISO code in the
comment section, it is not regarded as an error and
the character in question is converted to a space.

3 If the ASCII code is selected as the input/output
code, the parity check is not performed. Even if the
data to be transferred is ISO code data, it is
transferred as ASCII code data with the parity data
in the most significant bit removed.

4 To input data to or output data from the CNC
requires that a Data Server be selected as the
input/output device. For information about
input/output device and input/output code
selection, see SETTING, Section 2.3, "RELATED
NC PARAMETERS".

5 Atool (FANUC ISO Converter) is available that
allows you to create and check ISO code NC data
on a personal computer. For details of this tool,
refer to the appendix of the "User’'s Manual
(Common to Lathe System/Machining Center
System) (B-64304EN)".
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Input from the Data Server to CNC

If the ISO code is selected as the input/output code, an ISO code
check is performed to verify the validity of data when the CNC
receives the data from the Data Server.

If any character with invalid parity data is found, the input/output
operation ends abnormally.

Target functions

<1> Program input

<2> M198 subprogram call
<3> DNC operation

NOTE

1 The CNC checks the ISO code in the received
data, regardless of whether the Data Server file is
a text file or binary file.
For information about text files and binary files, see
Subsection 2.1.3, "Text Files and Binary Files".

2 The CNC checks the ISO code in the received
data, regardless of the Data Server mode.
In the FTP mode, therefore, ISO code NC data
needs to be prepared on the personal computer
side.
For information about the Data Server mode, see
Section 2.2, "DATA SERVER MODES".

Output from the CNC to Data Server

If the ISO code is selected as the input/output code, an ISO code
check is performed to verify the validity of data when the data is
stored in the Data Server memory card.

If any character with invalid parity data is found, the input/output
operation ends abnormally.

Target function
<1> Program output

NOTE

1 When the Data Server is in the FTP mode, data is
output directly to the personal computer and the
Data Server does not perform the ISO code check.
In this case, perform the check on the personal
computer side.

2 When more than one NC program is output
simultaneously or NC parameters are output, the
data is output to the Data Server as a binary file.
In the case of a binary file, the Data Server does
not perform the ISO code check.
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File transfer from a personal computer to Data Server

If the ISO code is selected as the input/output code, an ISO code
check is performed to verify the validity of data when the data
received from the personal computer is stored in the Data Server
memory card.

If any character with invalid parity data is found, the input/output
operation ends abnormally.

Target functions
<1> GET (Data Server = FTP client)
<2> PUT (Data Server = FTP server)

NOTE

1 ltis necessary to prepare ISO code NC data on the
personal computer side.

2 In the case of binary file transfer, the ISO code
check is not performed when the data is stored in
the Data Server memory card.

File transfer from the Data Server to personal computer

If the ISO code is selected as the input/output code, data is output as
ISO code data from the Data Server memory card.

Target functions
<1> PUT (Data Server = FTP client)
<2> GET (Data Server = FTP server)

NOTE

1 Perform the ISO code check on the personal
computer side, as needed.

2 In the case of binary file transfer, the Data Server
does not perform ISO code conversion.
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FOCAS2/Ethernet FUNCTIONS

The FOCAS2/Ethernet functions can remotely control and monitor the
CNC by using a personal computer. For details, refer to the manual

delivered with the FOCAS?2 library software.

1

NOTE

In the FOCAS2/Ethernet functions, the CNC
operates as a server and waits for a
communication start request from a personal
computer that operates as a client.

As communication with the personal computer
starts, two sockets are used for control and
monitoring from the personal computer and for file
transfer.

The Program Transfer Tool (drawing number:
A08B-9510-J513 [Version 3 or later]) is available
as a PC tool for transferring NC programs between
the CNC and personal computer. This tool allows
NC programs to be transferred between a personal
computer and CNC memory or Data Server
memory card through a simple operation on the
personal computer side. The transfer of NC
programs between a personal computer and CNC
memory requires the FOCAS2/Ethernet functions,
and that between a PC and Data Server memory
card requires the Data Server functions.
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DNS/DHCP FUNCTIONS

If DNS/DHCP functions are used for communication setting of the
Data Server functions and FOCAS2/Ethernet functions, Ethernet
addresses (IP address and subnet mask) can be set at a time on the host
computer to facilitate Ethernet address control.

DNS
With the DNS function, a fully qualified domain name (e.g.,
www.fanuc.co.jp) can be specified instead of a hard-to-remember IP
address just consisting of numbers (e.g., 192.168.0.10) when a TCP/IP
communication destination is to be specified.
NOTE
To use the DNS function, a personal computer
having the DNS server function is additionally
required. See APPENDIX D, "DNS/DHCP
FUNCTION."
DHCP

With the DHCP function, Ethernet addresses (IP address and subnet
mask) that need to be set on the CNC can be set on the host computer.

NOTE
To use the DHCP function, a personal computer
having the DHCP server function is additionally
required. See APPENDIX D, "DNS/DHCP
FUNCTION."
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MACHINE REMOTE DIAGNOSIS
FUNCTIONS

With the machine remote diagnosis functions, checking of the internal
CNC status, ladder program editing, and other operations can be
performed as necessary by using a personal computer through a LAN.
For details, refer to ‘“Machine Remote Diagnosis Package
OPERATOR’S MANUAL (B-63734EN).”
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UNSOLICITED MESSAGING FUNCTION

This chapter describes the unsolicited messaging function.
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Overview of the unsolicited messaging function

An overview of the unsolicited messaging function is provided below.
With the unsolicited messaging function, the CNC transmits messages
(CNC/PMC data) in an unsolicited manner to application software on
the personal computer according to a command from an NC program
or ladder program. By using this function, the need for application
processing on the personal computer to periodically inquire about the
state of the CNC can be eliminated.

When the conventional function is used

Application software

Inquiry

Response — P>

.
>

When the unsolicited messaging function is used

NC program or ladder

program

NC program or ladder
program checks for
CNC/PMC data
changes.

——Notification ———P»

1 0

=

Application checks for
CNC/PMC data changes.

Application software

Application receives
notification from CNC.

NOTE

The unsolicited messaging function is a part of the
FOCAS2/Ethernet function.
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Unsolicited messaging function execution procedure

The execution procedure for the unsolicited messaging function is
described below.

1 Preparation on the personal compute
Create an application using the FOCAS2 function for the
unsolicited messaging function and install the unsolicited
message server on a personal computer. For the method of
creating an application using the FOCAS2 function for the
unsolicited messaging function and the method of installing the
unsolicited message server, refer to Chapter 5, "UNSOLICITED
MESSAGING FUNCTION", in "FANUC Open CNC
FOCAS1/FOCAS2 CNC/PMC Data Window Library Operator's
Manual".

2 Preparation on the CNC
Create an NC program or ladder program for controlling
unsolicited messaging.
For the method of creating an NC program or ladder program,
see Appendix F.2, "EXECUTING THE UNSOLICITED
MESSAGING FUNCTION."

3 Setting of the communication parameters for the
unsolicited messaging function
To wuse the unsolicited messaging function, the following
communication parameter settings are needed:
(1) Setting for using the FOCAS2/Ethernet function
(2) Setting of the parameters for the unsolicited messaging

function

For (2), a choice can be made from two modes of setting: CNC
mode for setting on the CNC screen and the PC mode for setting
on the personal computer.
For the setting method of (1) and (2), see Appendix F.1,
"SETTING OF THE UNSOLICITED MESSAGING
FUNCTION."

4 Starting the NC program or ladder program
Start the NC program or ladder program created in step 2,
"Preparation on the CNC". At this time, no unsolicited message
is transmitted to the personal computer until step 5, "Starting the
unsolicited messaging function", is executed.

5 Starting the unsolicited messaging function
Execute the FOCAS2 function cnc_unsolicstart on the personal
computer. This execution places the CNC in the state (named
"Ready") where a transmission request from the NC program or
ladder program is awaited. Each time a transmission request is
made from the NC program or ladder program, an unsolicited
message is automatically transmitted to the personal computer.

6 Ending the unsolicited messaging function
To end unsolicited message transmission, execute the FOCAS2
function cnc_unsolicstop on the personal computer. This
execution places the CNC in the state (named "Not Ready")
where no unsolicited message is transmitted even when a request
for transmission is made from the NC program or ladder
program.
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FTP FILE TRANSFER FUNCTION

The FTP file transfer function is operated from the CNC to transfer a
file. It works as an FTP client and communicates with the FTP server
on the host computer.

NOTE

1 The FTP server software needs to be running on
the host computer.

2 The FTP file transfer function cannot perform M198
subprogram calling or DNC operation.
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SETTING THE COMMUNICATION
FUNCTION

This part describes the settings required to operate the following
FAST Ethernet/FAST Data Server functions:

° Data Server functions
FOCAS2/Ethernet functions
e  (CNC screen display functions

NOTE
For details of the machine remote diagnosis
functions, unsolicited messaging function, and FTP
file transfer function, see the relevant appendixes.

Notes on using the Data Server functions

/i, CAUTION

When setting the FAST Ethernet/FAST Data
Server for the first time, carefully set data such as
an |IP address and conduct a sufficient
communication test, consulting with your network
administrator.

If data such as an IP address is not set correctly, a
communication failure can affect the entire
network. Take sufficient care.
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SETTING THE DATA SERVER
FUNCTIONS

This chapter describes the communication setting for the Data Server
functions.

Notes on using the functions for the first time

/\ CAUTION

1 When using the FAST Data Server for the first time, be sure to
initialize the memory card, set parameters, then turn the power off
then back on. If an attempt is made to use the Data Server functions
without following these steps, normal operation is not guaranteed.

2 Before performing FTP communication using the FAST Data Server
for the first time, consult with your network administrator, carefully
set a network address and other items, and conduct communication
tests thoroughly. Any error in settings such as a network address
setting can lead to an adverse influence such as a communication
failure on the entire network.

In particular, IP address duplication causes an intermittent
communication failure in the Data Server, which can result in a
system error in the CNC. So, be very careful when making settings.

3 When the power to the CNC is turned off during access to the
memory card, files stored on the memory card may be destroyed.
So, be careful not to turn off the power to the CNC during access to
the memory card.

4 In preparation for damage to the memory card, always take backup
copies of the files stored on the memory card to the host computer.

NOTE

1 With the Data Server functions (FTP client), a single CNC can
connect only one FTP server.

2 With the Data Server functions (FTP server), a single CNC can
connect up to five FTP clients. However, some FTP client software
programs may each internally use two or more FTP clients. Note,
therefore, that the number of FTP clients is not always equal to the
number of applications.

3 The Data Server functions do not support passive mode (PASV
command).
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2.1 OPERATING THE DATA SERVER SETTING SCREEN

This section describes the setting screen for operating the Data Server
functions.

Procedure

1 Press the function key (3],

SYSTEH

2 Soft key [ETHBRD] appear. (When there is no soft keys, press

the continue key.)

Press soft key [ETHBRD] to display the Ethernet Setting screen.

4  Press soft keys [COMMON] and [DTSVR] and then enter
parameters for the items that appear.

W
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COMMON screen (BASIC)

Press soft key [COMMON] to display the COMMON screen

(BASIC).
ETH_BRD SETTING 00000 NOOOODD
COMMON: Setting [BOARDI
BASIC
MAC ADDRESS @@E0E400000 1
IP ADDRESS [192. 168. 0. 100
SUBNET MASK 265. 255. 255. 0
ROUTER IP ADDRESS [192. 168. 0. 253
1/ 2
AY _
MDI  ololok ook sokok|  [12:00:00 |
{[commMoN Focas2 | DTSVR [RMTDIAG| (OPRT) |

COMMON screen (BASIC)

Setting item

Item Description
IP ADDRESS Specify the IP address of the FAST Data Server.
(Example of specification format: "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the

network.

(Example of specification format: "255.255.255.0")
ROUTER IP Specify the IP address of the router.
ADDRESS Specify this item when the network contains a router.

(Example of specification format: "192.168.0.253")

Display item

Item Description
MAC ADDRESS FAST Data Server MAC address

NOTE
The second page (detail screen) of the COMMON
screen is to be set when the DNS/DHCP function is
used. For details, see Appendix D, "DNS/DHCP
FUNCTION."
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Data Server screens (CONNECT 1, CONNECT 2, CONNECT 3)

Press soft key [DTSVR] to display the Data Server screen.

PAGE
1

By using page keys , the three host computers at

PAGE $

connection destinations 1, 2, and 3 can be set.

CONNECT1

192. 168. ©. 200

Data Server screen 1 (for connection destination 1)

CONNECT1

sncdata

Data Server screen 2 (for connection destination 1)
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Setting item

Operation

Item Description

HOST NAME Specify the IP address of the host computer.

(Example of specification format: "192.168.0.200")

PORT NUMBER | Specify the port number. Usually, set 21 because the

FTP communication is used.

USER NAME Specify the name of the user to log on to the host

computer using FTP. (A user name of up to 31
characters can be specified.)

PASSWORD Specify the password for the above user name.

The password must always be specified.

LOGIN FOLDER | Specify a work folder to be used when the user logs in

to the host computer. (Up to 127 characters can be
specified.)

If no data is set, the home folder set on the host
computer is used as a login folder.

Select a connection destination.

Press soft key [(OPRT)] to display soft key [HOST]. Then, press
soft key [HOST] to display soft keys [CONECT1], [CONECT2],
and [CONECT3].

|

HOST [CHA-EXT| I | input ] |

| JlconEcT1fcoNECT2]cONECTS] I ]

2

Press one of soft keys [CONECT1], [CONECT2], and
[CONECT3] according to the host computer to which you want
to make a connection. The screen title of connection destination
1, 2 or 3 is displayed in reverse video. The screen title displayed
in reverse video indicates the connection destination host
computer.

CONNECT | =——jp- {0\ I\ IION N

When connection destination 1 is selected
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Data Server screens (FTP SERVER)

Press soft key [DTSVR] to display the Data Server screen.

PAGE
1

By using page keys , the FTP server setting screen is

PAGE $

displayed after the connection destination 1, 2, or 3 screen.

DTSVR

Data Server screen 1 (FTP SERVER)

FTPSERVER

Data Server screen 2 (FTP SERVER)
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Setting item

Item Description
USER NAME Specify a user name to be used when the host
computer logs in to the Data Server. (A user name of
up to 31 characters can be specified.)

PASSWORD Specify the password for the above user name.
The password must always be specified.

LOGIN FOLDER | Specify a work folder to be used when the host
computer logs in to the Data Server. (Up to 127
characters can be specified.)

If no data is set, the home folder (home directory) is
used as a login folder.
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Data Server MODE screen (SETTING)

Press soft key [DS MODE] to display the Data Server MODE screen
(SETTING). The current mode can be checked and changed.

Data Server screen (SETTING)

Display item
Item Description
CHANNELS Displays the number of channels currently being used.
MODE Displays the currently set Data Server mode.
STORAGE MODE
FTP MODE
Operation

The Data Server mode can be changed.

1 Press soft key [(OPRT)] to display soft keys [STORAGE] and
[FTP].

2 To change the mode to a desired mode, press the soft key of the
desired mode.
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Data Server MODE screen (MAINTENANCE)

Press soft key [DS MODE] and press page keys | T T to

display maintenance information for each channel.

MAINTENANCE

CHANNEL 1
EMPTY COUNTER i}
TOTAL SIZE i}
WRITE POINTER i}
READ POINTER i}

27 2

MDI  kokokok kolok kokok| [12:00:00 |

(| _PING |com sTs|TSK sTs[Ds MODE (OPRT) |+

Data Server MODE screen (MAINTENANCE)

Display item

Item Description
CHANNEL Interface number of the buffer used for transferring NC
programs between the CNC and Data Server.
For example, a channel is assigned to each path.
EMPTY Used for maintenance.
COUNTER This item indicates the number of cases where the
buffer becomes empty while NC programs are being
transferred from the Data Server to the CNC.
TOTAL SIZE Used for maintenance.
This item indicates the total number of bytes
transferred when an NC program is transferred from
the Data Server.
WRITE POINTER | Used for maintenance.
READ POINTER | This item indicates the buffer use status when NC
programs are transferred from the Data Server to the
CNC.

- 46 -



2. SETTING THE DATA
B-64414EN/01 SETTING SERVER FUNCTIONS

Data Server FORMAT screen

Press soft key [DS FMT] to display the format screen of the memory
card built into the Data Server.

Data Server FORMAT screen

Display item

Item Description
DEVICE NAME Indicates the storage media currently being used by
the Data Server.
"ATA" or "NONE" is indicated.
FORMAT TYPE Indicates the format type of the memory card.
"CNC FILE" or "---" is displayed.

When "---" is displayed, check whether the memory

card is mounted properly and is formatted correctly.
CHECK DISK Indicates the check result.

When no check is made Dt

When the check result is normal : “OK”

When the check result is abnormal : “NG”
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Procedure (CHECK DISK)
1 Press soft key [(OPRT)] then soft key [CHKDSK].

| {cHkDSK | [cNC FMT| I 1]

2 Press soft key [EXEC] to check the format of the memory card
and display the check result.

/\ CAUTION
If the check result is abnormal, determine the
cause of trouble from an error message displayed
on the ETHERNET LOG screen and back up the
files stored on the memory card immediately.
Then, try to reformat the memory card.

NOTE

1 An error occurs if other Data Server functions are
operated when a check disk is made.

2 Also when a program on the memory card of the
Data Server is selected as a main program, the
check disk operation cannot be performed.

Procedure (CNC FORMAT)
1 Press soft key [(OPRT)] then soft key [CNC FMT].

| {cHkDSK | [cNC FMT| I 1]

2 Press soft key [EXEC] to format the memory card built into the
FAST Data Server.

/\ CAUTION

1 Do not turn off the power to the CNC when the
memory card is being formatted. Otherwise, the
memory card can be damaged.

2 When the memory card is formatted, all files held
on the memory card are erased.

NOTE

1 An error occurs if other Data Server functions are
operated when the memory card is formatted.

2 Also when a program on the memory card of the
Data Server is selected as a main program, the
memory card cannot be formatted.
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2.2 INPUT OF SPECIAL CHARACTERS

By setting bits 4 and 5 (SI1 and SI2) of NC parameter No. 13115, it is
possible to input special characters and lowercase characters that are
not available on the MDI keys.

Setting this NC parameter displays soft key [CHA-EXT], and pressing
this soft key displays the following set of soft keys.

S } )
e S S T O
[ e e
{ I I I )

L

| e | =

L ] e

}ABC/abc

Each time you press soft key [ABC/abc], you switch from uppercase
input to lowercase input or vice versa. The uppercase/lowercase input
state can be checked in the key input field.

A 4—p e

Uppercase input Lowercase input
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2.3 RELATED NC PARAMETERS

The NC parameters related to the Data Server functions are described
below.

#7 #6 #5 #4 #3 #2 #1 #0
lowo | [ | [ T | | [ [we]

[Input type]  Setting input
[Data type] Bit path

#0 TVC When a file is transferred from the personal computer to the Data
Server, a TV check is:
0:  Not performed.
1:  Performed.

NOTE
This parameter is valid only for text files.
For text files, see Subsection 2.1.3, "Text Files and
Binary Files" in Part Il, "SPECIFICATION."

| 0020 | | 1/0 CHANNEL : Input/output device selection |

[Input type]  Setting input
[Data type] Byte
[Valid data range] 5 : Selects the Data Server as the input/output device.

#7 #6 #5 #4 #3 #2 #1 #0
|o1oo|| | | | |NCR|CRF|CTV| |

[Input type]  Setting input
[Data type] Bit
#1 CTV  When a file is transferred from the personal computer to the Data
Server, character counting for the TV check in program comment
parts is:
0:  Performed.
1:  Not performed.
#2 CRF When a file is output from the Data Server to the personal computer,
EOB (end of block) is:
0: Set as specified by parameter NCR (bit 3 of parameter No. 100).
1: Setto"CR""LF".
#3 NCR When a file is output from the Data Server to the personal computer,
EOB (end of block) is:
0: Setto"LF""CR""CR".
1:  Setto"LF".
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NOTE
This parameter is valid only for text files.
For text files, see Subsection 2.1.3, "Text Files and
Binary Files" in Part Il, "SPECIFICATION."

#7 #6 #5 #4 #3 #2 #1 #0
[ o4 | [ Lo | | | | | | | |

[Input type]  Setting input
[Data type] Bit

#17 LCH In the LIST-GET service of the Data Server function, when a list file
specifies 1025 or more files:
0: A check for duplicated file names is performed.
1: A check for duplicated file names is not performed.

#7 #6 #5 #4 #3 #2 #1 #0
[ oss | | | | | | osk | | Pen | |

[Input type]  Setting input
[Data type] Bit

#1 PCH At the start of communication of the Data Server function, FTP file
transfer function, or machine remote diagnosis function, checking for
the presence of the server using PING is:

0:  Performed.
1:  Not performed.

NOTE
Usually, set 0.
If 1 is set not to check the presence of the server
by using PING, it may take several tens of seconds
to recognize an error when the server is not
present in the network.
For mainly security reasons, a personal computer
may be set so that it does not respond to the PING
command. To communicate with such a personal
computer, set 1.

#3 DSF When an NC program is stored on the memory card of the Data
Server:
0:  The file name takes priority.
1:  The program name in the NC program takes priority.

NOTE
Only when the file in the personal computer is
registered to the memory card of the Data Server
by operating the CNC side, this parameter is
effective.
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#7 #6 #5 #4 #3 #2 #1 #0
| os0s | | | | | | | | | 10 |

[Input type]  Setting input
[Data type] Bit

#0 ISO When the data server is selected as an 1/O device, data is input or
output using:
0:  ASCII codes

1:  ISO codes
| 0921 | | Selects the host computer 1 0S. |
| os22 | | Selects the host computer 2 OS. |
| os2s | | Selects the host computer 3 OS. |

[Input type] Parameter input
[Data type] Word
[Valid data range] 0to 2
0:  Windows95/98/Me/2000/XP/Vista.
1:  UNIX, VMS.
2:  Linux.

NOTE
Some FTP server software products do not depend
on the OS. So, even when the above parameters
are set, it is sometimes impossible to display a list
of files properly.

| 0929 | | File attribute specification during FTP server operation |

[Input type] Parameter input
[Data type] Word
[Valid data range] 0to 2
This parameter sets whether to give priority to the file attribute
specified in a TYPE command of FTP during operation as an FTP
server.
0: Priority is given to the file attribute specified in a TYPE
command from an FTP client.
1: Text files are always assumed.
2: Binary files are always assumed.
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Maximum number of files that can be registered to the memory card of the

0930 Data Server and maximum size per file that can be registered
[Input type] Parameter input
[Data type] Word
[Valid data range] 0, 10to 15
No.930 Maximum number of files Maximum size per file
0 2047 512MB
10 511 2048MB
11 1023 1024MB
12 2047 512MB
13 4095 256MB
14 8191 128MB
15 16383 64MB
NOTE
1 When the memory card is formatted after this
parameter is set, the maximum number of files and
maximum size per file are changed.
2 Each folder is counted as one file.
#7 #6 #5 #4 #3 #2 #1 #0
| 3t07 | | | | | sor | | | | |
[Input type]  Setting input
[Data type] Bit path
#4 SOR  Display of the program directory
0:  Programs are listed in the order of registration.
1:  Programs are listed in the order of name.
#7 #6 #5 #4 #3 #2 #1 #0
(e ] [ 1 Tsefs[ [ [ [ ]
[Input type] Parameter input
[Data type] Bit
#4 SI1  Soft key input of the characters shown below is:
0: Disabled.
1: Enabled.
<>¥%§$!1~:"
#5 SI2  Soft key input of the characters shown below and switching between

the uppercase and lowercase input modes by a soft key are:
0:  Disabled.
1:  Enabled.

O)?7*&@_
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2.4

EXAMPLE OF SETTING THE DATA SERVER FUNCTIONS

An example of setting for operating the Data Server functions is given
below. In this example of setting, one personal computer is connected
to two CNCs through a Data Server.

HUB

10BASE-T or
100BASE-TX

CNC 1 CNC 2
CNC 1 CNC 2
IP ADDRESS 192.168.0.100 | 192.168.0.101 . .
The common setting screen is
SUBNET MASK 255.255.255.0 | 255.255.255.0 used for setting.
ROUTER IP ADDRESS None None
CONNECT 1 PORT NUMBER 21 21
IP ADDRESS 192.168.0.200 | 192.168.0.200
USER NAME user user —p The Data Sewgr setting screen
is used for setting.
PASSWORD user user
LOGIN FOLDER None None The Data Server mode setting
DATA SERVER MODE Storage Storage P screen is used for setting.
NC Parameter NO. 20 5 5 -
\ NC parameter setting
PC1 "Microsoft TCP/IP property" of the personal computer
IP address 192.168.0.200 (Windows2000/WindowsXP/Vista) is used for setting.
Sub-net mask 255.255.255.0
Default gateway None "User acount” of the personal computer
User name user }/V (Windows2000/WindowsXP/Vista) is used for setting.
Password user
Home folder default }\A "Internet service manager" of the personal computer

(Windows2000/WindowsXP) is used for setting.
Windows Vista uses "FTP Publishing Service" for
setting.
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SETTING THE FOCAS2/Ethernet
FUNCTIONS

This chapter describes the setting of parameters for the
FOCAS2/Ethernet functions and CNC screen display functions.

/A\ CAUTION
Before performing communication using the
FOCASZ2/Ethernet functions for the first time,
consult with your network administrator, carefully
set a network address and other items, and
conduct communication tests thoroughly. Any error
in settings such as a network address setting can
lead to an adverse influence such as a
communication failure on the entire network.
In particular, IP address duplication causes an
intermittent communication failure in the Data
Server, which can result in a system error in the
CNC. So, be very careful when making settings.

Note on using the FOCAS2/Ethernet functions

NOTE
With the FOCAS2/Ethernet functions, up to 20
FOCAS2/Ethernet clients can be connected to one
CNC.

Note on using the CNC screen display functions

NOTE
With the CNC screen display functions, up to 1
CNC screen display function client can be
connected to one CNC.

-55-



3. SETTING THE FOCAS2/Ethernet
FUNCTIONS SETTING B-64414EN/01

3.1 OPERATING THE FOCAS2/Ethernet SETTING SCREEN

This section describes the setting screen for operating the
FOCAS2/Ethernet functions and CNC screen display functions.

Procedure

1 Press the function key (3],

SYSTEH

2 Soft key [ETHBRD] appear. (When there is no soft keys, press

the continue key.)

Press soft key [ETHBRD] to display the Ethernet Setting screen.

4  Press soft keys [COMMON] and [FOCAS2] and then enter
parameters for the items that appear.

W
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COMMON screen (BASIC)

Press soft key [COMMON] to display the COMMON screen

(BASIC).
ETH_BRD SETTING 00000 NOOOODD
COMMON: Setting [BOARDI
BASIC
MAC ADDRESS @@E0E400000 1
IP ADDRESS [192. 168. 0. 100
SUBNET MASK 265. 255. 255. 0
ROUTER IP ADDRESS [192. 168. 0. 253
1/ 2
AY _
MDI  ololok ook sokok|  [12:00:00 |
{[commMoN Focas2 | DTSVR [RMTDIAG| (OPRT) |

COMMON screen (BASIC)

Setting item

Item Description
IP ADDRESS Specify the IP address of the FAST Ethernet/ FAST
Data Server.
(Example of specification format: "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the

network.

(Example of specification format: "255.255.255.0")
ROUTER IP Specify the IP address of the router.
ADDRESS Specify this item when the network contains a router.

(Example of specification format: "192.168.0.253")

Display item

Item Description
MAC ADDRESS FAST Ethernet/ FAST Data Server MAC address

NOTE
The second page (detail screen) of the COMMON
screen is to be set when the DNS/DHCP function is
used. For details, see Appendix D, “DNS/DHCP
FUNCTION.”
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FOCAS2 screen

Press soft key [FOCAS2] to display the FOCAS?2 screen.

ETH_BRD SETTING 00000 NOOOOD
FOCAS2/Ethernet:Setting [BOARD]

BASIC

PORT NUMBER (TCP) 8193
PORT NUMBER (UDP) 0
TIME INTERVAL 0

1/ 1

AY _

MDI  ololok ook sokok|  [12:00:00 |

(commMoN [FOCAS2 DTSVR [RMTDIAG| (OPRT) |+

Setting item

FOCAS2 screen

Item

Description

PORT NUMBER
(TCP)

Specifies the port No. to be used by the
FOCAS2/Ethernet functions and CNC screen display
functions, within a range of 5001 to 65535.

PORT NUMBER
(UDP)

Set 0 when using this item for the FOCAS2/Ethernet
functions and CNC screen display functions.

Set this port number to communicate with the FANUC
CIMPLICITY i CELL.

TIME INTERVAL Set 0 when using this item for the FOCAS2/Ethernet
functions and CNC screen display functions.

Set this time interval to communicate with the FANUC
CIMPLICITY i CELL.

NOTE

1 For connection with the FANUC CIMPLICITY i CELL,
make the above setting according to "FANUC
CIMPLICITY i CELL OPERATOR'S MANUAL
(B-75074EN)."

2 The unit of TIME INTERVAL is 10 ms. The allowable
input range is 10 to 65535. Values less than 100 ms
cannot be set.

3 If a smaller value is set in TIME INTERVAL, the
communication load can increase to adversely affect
the performance of the network.

Example)lf 100 is set, broadcast data is transmitted at
intervals of 1 second [1000 ms] (=100x10).
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3.2 RELATED NC PARAMETERS

| 0020 | |

1/0 CHANNEL : Input/output device selection
[Input type]  Setting input
[Data type] Byte
[Valid datarange] 6: Selects the FOCAS2/Ethernet as the input/output device. This
parameter is required only for DNC operation, however.
#7 #6 #5 #4 #3 #2 #1 #0
[ os0s | | | | | | | | | one |
[Input type]  Setting input
[Data type] Bit
#0 DNE During DNC operation using the FOCAS2/Ethernet functions, the
termination of DNC operation is:
0: Waited.
1:  Not waited.
| 0924 | | FOCAS2/Ethernet waiting time setting
[Input type] Parameter input
[Data type] Word
[Unit of data] millisecond
[Valid data range] 0 to 32767

When the FOCAS2/Ethernet and Data Server functions are used
simultaneously, this parameter sets the FOCAS2/Ethernet function
waiting time in milliseconds.

When a value of 0 is set, the functions operate with assuming that 1
millisecond is specified.
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3.3

EXAMPLE OF SETTING THE FOCAS2/Ethernet

FUNCTIONS

An example of setting for operating the FOCAS2/Ethernet functions
is given below. In this example of setting, one personal computer is
connected to two CNCs through a FOCAS2/Ethernet.

HUB
CNC 1
CNC 1 CNC 2
IP ADDRESS 192.168.0.100 | 192.168.0.101
SUBNET MASK 255.255.255.0 | 255.255.255.0
ROUTER IP ADDRESS None None
PORT NUMBER (TCP) 8193 8193
PORT NUMBER (UDP) 0 0
TIME INTERVAL 0 0
PC1
IP address 192.168.0.200
Sub-net mask 255.255.255.0 — P
Default gateway None
NC IP address 192.168.0.100 J
CNC 1
NC TCP port number 8193
—>
NC IP address 192.168.0.101
CNC 2
NC TCP port number 8193 J
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10BASE-T or
100BASE-TX

The common setting screen is used for
setting.

The FOCAS?2 setting screen is used for
setting.

"Microsoft TCP/IP property" of the personal
computer (Windows 2000/XP/Vista) is used
for setting.

Specify these items with the arguments of
the data window library function
"cnc_allclibhnd13."
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ERROR MESSAGES DISPLAYED
DURING PARAMETER SETTING

This chapter explains the error messages that are issued when FAST
Ethernet/FAST Data Server parameters are set.

0P000 NODODQ
Setting [BOARDI]

ETH_BRD SETTING
COMMON :
BASIC
MAC ADDRESS

IP ADDRESS
SUBNET MASK

@POEQPE4000001
192. 168. 0. 100
255. 255. 255. 0

ROUTER IP ADDRESS “92.168.@.253
1/ 2
AY_
Format Error
MDI  kokodok dokok kokok | [12:00:00 |
JH ICHA—EXT] ] ] INPUT Lﬂ

Messages

Meaning and action to be taken

Communication Software
is not found

Check whether the communication software is installed.

Ethernet board is not
found

Check whether the Ethernet board is installed.

Software Version Error

The communication software version is illegal.
Check the software version.

DATA IS OUT OF RANGE

A numeric parameter value is beyond the range.

Wrong Character(s)

An illegal character is used in a character parameter.

Format Error

Input data such as an IP address has an illegal input format.

too many figures

A value input in a numeric parameter consists of too many digits.

Data was rejected

A parameter error is found.
Confirm the setting conditions described in the relevant manual.

Reading from SRAM failed

Writing into SRAM failed

SRAM may have been destroyed.
Check whether the necessary options and other items are properly set.

DHCP is available

When the DHCP client function is enabled, the parameters cannot set from the
setting screen. To set the parameters, disable the DHCP client function.

Error(xxxx)

Other errors.
Check the parameter settings and contact FANUC.
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BACKING UP OR RESTORING
COMMUNICATION PARAMETERS

This chapter describes how to back up the FAST Ethernet/FAST Data
Server communication parameters to a memory card, as well as how to
restore the parameters from the memory card.

1. Press the function key (S]],

SYSTEM

2. Press soft key [ETHBRD] to display soft key [COMMON].

3. After pressing soft keys [COMMON] - [(OPRT)], press soft key
[+]. The soft keys for backing up and restoring the
communication parameters - [BACKUP], [RESTORE],
[ALLBACK], and [ALL RES] - are displayed as shown below.

4. Press one of the soft keys - [BACKUP], [RESTORE],
[ALLBACK], and [ALL RES]. The soft keys [EXECUTE] and
[CANCEL] are displayed.

5. Input the name of the file to be backed up or restored to the
key-in buffer, and press soft key [EXECUTE]. The target
operation is performed.

While the operation is in progress, "EXECUTING" blinks.

ETH_BRD SETTING 00000 NOPOOO
COMMON: Setting [BOARDI
BASIC
MAC ADDRESS @OEQPE4000001
IP ADDRESS 192. 168. 0. 100
SUBNET MASK 255. 255. 255. @
ROUTER IP ADDRESS [192. 168. 0. 253
1/ 2
AY _
MDI  kokokk kokok okokk| [12:00:00 |
_ﬂ@ACKUP:BESTOREMLLBACKMLL RESI ]ﬂ

{ {1 { {1
| {EXECUTE[CANCEL | I I 1]
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BACKUP

RESTORE

ALLBACK

ALL RES

This saves the FAST Ethernet/FAST Data Server communication
parameters, stored in the SRAM of the CNC, to a memory card.

If a file name is specified in the key-in buffer, the parameters are
saved to the memory card using the specified file name. If no file
name is specified, "ETHERBRD.MEM" is used.

This reads the FAST Ethernet/FAST Data Server communication
parameters stored in a memory card and saves them to the SRAM of
the CNC.

If a file name is specified in the key-in buffer, the file having the
specified name is read from the memory card. If no file name is
specified, "ETHERBRD.MEM" is used.

This saves all the effective embedded Ethernet, FAST Ethernet/FAST
Data Server, and PROFIBUS-DP master/slave communication
parameters, stored in the SRAM of the CNC, to a memory card.

If a file name is specified in the key-in buffer, the parameters are
saved to the memory card using the specified file name. If no file
name is specified, "NETWORK.MEM" is used.

This reads all the effective embedded Ethernet, FAST Ethernet/FAST
Data Server, and PROFIBUS-DP master/slave communication
parameters, stored in a memory card, and saves them to the SRAM of
the CNC.

Note that, if the communication function on the CNC side is disabled
for an effective communication parameter, that parameter is not saved
to the SRAM.

If a file name is specified in the key-in buffer, the file having the
specified name is read from the memory card. If no file name is
specified, "NETWORK.MEM" is used.

NOTE

1 The communication parameters can be backed up
or restored only in the MDI mode or during an
emergency stop,

2 Restoring the communication parameters causes
an alarm that requests that the power be turned off.

3 For the communication parameter backup or
restoration operation, a memory card is used,
regardless of the external input/output device

number (NC parameter No. 20).
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OPERATING THE DATA SERVER
FUNCTIONS

This chapter describes how to operate the Data Server functions.

On the PROGRAM DIRECTORY screen, files on the CNC memory,
memory card, host computer connected via the embedded Ethernet,
memory card built into the FAST Data Server, or host computer
connected via the FAST Data Server can be handled by selecting a
device.

Series 0;-MODEL D

= =
T

4

PROGRAM DIRECTORY OR777 NOQOOD
PROGRAM (NUM. ) MEMORY (KBYTE)

USED: 30 123

FREE : 770 1, 945

Memory card
DEVICE : CNC_MEM Via embedded
FETTTICTT TR T T e = = \/‘ Ethernet

00210 (SIMULATION PROGRAM 0019807
I 00211 (SIMULATION PROGRAM 0019814

00212 (SIMULATION PROGRAM 001120
I 00213 (TEST FOR SIMULATION

00214 (SIMULATION PROGRAM 00014

)

)

)

(1

)

il 5
0000 GANPLE Oy mm mom mm e mm mep i3 il
m_ BE— e = ]

5 010000

EDIT sokkk kkk kkk|  [12:00:00 | | FAST Data Server

_|[PROGRAM[ DIR + | |©oPrD) | |

Memory card =
PROGRAM FOLDER screen Via FAST Data Server

In this manual, the method of handling files on the memory card built
into the FAST Data Server and on the host computer connected via the
FAST Data Server is described.
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1.1 DEVICE CHANGE ON THE PROGRAM DIRECTORY
SCREEN

Procedure

1 Press the function key .

PROG

2 Press soft key [DIR +] ;[0 display the PROGRAM DIRECTORY
screen. (When there is no soft keys, press the continue key.)

PROGRAM (NUM. ) MEMORY (KBYTE)

USED: 30 123
FREE : 770 1, 945
0O NO. COMMENT

0p@01 (TEST FOR CYCLIC

012 (SIMULATION PROGRAM 0019807
011 (SIMULATION PROGRAM 0019814
0P®12 (SIMULATION PROGRAM @0112@
Q@13 (TEST FOR SIMULATION

00014 (SIMULATION PROGRAM 00014
Oee 16 (SAMPLER®1

R S S

S 0 TOO00
EDIT okokkk sokok kkx| [12:00:00 |
_[PrOGRAM[ DIR + | | COPRT) ||

PROGRAM DIRECTORY screen

3 Press soft key [(OPRT)] then soft key [DEVICE] to display the
soft keys for selectable devices.

‘_{l[CNCMEM }MEMCARD{M—CARD {EMB ETH{ ]_||

{f pTSVR Jps HOST] I I 14

4 Press soft key [DTSVR] to display the DATA SERVER FILE
LIST screen, which lists the files stored in the built-in memory
card of the FAST Data Server.

Press soft key [DS HOST] to display the DATA SERVER HOST
FILE LIST screen, which lists the files stored in the host
computer connected with the Data Server.

(93]
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1.2

OPERATING THE DATA SERVER FILE LIST SCREEN

The DATA SERVER FILE LIST screen lets you operate the files
stored in the built-in memory card of the Data Server.

NCDATABD®1 (FOLDER)

DATA SERVER FILE LIST screen (8.4-inch LCD)
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HCDATABA1 <FOLDER>

DATA SERVER FILE LIST screen (10.4-inch LCD)

If the file list is longer than one page, you can scroll the screen by

. BAGE
using page keys | T || ¢ |.
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Display item

M198 FLD (M198 OPE FOLDER)

Displays a folder (directory) for M198-based subprogram calling. This
is effective when the Data Server is in the storage mode.

DNC FILE (DNC OPE FILE)

Displays a file name used when DNC operation is performed. This is
effective when the Data Server is in the storage mode.

CON HOST (CONNECT HOST)

Displays the work folder and the number of the host currently
connected.

USED / FREE (USED SIZE / FREE SIZE)

Displays the size used of the memory card built into the FAST Data
Server and the size that is free.

USED FL / FREE FL (USED FILES / FREE FILES)

Displays the total number of folders (files) in use of the Data Server
and the number of remaining free folders (files).

DEVICE
Displays the current device. If the memory card built into the FAST
Data Server is selected, "DATA SV" is indicated.

CURRENT FOLDER
Displays the current work folder in the built-in memory card of the
FAST Data Server.

File list
Displays information about the files and folders in the current work
folder.

NOTE
Character strings within parentheses are those
that are displayed when the display unit of 10.4" is
used.
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Operation list

DIR +

SEARCH

MAIN P (MAIN PROGRM)

DEVICE (DEVICE CHANGE)

F INPUT

FOUTPUT (F OUTPUT)

DNC SET

M198SET (M198 SET)

DELETE

RENAME

F CREAT (CREATE FOLDER)

PUT

MPUT

Switches the file list information to overall display or detail display.

Searches for a file in the current work folder.

Selects a file as a main program.

Enables a device for display on the PROGRAM DIRECTORY screen.
When selecting the memory card built into the FAST Data Server,
press soft key [DTSVR].

Inputs a program in the Data Server memory card to the CNC memory.
This can be performed only when the Data Server is in the storage
mode, the EDIT mode is on, and "5" is set in NC parameter No. 20.

Outputs a program in the CNC memory to the Data Server memory
card.

This can be performed only when the Data Server is in the storage
mode, the EDIT mode is on, and "5" is set in NC parameter No. 20.

Specifies the file for which to perform DNC operation when the Data
Server is in the storage mode.

Specifies the folder for which to perform M198 subprogram calling
when the Data Server is in the storage mode.

Deletes a file or folder.

Renames a file or folder.

Creates a sub-folder under the current work folder.

Transfers a file from the Data Server to the host computer.

Transfers multiple files from the Data Server to the host computer.
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LST-PUT (LIST-PUT)

LST-DEL (LIST-DELETE)

SELECT (SELECT START)

COPY

MOVE

REFRESH

Transfers multiple files from the Data Server to the host computer
according to a list file.

Deletes multiple files from the Data Server according to a list file.

Selects multiple files.

Copies a file within the Data Server.

Moves a file to another folder in the Data Server.

Updates the display information of the PROGRAM DIRECTORY
screen.

NOTE

1 The operations of soft keys [F CREAT], [DELETE],
[RENAME], [COPY], and [LST-DEL] are the target
operations of the memory protection key.
This means that when the memory protection key
is enabled, these operations result in a "WRITE
PROTECT" error and cannot be performed.
For information about the memory protection key,
refer to the CONNECTION MANUAL (FUNCTION)
(B-64303EN-1) of the CNC.

2 Character strings within parentheses are those that
are displayed when the display unit of 10.4" is

used.
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Status display

Performing any of the operations listed below displays the status at the
lower right part of the screen during the operation.

I ——
EDIT okokkok ok dokk|  [12:00:00 OUTPUT
_(|[F NAME } 0O SET } }c;ANCEL 4

Operation Status
F INPUT INPUT
F OUTPUT OUTPUT
COPY EDIT
MOVE
SEARCH SEARCH
PUT PUT
MPUT
LST-PUT (LIST-PUT)
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1.2.1 Displaying and Operating the File List

DETAIL OFF, DETAIL ON

The content of the displayed file list can be changed.

Each time you press soft key [DIR +], the list changes from DETAIL
OFF to DETAIL ON or vice versa.

In the DETAIL OFF mode, file names and creation dates are
displayed while, in the DETAIL ON mode, other file information such
as comments and file attributes are also displayed.

NOTE

1 For a file selected as a main program and a file
being used for memory operation, no comment is
displayed in detail display mode.

2 Inthe DETAIL ON mode, the comment immediately
after the file name is displayed. If no comment is
found, the data is displayed beginning from the top
of the file.

3 The file attribute of a binary file is displayed as

"R/B" to the right of the comment.

REFRESH

The content of the displayed file list can be refreshed.
Pressing soft key [REFRESH] refreshes the content of the displayed
file list.

MOVE FOLDER

A work folder can be moved.

1  Byusingcursorkeys | & || ¥ [, select a folder to be moved.

2 Press the MDI key 2

| (NPT |
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CREATE FOLDER

A new folder can be created.

1 Move to the folder to create a new folder.
2 Key in a folder name.
3 Press soft key [F CREAT] ([CREATE FOLDER])).

NOTE

1 Up to six levels of folders can be created.

2 No duplicate folder name is allowed within the
same folder.

3 Each time a folder is created, the number of
programs that can be registered decreases by one.

4 No folder may be able to be created, depending on
the status such as operation state or protection
state.

DELETE FILE/FOLDER

A file or folder can be deleted.

1 By using cursor keys | t ¥ |, select a file or folder to be

deleted.
2 Press soft key [DELETE].
- Press soft key [EXEC] for execution.
- Press soft key [CANCEL] for cancellation.

NOTE

1 The initial folder cannot be deleted.

2 A folder can be deleted only when the folder is
empty.

(An empty folder means a folder that does not
contain any folder and file.)

3 If a folder contains a folder or file that has the
edit/display prohibition attribute set, the folder
appears to be empty but is not actually empty. So,
the folder cannot be deleted.

4 Files or folders may not be able to be deleted,
depending on the status such as operation state or
protection state.
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DELETE (multiple files)

Multiple files can be deleted at a time.

1  Press soft key [SELECT] ([SELECT START]).
2  Byusing cursorkeys | t || ¥ |, select a file to be deleted.

3 Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be deleted.
4  Press soft key [DELETE].
e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

NOTE

1 If a folder contains a file that has the edit/display

prohibition attribute set, the folder appears to be

empty but is not actually empty. So, the folder

cannot be deleted.

Up to 10 files can be selected at a time.

It is only files that can be specified in plural.

Specifying more than one folder at a time is not

allowed.

4 Files may not be able to be deleted, depending on
the status such as operation state or protection
state.

W N

DELETE (specified range)

A specified range of files that have program numbers can be deleted.

1 Enter "Oxxxx, Oyyyy".
In xxxx, enter the smallest of the program numbers to be deleted.
In yyyy, enter the largest of the program numbers to be deleted.
3 Press soft key [DELETE].
e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

NOTE

1 A deletion range can be specified only for files
having program numbers. Files having arbitrary file
names cannot be deleted with this method.

2 Files may not be able to be deleted, depending on
the status such as operation state or protection
state.
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RENAME

A file or folder can be renamed.

1 By using cursor keys | & || ¥ |, select a file or folder to be

renamed.
2 Key a new file name or folder name.
3 Press soft key [RENAME].

NOTE

1 The initial folder cannot be renamed.

2 No duplicate folder name or file name is allowed
within the same folder.

3 Files and folders may not be able to be renamed,
depending on the status such as operation state or

protection state.

COPY (within a folder)

In the Data Server, a file can be copied within the same folder.

1 Set the CNC to the EDIT mode.
2  Byusing cursorkeys | t || ¥ |, selecta copy source file.
3 Key the name of a copy destination file.
4 Press soft key [COPY].
NOTE

1 Copy operation is impossible if the same file is
specified as a copy source file and copy destination
file.

2 Files may not be able to be copied, depending on
the status such as operation state or protection
state.
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COPY (multiple files)

More than one file can be copied to another folder in the Data Server.

Set the CNC to the EDIT mode.
Press soft key [SELECT] (|[SELECT START])).

1
2
3 By using cursor keys | # ¥ |, select a copy source file.
4

Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 3 and 4 for files to be copied.
Press soft key [SEL END] ([SELECT END]).
Move to a copy destination folder.

7  Press soft key [COPY].

AN

NOTE

1 Copy operation is impossible if the same folder is

specified as a copy source folder and copy

destination folder.

Up to 10 files can be selected at a time.

Files retain their original file names when they are

copied to the copy destination folder. If any

identical file name exists in the copy destination

folder, an error occurs.

4 Files may not be able to be copied, depending on
the status such as operation state or protection

W N

state.
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MOVE

A file can be moved to another folder in the Data Server.

Set the CNC to the EDIT mode.
Press soft key [SELECT] (|[SELECT START])).

1
2
3 By using cursor keys | # ¥ |, select a copy source file.
4

Press soft key [SELECT].
A selected file is displayed in reverse video.
Press soft key [SEL END] ([SELECT END]).
Move to a move destination folder.
7  To change the file name, key in a new file name.

When no file name is keyed in, the original file name is used.
8  Press soft key [MOVE].

AN D

NOTE

1 Move operation is impossible if the same folder is
specified as a move source folder and move
destination folder.

2 Files may not be able to be copied, depending on
the status such as operation state or protection

state.

- 80 -



B-64414EN/01

1.OPERATING THE DATA
OPERATION SERVER FUNCTIONS

MOVE (multiple files)

More than one file can be moved to another folder in the Data Server.

Set the CNC to the EDIT mode.
Press soft key [SELECT] (|[SELECT START])).

1
2
3 By using cursor keys | # ¥ |, select a copy source file.
4

Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 3 and 4 for files to be copied.
Press soft key [SEL END] ([SELECT END]).
Move to a move destination folder.

7  Press soft key [MOVE].

AN

NOTE

1 Move operation is impossible if the same folder is

specified as a move source folder and move

destination folder.

Up to 10 files can be selected at a time.

Files retain their original file names when they are

moved to the move destination folder. If any

identical file name exists in the move destination

folder, an error occurs.

4 Files may not be able to be copied, depending on
the status such as operation state or protection

W N

state.

SEARCH

The current work folder can be searched for a file or folder. The file or
folder found is displayed at the top of the file list.

1 Key in the name of the file or folder to find.
2 Press soft key [SEARCH].
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LIST-DELETE

By using a list file, multiple files in the Data Server can be deleted.

1 By using cursor keys | # ¥ |, select a list file.

2 Press soft key [LST—DEL] ([LIST-DELETE)).
e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

When execution is selected, the files in the Data Server are deleted
according to the list file.

NOTE
Files cannot sometimes be deleted depending on
the operation status and protection status.
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1.2.2 File Transfer Operation

Files can be transferred from the Data Server to the host computer.

NOTE
If an error occurs, check the cause of the error
according to the Item, “ETHERNET LOG screen” in
Section 2.1, "Ethernet LOG” in Part VI,
“‘MAINTENANCE.”

PUT

A file can be transferred from the Data Server to the host computer.

1 By using cursor keys | # § |, select a file to be transferred.

2 Press soft key [PUT].

3 When a file is to be transferred to the host computer under a
different file name, enter the desired transfer destination file
name before pressing soft key [PUT].

PUT (multiple files)

Multiple files can be transferred from the Data Server to the host
computer.

—

Press soft key [SELECT] ([SELECT START]).

2 By using cursor keys | ¥ |, select a file to be transferred.

3 Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be copied.

4  Press soft key [SEL END] ([SELECT END]).

5  Press soft key [PUT].

NOTE

1 Files cannot be transferred with their names
changed.

2 Up to 10 files can be selected at a time.
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MPUT

Multiple files can be transferred from the Data Server to the host
computer.

1  Key in the names of the files to transfer. File names can be
specified using wildcards (*, ?).
"?" represents any single character, and "*" any combination of
characters.

2 Press soft key [MPUT].

NOTE
If "*" is specified, any characters specified after it
are ignored.

For example, "ABC * DEF" is considered to be
equivalent to "ABC * "

LIST-PUT

Multiple files can be transferred from the Data Server to the host
computer according to a list file.

1 By using cursor keys | # ¥ |, select a list file.

2 Press soft key [LST-PUT] ([LIST-PUT]).
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1.2.3 Preparations for File Operation and Editing

MAIN PROGRM

A selected file can be registered as a main program.

1
2

3

Select the EDIT mode or MEM mode.

By using cursor keys | ¥ |, select a file to be registered as

a main program.
Press soft key [MAIN P] ([MAIN PROGRM)).

A registered main program can be executed in memory operation or
edited.

1
2

NOTE

Only a text file can be selected as a main program.
When memory operation is performed using a
program in the Data Server memory card as the
main program, a subprogram in the same folder as
the main program can be called by the M98
subprogram call.

For a file selected as a main program and a file
being used for memory operation, no comment is
displayed in detail display mode.

For a file selected as a main program, other file
operations are disabled.

For memory operation and editing, refer to the
USER'S MANUAL of the CNC.

No file may be able to be selected, depending on
the status such as operation state or protection
state.
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M198 SET

A folder for M198-based subprogram calling can be specified.

1  Move to the folder containing a file to be called by M198-based
subprogram calling.

2 Press soft key [M198SET] ([M198 SET)).

3 The specified folder is displayed in "M198 FOLDER" ("M198
OPE FOLDER").

NOTE

1 This setting is valid when the operating mode of the
Data Server is the storage mode.

2 This setting is saved in nonvolatile memory. Even if
the power is turned off and then back on, the last
saved setting remains.

3 No file may be able to be selected, depending on
the status such as operation state or protection
state.

DNC SET

A file used for DNC operation can be selected.

1  Move to the folder containing a file to be used for DNC
operation.

2 By using cursor keys | t ¥ |, select a file to be used for

DNC operation.

3 Press soft key [DNC SET].
4  The specified file is displayed in "DNC FILE" ("DNC OPE
FILE").
NOTE

1 This setting is valid when the operating mode of the
Data Server is the storage mode.

2 This setting is deleted when the power is turned off.

3 No file may be able to be selected, depending on
the status such as operation state or protection
state.
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1.3 OPERATING THE DATA SERVER HOST FILE LIST
SCREEN

Host computer files can be operated on the DATA SERVER HOST
FILE LIST screen.

DATA SERVER HOST FILE LIST screen (8.4-inch LCD)
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DATA SERVER HOST FILE LIST screen (10.4-inch LCD)

NOTE
A file name including characters other than ASCII
characters is not displayed correctly.
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Display item

M198 FLD (M198 OPE FOLDER)

Displays a folder (directory) for M198-based subprogram calling. This
is effective when the Data Server is in the FTP mode.

DNC FILE (DNC OPE FILE)

Displays a file name used when DNC operation is performed. This is
effective when the Data Server is in the FTP mode.

DTSV FLD (DTSVR FOLDER)
Displays the work folder (directory) of the Data Server (memory
card).

CON HOST (CONNECT HOST)

Displays the number of the host computer currently connected.

REG NUM (REGISTERED PROGRAM)

Displays the number of files stored in the host computer currently
connected.

DEVICE
Displays the current device. If the host file list of the Data Server is
selected, "DTSVR_HOST" is indicated.

CURRENT FOLDER

Displays the work folder in the current host computer.

File list

Displays information about the files and folders in the host computer.

NOTE
Character strings within parentheses are those
that are displayed when the display unit of 10.4" is
used.
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Operation list

DEVICE (DEVICE CHANGE)
Enables a device for display on the PROGRAM DIRECTORY screen.
When selecting the host file list of the Data Server, press soft key

[DSVHST].

DNC SET
Specifies the file for which to perform DNC operation when the Data
Server is in the FTP mode.

M198 SET
Specifies the folder for which to perform M198 subprogram calling
when the Data Server is in the FTP mode.

DIR +

Switches the file list information to overall display or detail display.

F CREAT (CREATE FOLDER)

Creates a sub-folder under the current work folder in the host

computer.
DELETE
Deletes a file or folder in the host computer.
RENAME
Renames a file or folder in the host computer.
HOST (HOST CHANGE)
Changes the connected host computer.
SEARCH
Searches for a file in the current folder in the host computer..
GET
Transfers a file from the host computer to the Data Server.
MGET
Transfers files from the host computer to the Data Server by
specifying a file name with wildcards (*, ?).
BGET
Transfers a file from the host computer to the Data Server in binary
format. Use this soft key to transfer a binary-format NC program or
data other than an NC program such as NC parameter or tool data.
LST-GET (LIST-GET)

Transfers multiple files from the host computer to the Data Server
according to a list file.
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REFRESH
Updates the information displayed on the DATA SERVER HOST
FILE LIST screen.
F INPUT

FOUTPUT (F OUTPUT)

Inputs a program stored in the host computer to the CNC memory.
This can be performed only when the Data Server is in the FTP mode,
the EDIT mode is on, and "5" is set in NC parameter No. 20.

Outputs a program stored in the CNC memory to the host computer.
This can be performed only when the Data Server is in the FTP mode,
the EDIT mode is on, and "5" is set in NC parameter No. 20.

NOTE

1 The operations of soft keys [GET], [MGET],
[BGET], and [LIST-GET] are the target operations
of the memory protection key.
This means that when the memory protection key
is enabled, these operations result in a "WRITE
PROTECT" error and cannot be performed.
For information about the memory protection key,
refer to the CONNECTION MANUAL (FUNCTION)
(B-64303EN-1) of the CNC.

2 Character strings within parentheses are those that
are displayed when the display unit of 10.4" is
used.

Status display

Performing any of the operations listed below displays the status at the
lower right part of the screen during the operation.

EDIT KoKk ok oKk [12:00:00 OUTPUT

_ﬂ@ NAME }o SET } }CANCEL 4
Operation Status

F INPUT INPUT

F OUTPUT OUTPUT

SEARCH SEARCH

GET GET

BGET

MGET

LST-GET (LIST-GET)
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1.3.1 Displaying and Operating the File List

DETAIL OFF, DETAIL ON

The content of the displayed file list can be changed.

Each time you press soft key [DIR +], the list changes from DETAIL
OFF to DETAIL ON or vice versa.

In the DETAIL OFF mode, only file names are displayed while, in the
DETAIL ON mode, other file information such as file sizes and
creation dates are also displayed.

NOTE

1 The information displayed with soft key [DETAIL
ON] depends on the setting of the FTP server on
the host computer.

2 When a file operation is performed in the DETAIL
ON mode, the information displayed at the right
end of the screen is used as the file name.
Therefore, the operation may not be performed
properly, depending on the displayed content or file
name. In that case, switch to the DETAIL OFF
mode and perform the operation.

REFRESH

The content of the displayed file list can be refreshed.
Pressing soft key [REFRESH] refreshes the content of the displayed
file list.

MOVE FOLDER

A current folder can be moved.

-
-

1 By using cursor keys , select a folder to be moved.

2 Press the MDI key 2.

CREATE FOLDER

A new folder can be created.
1 Move to the folder to create a new folder.

2 Key in a folder name.
3 Press soft key [F CREAT] ([CREATE FOLDERY]).
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DELETE FILE/FOLDER

A file or folder can be deleted.

1 By using cursor keys | & || ¥ |, select a file or folder to be

deleted.
2 Press soft key [DELETE].
e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

DELETE (multiple files)

Multiple files can be deleted at a time.

1 Press soft key [SELECT] ([SELECT START]).
2 By using cursor keys | # ¥ |, select a file to be deleted.

3 Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be deleted.

4  Press soft key [DELETE].

e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

NOTE
Up to 10 files can be selected at a time.

RENAME

A file or folder can be renamed.

1 By using cursor keys | t ¥ |, select a file or folder to be

renamed.

2 Key a new file name or folder name.

3 Press soft key [RENAME)].
SEARCH

In the current work folder, a file or folder can be found. The file or
folder found is displayed at the top of the file list.

1  Enter a desired file name.
2 Press soft key [SEARCH],
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HOST CHANGE

The connected host computer can be changed.

1 Press soft key [HOST] ({[HOST CHANGE]).
The connected host number changes in the order 1| > 2 —» 3 >
1.
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1.3.2 File Transfer Operation

Files can be transferred from the host computer to the Data Server.

NOTE
If an error occurs, check the cause of the error
according to the Item, “ETHERNET LOG screen” in
Section 2.1, "Ethernet LOG” in Part VI,
‘MAINTENANCE.”

GET

A file can be transferred from the host computer to the Data Server.

By using cursor keys | t § |, select a file to be transferred.

Press soft key [GET].

e  Press soft key [EXEC] for execution.

e  Press soft key [CANCEL] for cancellation.

When a file is to be transferred to the Data Server under a
different file name, enter the desired transfer destination file
name before pressing soft key [GET].

NOTE

1 Use this operation only for text format NC
programs.

2 Files cannot sometimes be transferred depending
on the operation status and protection status.

GET (multiple files)

Multiple files can be transferred from the host computer to the Data
Server.

1

Press soft key [SELECT] ([SELECT START]).

2 By using cursor keys | # ¥ |, select a file to be transferred.
Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be copied.
4  Press soft key [SEL END] (|[SELECT END]).
5 Press soft key [GET].
NOTE

1 Use this operation only for text format NC
programs.

2 Upto 10 files can be selected at a time.

3 Files cannot sometimes be transferred depending
on the operation status and protection status.
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MGET

Multiple files can be transferred from the host computer to the Data

Server.

1  Key in the names of the files to transfer. File names can be
specified using wildcards (* and ?).
"?" represents any single character, and "*" any combination of

characters.

2 Press soft key [MGET].

NOTE
programs.

are ignored.

1 Use this operation only for text format NC
2 If " is specified, any characters specified after it

For example, "ABC * DEF" is considered to be
equivalent to "ABC * ".

3 Files cannot sometimes be transferred depending
on the operation status and protection status.

BGET

A file can be transferred from the host computer to the Data Server.

1 By using cursor keys

2 Press soft key [BGET];

, select a file to be transferred.

3 When a file is to be transferred to the Data Server under a
different file name, enter the desired transfer destination file
name before pressing soft key [BGET].

NOTE

the binary format.

1 When transferring binary format NC programs and
NC data such as tool offset data, be sure to use

2 An NC program transferred in binary format cannot
be selected as the main program. Nor is it possible
to perform memory operation.

3 Files cannot sometimes be transferred depending
on the operation status and protection status.
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BGET (multiple files)

Multiple files can be transferred from the host computer to the Data
Server.

[a——

Press soft key [SELECT] (|[SELECT START])).
By using cursor keys | & || ¥ |, select a file to be transferred.

Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be copied.
Press soft key [SEL END] ([SELECT END]).
Press soft key [BGET].

1

2

NOTE

When transferring binary format NC programs and
NC data such as tool offset data, be sure to use the
binary format.

An NC program transferred in binary format cannot
be selected as the main program. Nor is it possible
to perform memory operation.

Up to 10 files can be selected at a time.

Files cannot sometimes be transferred depending
on the operation status and protection status.

LIST-GET

Multiple files can be transferred from the host computer to the Data
Server according to a list file.

1
2

By using cursor keys | # ¥ |, select a list file.
Press soft key [LST-GET] ([LIST-GET])).

1

2

NOTE

Use this operation only for text format NC
programs.

Files cannot sometimes be transferred depending
on the operation status and protection status.
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1.3.3 Preparations for File Operation
M198 SET
A folder for M198-based subprogram calling can be specified.
1  Move to the folder containing a file to be called by M198-based
subprogram calling.
2 Press soft key [M198 SET].
3 The specified folder is displayed in "M198 FLD" ("M198 OPE
FOLDER").

NOTE

1 This setting is valid when the operating mode of the
Data Server is the FTP mode.

2 This setting is saved in nonvolatile memory. Even if
the power is turned off and then back on, the last
saved setting remains.

3 No file may be able to be selected, depending on
the status such as operation state or protection
state.

DNC SET

A file used for DNC operation can be selected.

1

Move to the folder containing a file to be used for DNC
operation.

2 By using cursor keys | ¥ || & |, select a file to be used for
DNC operation.
3 Press soft key [DNC SET].
4  The specified file is displayed in "DNC FILE" ("DNC OPE
FILE").
NOTE
1 This setting is valid when the operating mode of the
Data Server is the FTP mode.
2 This setting is deleted when the power is turned off.
3 No file may be able to be selected, depending on
the status such as operation state or protection
state.
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1.4

M198-BASED SUBPROGRAM CALL

When the Data Server mode is the storage mode, an M198-based
subprogram call can be made using an NC program in the Data Server.
When the Data Server mode is the FTP mode, an M198-based
subprogram call can be made using an NC program in the host
computer.

NOTE

1 An M198-based subprogram call cannot be
executed simultaneously with NC program input,
NC program output, and DNC operation.

2 In an M198-based subprogram call, no additional

M198-baesd subprogram call can be made.

Subprogram call in the storage mode

Procedure

Check that the Data Server mode is the storage mode.

Check that "5" is set in input/output device parameter No. 20.

Set the CNC to the MEM mode.

Display the DATA SERVER FILE LIST screen to check that an
M198 operation folder is set.

5 Automatically operate the NC program including the M198
command.

AW N —

Subprogram call in the FTP mode

Procedure

Check that the Data Server mode is the FTP mode.

Check that "5" is set in input/output device parameter No. 20.

Set the CNC to the MEM mode.

Display the DATA SERVER HOST FILE LIST screen to check
that an M 198 operation folder is set.

5 Automatically operate the NC program including the M198
command.

AW N —
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1.5

DNC OPERATION

When the Data Server mode is the storage mode, DNC operation can
be performed using an NC program in the Data Server.
When the Data Server mode is the FTP mode, DNC operation can be
performed using an NC program in the host computer.

NOTE

A DNC operation cannot be executed
simultaneously with NC program input, NC
program output, and M198-based subprogram call.

DNC operation in the storage mode

Procedure

AW N —

Check that the Data Server mode is the storage mode.

Check that "5" is set in input/output device parameter No. 20.

Set the CNC to the RMT mode.

Display the DATA SERVER FILE LIST screen to check that a
DNC operation file is set.

Perform a cycle start to execute DNC operation.

DNC operation in the FTP mode

Procedure

AW N —

Check that the Data Server mode is the FTP mode.

Check that "5" is set in input/output device parameter No. 20.

Set the CNC to the RMT mode.

Display the DATA SERVER HOST FILE LIST screen to check
that a DNC operation file is set.

Perform a cycle start to execute DNC operation.

- 100 -



B-64414EN/01

1.OPERATING THE DATA
OPERATION SERVER FUNCTIONS

1.6

NC PROGRAM INPUT

Procedure

When the Data Server mode is the storage mode, programs on the
Data Server can be input to CNC memory.

When the Data Server mode is the FTP mode, programs on the host
computer can be input to CNC memory.

/\ CAUTION
If bit 2 (REP) of NC parameter No. 3201 is setto 1,
when an NC program having the same file name as
an NC program to be input is already present in
CNC memory, the existing NC program is
overwritten.

NOTE

1 When inputting a text file assigned an arbitrary file
name other than a program number to the CNC
memory, be sure to specify a program number.

2 NC programs cannot be input simultaneously with
an NC program output, M198-based subprogram
call, and DNC operation.

1 Setthe CNC to the EDIT mode.
2 Press soft key [F INPUT].

Ay _

F NAME= 0 NO. =

EDIT solokok ook dokk|  [12:00:00 |

_jF NAME } O SET } }CANCEL } EXEC }j

3 Select a program on the Data Server or host computer. Place the
cursor on the name of the file to be input and press soft key [F
GET], or key in the name of the file to be input.

4  Press soft key [F NAME].

5  To input the file with a different file name, key in the program
number and press soft key [O SET].

6  Press soft key [EXEC].

7  During transferring, "INPUT" blinks in the lower right part of the
screen.
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The following table summarizes what happens if the input file name
[F NAME] and input program number [O SET] are omitted.

[FNAME] | [OSET] K?L#:;Ut Input file name Input program Input program number
Nc->t. Warning "NO PROGRAM SELECTED" is displayed, and nothing is input.
specified
Other than N . L
Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
Not Oxxxx
specified . o Seq.uerltial rTumber
File name specified in All broarams in the inout beginning with the
Not Oxxxx the key input buffer filep 9 P program number
specified (Note) specified in the key input
buffer (xxxx)
-9999 Warning "NO PROGRAM SELECTED" is displayed, and nothing is input.
Same file name as the . . Seq.uer.1t|al r?umber
e . All programs in the input | beginning with the
Specified program number set in ) .
[0 SET] (Note) file program number set in
[O SET]
Not Not File name set with [F All programs in the file Program number used
specified affected NAME] specified in [F NAME] when saving
-9999 Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
Specified Sequential number
Specified File name set with [F All programs in the file beginning with the

NAME]

specified in [F NAME]

program number set in
[O SET]

NOTE

An input file name consists of the letter "O"
followed by a four-digit number.

For example, when a program is input with
program number 1 specified, the file is input with
the file name "O0001".
When the operation is performed for the second
path, the extension "P-2" is appended to the file
name. In the example stated above, the file name
is "O0001.P-2".
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1.7

NC PROGRAM OUTPUT

Procedure

When the Data Server mode is the storage mode, programs in CNC
memory can be output to the Data Server.

When the Data Server mode is the FTP mode, programs in CNC
memory can be output to the host computer.

NOTE

1 If a program has been output with an arbitrary file
name, instead of a program number, it is
necessary to specify the program number when
inputting the file to the CNC memory again.

2 NC programs cannot be output simultaneously with
an NC program input, M198-based subprogram
call, and DNC operation.

1  Set the CNC to the EDIT mode.
2 Press soft key [F OUTPUT].

Ay _

F NAME= 0 NO. =

EDIT okokkk skokok kkk| [12:00:00 |

_ﬂF NAME } 0O SET } }CANCEL } EXEC }j

3 Select a program on the CNC.
Key in the number of the program to be output.

4  Press soft key [O SET].

5  To output the program with a different program name, key in the
file name and press soft key [F NAME].

6  Press soft key [EXEC].

7  During transferring, "OUTPUT" blinks in the lower right part of
the screen.
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The following table summarizes what happens if the output file name
[F NAME] and output program number [O SET] are omitted.

[FNAME]| [OSET] Key input Output file name Output program
buffer
Not Currently selected main program Currently selected main program (Note
specified | name (Note 1, 2) 1)
Not Otgi;g:(a” Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
Nc.)t. specified O Program name set in the key input Program in the CNC memory set in the
specified buffer (Note 2) key input buffer
0-9999 .
"9999 ALL-PROG.TXT (Note 3) All programs in the CNC memory
Specified Same file name as the program Program in the CNC memory set in [O
number set in [O SET] (Note) SET]
Not Not Currently selected main program (Note
specified affected 1)
Nc.)t. -9999 File name set with [F NAME] All programs in the CNC memory
specified
Specified grEo_Ig_;]ram in the CNC memory set in [O

NOTE

1 During background editing, the file being edited in
the background is output.

2 An output file name consists of the letter "O"
followed by a four-digit number.

For example, when a program is output with
program number 1 specified, it is output to the host
computer with the file name "O0001".

When the operation is performed for the second
path, the extension "P-2" is appended to the file
name. In the example stated above, the file name
is "O0001.P-2".

3 When the operation is performed for the second
path, the file name is "ALL-PROG.P-2".

4 When the Data Server is in the storage mode, "NC
program output" causes an error if the Data Server
memory card contains any file having the same
name.
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1.8

FTP SERVER FUNCTIONS

The FTP server functions allow communication with FTP clients on
the host computer.

NOTE

1 Up to five FTP clients can be connected to the FTP
server. Some FTP client software products may
attempt to internally connect the FTP server as two
or more FTP clients, however. For this reason, the
number of FTP clients actually connected may
differ from that of FTP client applications that can
be connected.

2 On the memory card on the Data Server, text files
and binary files are distinguished from each other.
You can specify text (ASCII) or binary (image)
when transferring a file from the FTP client to use
the file as a text or binary file.

By using NC parameter No. 929, it is possible to
determine whether to use text or binary files alone,
regardless of the specification from the FTP client.

3 On the memory card on the Data Server, files are
managed in units of 500 bytes. Therefore, when
viewed from the FTP client, the file sizes in the
Data Server appear to be in 500-byte units.

4 On the memory card on the Data Server, folder
creation dates are not managed. Therefore, when
viewed from the FTP client, the creation dates of
all the folders in the Data Server appear to be
January 1, 2000.
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1.9 INPUT OF SPECIAL CHARACTERS

By setting bits 4 and 5 (SI1 and SI2) of NC parameter No. 13115, it is
possible to input special characters and lowercase characters that are
not available on the MDI keys.

Setting this NC parameter displays soft key [CHA-EXT], and pressing
this soft key displays the following set of soft keys.

S } )
e S S T O
[ e e
{ I I I )

L

N e e (=
L ] e

}ABC/abc

Each time you press soft key [ABC/abc], you switch from uppercase
input to lowercase input or vice versa. The uppercase/lowercase input
state can be checked in the key input field.

A 4—p e

Uppercase input Lowercase input
Related NC parameters
#7 #6 #5 #4 #3 #2 #1 #0
[ 13115 | | | | sz | sn | | | | |
[Input type]  Parameter input
[Data type] Bit
#4 SI1  Soft key input of the characters shown below is:
0: Disabled.
1:  Enabled.
<>¥%§!~:"
#5 SI2  Soft key input of the characters shown below and switching between

the uppercase and lowercase input modes by a soft key are:
0: Disabled.
1:  Enabled.

O?*&@_
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SETTING

This chapter provides information required to install the FAST
Ethernet/FAST Data Server.
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1.1 SPECIFICATIONS

This section describes the hardware specifications of the FAST
Ethernet/FAST Data Server.

Name
Ordering information A02B-0319-J146
Board drawing number A20B-8101-0030

NOTE

1 When using a board, observe the installation
condition (environmental condition inside the
cabinet) of the CNC control unit where the board is
installed.

2 Even if a control unit is installed in the environment
described above, the contents on the memory card
may be destroyed as a result of a operation
mistake or unexpected event. This tends to happen
if the power is turned off while accessing the
memory card. An accident can occur. So, ensure
that the data on the memory card is backed up at
all times.

The table below indicates the amount of heat output by the FAST
Ethernet/FAST Data Server. For the amount of heat output by the
main CNC unit and other optional units, refer to the CONNECTION
MANUAL (HARDWARE) (B-64303EN) of the CNC.

FAST Ethernet FAST Data Server
Single board unit 6 W 6 W
Memory card - 0.3 W (Note)
Total 6 W 6.3 W

NOTE
The amount of heat output by the memory card
may vary, depending on the employment of a
large-capacity card, a modification to the card
specifications, and so forth.
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1.2 INSTALLATION

This section provides information relating to the installation of the
FAST Ethernet and FAST Data Server.

1.2.1 Installation on an Control Unit

The board is installed in an optional slot of the control unit. It
occupies one slot. No restriction is imposed on installation in the
optional slot.

I—-_
a |
| [I
(S~ ® |/
FAST Ethernet/
FAST Data Server
NOTE

1 When using the Data Server functions, install a
memory card in CNHG6 before installing the board in
the optional slot. While the board is installed in the
optional slot, the memory card cannot be
installed/removed.

2 Use the memory card recommended by FANUC.
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1.2.2  Total Connection Diagram

FAST Ethernet/
FAST Data Server

Memory card
CNHG6 :|

CD38R

1 TX+

2 TX-

3 RX+ HUB
4

|l L

6 RX-

7

8
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1.2.3 Installing a Memory Card

The following shows the specifications of memory cards
recommended as an external storage device of the FAST Data Server.

Specification Capacity Remarks
A02B-0281-K601 128MB CompactFlash card
A02B-0213-K211 256MB CompactFlash card
A02B-0213-K212 1GB CompactFlash card

Generally, because of characteristics of the internal flash memory,
repeatedly reading data from a CompactFlash card can degrade
internal data and result in a data error.

Even if such a problem arises, the CompactFlash cards listed above
have a function for restoring data automatically, so incorrect data will
not be read from these cards. However, a read operation may take a
time temporarily.

The delay in read time is related to memory operation performance
(speed) and finish on machined surfaces. So, this should be taken into
consideration when these cards are used.

For memory operation, these cards should be used with the processing
time per block set to 24 ms or longer.

For DNC operation, a sufficient buffer is provided between the Data
Server and the CNC, so there is no influence on machining even if the
delay mentioned above is generated in read operation.

To convert the above-mentioned CompactFlash card to an ATA card,
use FANUC's adapter (A02B-0236-K150).

NOTE
For latest information, refer to the Technical Report
provided separately.
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Installing a memory card

<1> Remove the screws of (1) and (2) for securing the stopper plate.

5 0
H:L 2

H @)

o = d
o | o] @

<2> Remove the stopper plate of (3), then insert the memory card into
the connector.

e —

Card

MEMORY

<3> Secure the memory card with the stopper plate, then tighten the
screws of (4) and (5).

MEMORY

-114 -



B-64414EN/01 CONNECTION 2.CABLE CONNECTION

CABLE CONNECTION

This section describes information relating to the physical Ethernet
connection.

/\ CAUTION

1 Before connecting or disconnecting the cable to or
from the FAST Ethernet/FAST Data Server, make
sure that the power to the CNC is turned off.

2 Please inquire of each manufacturer about the
construction of network or the condition of using
the equipment except the FAST Ethernet/FAST
Data Server (HUB, transceiver, cable etc.). When
configuring your network, you must take other
sources of electrical noise into consideration to
prevent your network from being influenced by
electrical noise. Make sure that network wiring is
sufficiently separated from power lines and other
sources of electrical noise such as motors, and
ground each of the devices as necessary. Also, a
high and insufficient ground impedance may cause
interference during communications. After installing
the machine, conduct a communications test
before you actually start operating the machine.
We cannot ensure operation that is influenced by
network trouble caused by a device other than the
FAST Ethernet or FAST Data Server.
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2.1 CONNECTING TO Ethernet

The FAST Ethernet or FAST Data Server is provided with a
100BASE-TX interface.

Prepare a HUB for connecting the FAST Ethernet board to the
Ethernet trunk. The following shows an example of a general
connection.

Some devices (HUB, transceiver, etc.) that are needed for building a
network do not come in a dust-proof construction. Using such devices
in an atmosphere where they are subjected to dust or oil mist will
interfere with communications or damage the FAST Ethernet or FAST
Data Server. Be sure to install such devices in a dust-proof cabinet.

HUB

Twisted pair
cable

CNC

FAST
Ethernet or
FAST Data
Server

Max. 100m
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LEADING OUT THE Ethernet CABLE

For this type of control unit, the cable is led out from the side of the

control unit. See the outline drawing of the board for the location of
the connector.

Control unit

Twisted-pair cable
The radius of the
cable must be 70
mm or more.

The Ethernet cable must be fastened by a cable clamp to prevent
tension being applied to the modular connector (RJ-45) that connects
the cable to the control unit even if the Ethernet cable is pulled
directly. This clamp is also used to ground the cable shield.
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2.3 100BASE-TX CONNECTOR (CD38R) PIN ASSIGNMENTS

CD38R
Pin No. Signal name Description

1 TX+ Send +

2 TX- Send -

3 RX+ Receive +
4 Not used
5 Not used
6 RX- Receive -
7 Not used
8 Not used
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2.4 TWISTED-PAIR CABLE SPECIFICATION

2.4.1 Cable Connection

The cable used for connection between the 100BASE-TX interface,
CD38R, of the Ethernet board/Data Server board and the HUB is
connected as follows:

/ Dote Sooeor oo HUB
CD38
1 TX+ RJ-45 1 TX+
2 TX- modular connector 2 TX-
3 | Rx+ /\ 3 | Rx+
4 4
5 5
6 RX- ] |: ] |: 6 RX-
7 7
8 MAX.100m 8

X+ (1) : A L (1) TX+
™ (2 / \ @  TX
RX+  (3) A (3) RX+
RX-  (6) — / \ 6) RX-

Shielded cable

e  Keep the total cable length within 100 m.
Do not extend the cable more than is necessary.

e The figure above shows the cable connection when cables are
crossed in the HUB.
"X" is usually indicated at the port of the HUB to signify that
cables are crossed in the HUB.

Ethernet board / ‘ HUB
Data Server board X Cross-connected
1 TX+ A TX+ 1 cables
_[X:: 2 TX- / \ TX- 2
3 RX+ A RX+ 3
_<]D_-:: 6 RX- / \ RX- 6
| L
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2.4.2 Cable Materials

/A\ CAUTION

resistance to electrical

Unshielded cable (UTP cable) is commercially
available as 100BASE-
should, however, use shielded Category 5

twisted-pair cable (STP cable) to improve the

TX twisted-pair cable: You

noise in an FA environment.

Recommended Cables

Manufacturer

Specification Remarks

FURUKAWA ELECTRIC CO., LTD.

DTS5087C-4P | Twisted-pair cable

NISSEI ELECTRIC CO., LTD.

F-4PFWMF Single-conductor
cable

Inquiries

Manufacturer

Contact address

FURUKAWA ELECTRIC CO., LTD.
Sales Headquarters

2-6-1 Marunouchi, Chiyoda-ku. Tokyo
100-8322
TEL: 03-3286-3126 FAX: 03-3286-3979

Remarks

NISSEI ELECTRIC CO., LTD.
Machida Branch

Overseas Sales Office

3F MU Bldg., 1-9-1 Minami-narise,
Machida City, Tokyo 194-0045
TEL: 0427-29-2531 FAX: 0427-29-3375

IWATANI International Corporation
Tokyo Head Office

21-8 Nishi-shinbashi 3-chome,
Minato-ku, TOKYO, 105-8458, JAPAN
TEL: 03-5405-5810 FAX: 03-5405-5666
Telex: 2524256 IWATYO J

Remarks

A finished cable with connectors at both
ends can be offered.

NOTE

moving parts.

The recommended cables cannot be connected to
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Recommended cable (for movable parts)

Manufacturer Specification Remarks
Oki Electric Cable Co., Ltd. AWG26 4P TPMC-C5-F(SB) |Dedicated
Shinko Electric Industrial Co., Ltd. |FNC-118 to FANUC
Specification

Electric characteristics:

Conforms to EIA/TIA 568A Category 3 and Category 5.

From the viewpoint of attenuation performance, ensure that the
length to the HUB is 50 m or less.

Structure:

Group shielded (braided shield). A drain wire is available.

The conductor is an AWG26 annealed copper twisted wire, with
a sheath thickness of 0.8 mm and an outer diameter of 6.7 mm
+0.3 mm.

Fire retardancy

UL1581 VW-1

Oil resistance

Conforms to the FANUC internal standards (equivalent to the
conventional oil-resistant electric cables).

Flexing resistance:

1,000,000 times or more with a bending radius of 50 mm
(U-shaped flex test)

UL style No.

AWM 20276 (80°C/30V/VW-1)

NOTE

Be sure to use the connector TM21CP-88P(03)
manufactured by HIROSE ELECTRIC CO., LTD.
for this cable.

Inquiries

Manufacturer Contact address
Oki Electric Cable Co., Ltd. Nagano Sales Office TEL:0266-27-1597
Remarks
Shinko Electric Industrial Co., Ltd. |Tokyo Sales Office TEL:03-3492-0073
Remarks
Cable assembly

Oki Electric Cable Co., Ltd. can also supply the cable assembly
mentioned above.

Contact Oki Electric directly to determine the specifications
(length, factory test, packing, and so forth) for purchase.
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2.4.3

Connector Specification

Use an 8-pin modular connector (RJ-45) with the twisted-pair cable
for the Ethernet connection. The following connectors or equivalents

must be used.

Category 5.

Information about TM21CP-88P(03):
Connector (standard product of the manufacturer)
Drawing number: A63L-0001-0823#P
Manufacturer: HIROSE ELECTRIC CO., LTD.
Manufacturer type number: TM21CP-88P(03)
Conforms to EIA/TIA 568A Category 3 and

For general use Specification Manufacturer Remarks
S Tyco Electronics
Solid wire 5-569530-3 AMP KK..
Solid wire Ms8-RszT-EMC | SKKOHKICO., | Special tools
LTD. required
. . Tyco Electronics
Twisted-pair cable | 5-569552-3 AMP K K.
HIROSE Special tools
Twisted-pair cable | TM11AP-88P ELECTRIC CO.,, P .
required
LTD.
For movable parts Specification Manufacturer Remarks
For cable AWG26 4P HIROSE
TPMC-C5-F(SB) or TM21CP-88P(03) | ELECTRIC Note
FNC-118 CO., LTD.
NOTE

For assembly with a cable, contact HIROSE
ELECTRIC CO., LTD. directly.

(From HIROSE ELECTRIC CO., LTD.,
"TM21CP-88P(03) Connection Procedure Manual
(Technical Specification No. ATAD-E2367)" is
available as a technical document.)
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2.5 ELECTRICAL NOISE COUNTERMEASURES

2.5.1 Separating Signal Lines

For signal line separation, refer to the description of noise protection
in the Connection Manual (Hardware) (B-64303EN) of CNC. The
wiring for the Ethernet cable is of group C.

2.5.2 Clamping and Shielding Cables

Clamp an Ethernet twisted pair cable according to the method
described below, as with cables that need to be shielded. Clamping
cables provides support and shielding and is extremely important to the
safe operation of the system. Never overlook cable clamping.

Peel off part of the jacket as shown in the figure to expose the outer
coating of the shield, and press this outer coating against the ground plate
with the clamp fixture.

The machine manufacturer must prepare the ground plate and install it as
follows:

] -

Ground plate

Cable

Cable clamp

% Ground plate\‘ g{
E E@

R /P\
A

\ Peel off jacket

NOTE

To ensure the safe operation of the system, clamp
and shield the cables.

Connect the Ethernet board and HUB with a twisted-pair cable. Shield
the cable with clamp fixtures.
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This shielding is extremely important to the stable operation of the
system. Be sure to shield the cable. Shield both ends of each cable at
locations as nearest to the CNC and HUB connectors as possible.
When the CNC and HUB are contained in the same power magnetics
cabinet and the cable is short, shield the cable only at the HUB side.

Power magnetics cabinet Power magnetics cabinet
Control unit Control unit
i L -
Twisted-pair
| ~ cable

HUB

I I

AN N\ /Z

Shielding

Example of shielding of transceiver cable

Prepare the following earth plate.

Mounting screw hole

Ground terminal

(used for grounding)
Clamp fixture

mounting hole
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Use a nickel-plated iron plate at least 2 mm thick as the ground plate.

8mm Ground plate

| | | |
[ [ [ [
12mm I I I I
| | | |
I I I I
| Il Il Il
| | | |
I I I I
| |

20mm

Details of clamp fixture mounting holes

55mm max.

L

/
\J Y 2emm

6mm

M= | 7o

External dimensions of clamp fixture

- 125 -



2.CABLE CONNECTION CONNECTION B-64414EN/01

2.5.3  Grounding the Network

Even if the grounding condition on the machine side is satisfied, the
communication line can pick up noise from the machine, depending
on the machine installation condition and environment, thus resulting
in a communication error. To protect against such noise, the machine
should be separated and insulated from the Ethernet trunk cable and
personal computer. Examples of connection are given below.

- Personal computer

— Switching HUB

Note 2

Personal computer /
HUB side

Electrically separated

by 100BASE-TX cable
connection
Machine system ——
—I:— Ethernet —I:_ Machine _I:_ Machine
Note 1 Note 1 Noté 1
Machine

Note 1J?— Note 1J?— Note 1J?—

Large-Scale Network

Personal computer

HUB power supply

Electrically separated

by 100BASE-TX STP cable
cable connection

Machine system _l_i

Ethernet
Not

o
-

Machine

Note 1 J—

Small-Scale Network
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NOTE

1 The ground between PC/HUB side and machine
system side must be separated. If it is impossible
to separate the ground because there is only one
grounding point, connect the ground cable for each
system to the grounding point independently. (See
figure below.)

The resistance for grounding must be less than
100-ohm (Class D). The thickness of the ground
cable is the same as the thickness of AC power
cable or more. At least thickness of 5.5mm? is
necessary.

2 Note that the number of allowable HUB -to- HUB
connections depends on the type of HUB.

3 There is possibility that noise makes the obstacle
of communication even if the ground is separated
using the 100BASE-TX. In the case of using the
FAST Ethernet/FAST Data Server under the worst
environment, please separate between the
PC/Trunk line side and machine system side
completely using the 100BASE-FX (Optical fiber
media).

Ground wire on personal

computer and trunk sides
P Ground wire on

machine system

FG
Ground wire on machine system

=

Ground point

Wiring on a single ground point
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2.6

CHECK ITEMS AT INSTALLATION

The following table lists check items at installation.

Check item

Description

Check

Ethernet cable

Use cables which satisfies all the following conditions:

1) With shielding

Type 2) Twisted-pair cable
3) Category 5
Length The cable length shall be within 100 m (50 m for a movable cable recommended by
FANUC).
For a twisted-pair cable, the following pins shall be paired:
Connection 1) Pin No. 1 (TX+) — pin No. 2 (TX-)
2) Pin No. 3 (RX+) — pin No. 6 (RX-)
The Ethernet cables shall be bound separately from the following cables or covered
. with an electromagnetic shield:
Separation X :
1) Group A: AC power lines, power lines for motors, and others
2) Group B: Current DC (24 VDC) and others
Shielding For a shielded cable, the part of which outer coating is peeled off and exposed shall
be fixed to the ground plate with a clamp fixture.
Clamping The ground plate shall be located as nearest to the CNC as possiblg (to make the
cable between the ground plate and CNC hard to be affected by noise).
Connectors Any cable connector shall not be pulled (to prevent poor contact of the connector).
Wiring No cable shall be laid under a heavy object.

Bending radius

The bending radius shall be at least four times as long as the diameter of the cable.

For movable part

For a movable part, a cable for a movable part shall be used.

CNC and cabinet

CNC grounding

The CNC ground (frame ground) shall be connected properly and the length of the
ground wire shall be within 300 mm.

Ground plate

The ground plate shall be connected to the AC ground of the cabinet with wire.

Mounting

The Ethernet board shall be inserted in a CNC slot properly.

HUB

Use conditions

The "cautions on use" of the HUB shall be observed (A terminating resistor shall be
mounted properly if required).

Grounding The HUB shall be grounded.
Cabinet The HUB shall be installed in an enclosed cabinet.
Vibration The HUB shall be installed so that it is not affected by vibration.

Bending radius

The bending radius shall be at least four times as long as the diameter of the cable.
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HARDWARE MAINTENANCE
INFORMATION

This chapter provides hardware maintenance information related to
the FAST Ethernet/FAST Data Server.
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1.1 BOARD

This section describes the maintenance information for the FAST
Ethernet board / FAST Data Server board.

1.1.1 Component Layout

LSI

MPU

\g CD38R U

— ]| [™]F
—1] — L

Name PCB drawing No. Remarks

FAST Ethernet board /
FAST Data Server board

A20B-8101-0030
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1.1.2 LED Indications and Meanings

The board provides four green LEDs (STATUS) and one red LED
(ALARM) for status indication, and provides two green LEDs, one
red LED, and one yellow LED for communication status indication.
The figure below shows the locations of these LEDs. The table below
explains the LED lighting states.

In the following explanations, the LED lighting states are expressed as
follows:

O: Off m:On “: Blinking ¢: Don't care

—

{ I Y

\ CD38R

(@3y) 100—

(N33YO) 1T
(NI3Y9) X149

NOTE
The face plate is indicated using dotted lines.
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LED display

/ transition for LED1, LED2, LED3, and LED4 (during power-on)

LED indication
L4L3L2L1

Status

Meaning

oonon

Power-off

Immediately after
power-on

Initial state entered immediately after power-on.

If the board is stopped in this condition, the cause is

one of the following:

— The firmware is not stored in the Flash ROM of the
CNC.

— The board is defective.

EEE]

Start of board

The board has started.
If the board is stopped in this condition, the board may
be defective.

[ | |m|m|

Completion of firmware
downloading

The firmware has been downloaded to the board.
If the board is stopped in this condition, the board may
be defective.

mO0O0o

Firmware OS started.

The firmware OS has started.

If the board is stopped in this condition, the cause is

one of the following:

— The firmware stored in the Flash ROM of the CNC
is destroyed.

— The board is defective.

Ommm

Completion of firmware
OS initialization

Initialization of the firmware OS is completed.

If the board is stopped in this condition, the cause is

one of the following:

— The firmware stored in the Flash ROM of the CNC
is destroyed.

— The board is defective.

Omm-Y

Completion of
parameter reading

The Ethernet parameters have been read.

If the board is stopped in this condition, the cause is

one of the following:

— The Ethernet option or Data Server option is not
installed.

— The IP address or subnet mask is not set.

\4

O0O0s%

Start completion

The board has started normally.

LED display

/ for LED1, L

ED2, LED3, and L

ED4 (during normal operation)

LED indication
L4L3L2L1

Status

Meaning

OO0

Normal status

The board is operating normally.

LED display

y for BTX, LIL, COM, and ALM

(during normal operation)

LED indication Status Meaning

BTX H 1OOBAS.E_T.X The communication rate is 100BASE-TX.
connection in progress

gTx O | 0BASE-Tcomnection | . mmunication rate is 10BASE-T,
in progress

LIL L Connected to HUB The board is connected to the HUB.

COM = Transm|s§|on/ Data is being transmitted or received.
reception in progress

ALM O No alarm No alarm is issued
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LED display for LED1, LED2, LED3, and LED4 (when abnormality occurs)
The STATUS LEDs are turned on and off repeatedly with long

on-time and short on-time.

LED display for COL, LIL, and ALM (when abnormality occurs)

LED LED
indication indication Stat D inti
[Long on-time] [Short on-time] atus escription
4321 4321
amO0 mimn] Error on another A defect on another board or a problem on another
board board was detected.
mm0 OOmO Bus error Software has a problem, or the board is defective.
mm00 O0Omm Parity alarm The board is defective.
] |m] Oo0OonO !Ilegal general Software has a problem, or the board is defective.
instruction
mOmO O00m llegal slot instruction | Software has a problem, or the board is defective.
mm] Om0 CPU address error Software has a problem, or the board is defective.
NOTE
If an error occurs with the LEDs turned on and off
with long on-time and short on-time in a manner
not indicated above, contact FANUC.

LED indication Status Description
The LED is on or blinks at short intervals
COL = Collision occurs. when the Ethernet communication traffic
COL (Data collision occurs.) (communication amount) is high or ambient
noise is high.
The board is not connected to the HUB
properly. The LIL LED stays off also when
LIL O Not connected to HUB the power to the HUB is off.
Check whether the board is connected to
the HUB properly.
. A parity error occurred in memory on the
AM Parity error oceurs. board. The board is defective.
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SOFTWARE MAINTENANCE
INFORMATION

This chapter provides software maintenance information related to the
FAST Ethernet/FAST Data Server.
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2.1 Ethernet LOG

A log related to the FAST Ethernet/FAST Data Server is displayed.

ETHERNET LOG screen

Procedure

1 Press the function key ME .

2 Press soft key [BRD LOG] ([BOARD LOG])) to display the LOG
screen for the FAST Ethernet/FAST Data Server. (If the soft key
is not found, press the continuous menu key.)

| [12:e0:00 | |

—
K COMMON [FOCAS2 | DTSVR | (OPRT) |4

LOG screen

The latest log information is displayed at the top of the screen. At the
right end of a log item, the occurrence date and time of the log item is
indicated. Date and time data is indicated in the format "MMM.DD
hh:mm:ss", where MMM represents a month, DD represents a day, hh
represents hours, mm represents minutes, and ss represents seconds.
The top item in the example above indicates "13:02:56 on March 22",

To clear the log information, press soft key [(OPRT)] then soft key

| CLEAR I
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By operating the LOG screen of the FAST Ethernet/FAST Data
Server, log information can be displayed for each function.

(1

2)

3)

4)
)

(6)

(7

Soft key [ALL]

This soft key displays all log information related to the FAST
Ethernet/FAST Data Server.

Soft key [COMMON]

This soft key displays log information related to the parameter
setting and basic communication function of the FAST
Ethernet/FAST Data Server.

Soft key [FOCAS2]

This soft key displays log information related to the
FOCAS2/Ethernet function.

Soft key [DTSVR] ([DATA SERVERY])

This soft key displays log information related to the Data Server.
Soft key [RMTDIAG] ((REMOTE DIAG])

This soft key displays log information related to the machine
remote diagnosis functions.

Soft key [UNSOLI] ([UNSOLI MSG])

This soft key displays log information related to the unsolicited
messaging function.

Soft key [FTPTRNS] ([FTP TRANS])

This soft key displays log information related to the FTP transfer
function.

NOTE

The Ethernet log information is stored in volatile
memory and is lost when the power to the CNC is
turned off. Check the log information when an error
OCCUrs.
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Error
number

Log message

Meaning and action to be taken

E-0118
E-0119

Error occurred while wait for FOCAS2 pdu

A communication error occurred due to one of the

following causes:

— The network quality degraded, data could not be
received from the personal computer with which to
communicate, and the logical communication path was
disconnected.

— The software component on the personal computer
with which to communicate forcibly disconnected the
logical communication path.

— The Ethernet cable was disconnected.

E-011A

All communication paths are busy

All FOCAS2/Ethernet communication paths are being
used.

E-0126

No response from RMT DIAG server

The IP address of the machine remote diagnosis
accepting server may be invalid or the power to the
machine remote diagnosis accepting server may be off.
Check whether the IP address of the machine remote
diagnosis accepting server is valid and whether the power
to the machine remote diagnosis accepting server is on.
Alternatively, the machine remote diagnosis accepting
server may not respond to the PING command to
increase the security level (such as a firewall setting). Set
bit 1 (PCH) of NC parameter No. 0905 to "1" and connect
the server again.

E-012D

No response from router

The IP address of the router may be invalid or the power
to the router may be off. Check whether the IP address of
the router is valid and whether the power to the router is
on.

E-0148

Cannot save parameter for Unsolicited
Message

When the FOCAS2 function cnc_wrunsolicprm2 was

received, the parameter for the unsolicited messaging

function could not be saved for one of the following

causes:

— The mode of the unsolicited messaging function is not
set to "PC mode".

— The state of the unsolicited messaging function is not
"Not Ready".

— The argument "parameter-for-unsolicited-message" of
the FOCAS2 function cnc_wrunsolicprm2 includes an
invalid value.

E-0149

The received parameter for Unsolicited
Message is wrong

When the FOCAS2 function cnc_wrunsolicprm2,
cnc_rdunsolicprm2, cnc_unsolicstart, or cnc_unsolicstop
was received, the argument
"parameter-number-for-unsolicited-message" was found
to be invalid.

E-0200

(Received message from FTP server)

A message sent from the FTP server is displayed as is.
A message containing kanji, hiragana, and/or katakana
characters may not be displayed correctly.

E-0202

Connection failed with FTP server

The FTP server software may not be running. Run the
FTP server software.

Alternatively, the setting may be made so that the FTP
server cannot be connected to increase the security level
(such as a firewall setting). Change the firewall setting so
that the FTP server can be connected.
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number Log message Meaning and action to be taken

E-0207 The router is not found The IP address of the router may be invalid or the power

to the router may be off. Check whether the IP address of
the router is valid and whether the power to the router is
on.

E-0208

The FTP server is not found

The IP address of the FTP server may be invalid or the
power to the FTP server may be off. Check whether the
IP address of the FTP server is valid and whether the
power to the FTP server is on.

Alternatively, the FTP server may not respond to the
PING command to increase the security level (such as a
firewall setting). Set bit 1 (PCH) of NC parameter No.
0905 to "1" and connect the server again.

E-020B

Cannot login into FTP server

Check the user name and password for logging in to the
FTP server.

E-020C

The parameters of FTP server are wrong

Check the user name and password for logging in to the
FTP server.

E-020D

Changing a work folder of host failed

Check the work folder for logging in to the FTP server.

E-0219

The DNC file is not found

Check whether the file for DNC operation is specified
correctly.

E-021A

The specified file is not found

Check whether the specified file is present.

E-021B

Opening a file failed

The file could not be opened.
Check the error code in parentheses.

E-0221

The specified file already exists

The specified file is already present on the memory card
of the Data Server. Delete the existing file. Alternatively,
change the file name.

E-0223

Writing data to the file failed

Data could not be written to the memory card of the Data
Server. Check the error code in parentheses.

E-023A

The specified file is busy

The file on the memory card of the Data Server is
currently used.

When a file on the memory card is selected as a main
program, the file is regarded as being used.

E-0252

Contents of ATA card are broken

Format the memory card of the Data Server.

E-02F0

ATA card is not found

Check whether a memory card is installed in the Data
Server.

E-02F3

ATA card is not mounted

Check whether the memory card of the Data Server is
destroyed and whether the memory card has been
formatted.

E-041A

Frame transmission failed (TCP)

A communication error occurred due to one of the

following causes:

— The network quality degraded, data could not be
received from the personal computer with which to
communicate, and the logical communication path was
disconnected.

— The software component on the personal computer
with which to communicate forcibly disconnected the
logical communication path.

— The Ethernet cable was disconnected.

— Data cannot be posted to the communication
destination due to a firewall setting.

E-0AQ02

Cannot read MAC address

The MAC address may not be written on the FAST
Ethernet board or FAST Data Server board or the board
may be damaged.
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nE:r:ob::ar Log message Meaning and action to be taken

E-0A06 Network is too busy An excessive amount of data flows over the network.
Take action such as dividing the network.

E-0B00 The own IP address is wrong Set the IP address according to the IP address
specification format.

E-0B01 The own IP address is not set Set the IP address.

E-0B02 Subnet mask is wrong Set the subnet mask according to the subnet mask
specification format.

E-0BO3 Subnet mask is not set Set the subnet mask.

E-0B04 Router IP address is wrong There may be a conflict between the classes of the local
node and router IP addresses.

E-0B05 IP address of DNS server is wrong There may be a conflict between the classes of the local
node and DNS server IP addresses.

E-0B06 The own host name is wrong Check the host name setting.

E-0BO7 The own domain name is wrong Check the domain name setting.

E-0B08 TCP port number is wrong A value outside the valid setting range may be set.

E-0B09 UDP port number is wrong A value outside the valid setting range may be set.

E-0BOB IP address of remote FTP server is wrong Set the IP address according to the IP address
specification format.

E-0BOC Port number of a remote FTP server is wrong | A value outside the valid setting range may be set.

E-0BOD User name of remote FTP server is wrong A character unavailable for a user name may be used.

E-0BOE Password of remote FTP server is wrong A character unavailable for a password may be used.

E-OBOF Login folder of remote FTP srv is wrong A character unavailable for a login folder name may be
used.

E-0B10 Port number of own FTP server is wrong A value outside the valid setting range may be set.

E-0B11 User name of own FTP server is wrong A character unavailable for a user name may be used.

E-0B12 Password of own FTP server is wrong A character unavailable for a password may be used.

E-0B13 Login folder of own FTP server is wrong A character unavailable for a login folder name may be
used.

E-0B14 IP address of Remote Diag is wrong Set the IP address of the machine remote diagnosis
accepting server according to the IP address specification
format.

E-0B15 Port number of Remote Diag is wrong A value outside the valid setting range may be set.

E-0B18 Cannot set because DHCP is available To set the item, disable the DHCP client function.

E-0B27 Unsolicited Message isn't available The software condition for using the unsolicited
messaging function is not satisfied. Check that "1" is set
in bit 4 (UNM) of NC parameter No. 904.

E-0B29 Mode of Unsolicited Message is wrong In the CNC mode, the FOCAS2 function
cnc_wrunsolicprm2 cannot be executed.

E-0B2A Status of Unsolicited Message is wrong The state of the unsolicited messaging function was other

than "Not Ready", so that the parameters for the

unsolicited messaging function could not be updated.

The cause may be one of the following:

— In a state other than "Not Ready", the FOCAS2
function cnc_wrunsolicprm2 or cnc_unsolicstart was
executed.

— In a state other than "Not Ready", soft key [APPLY]
was pressed.
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number
E-0B2B Cannot refresh parameter of Unsolicited The parameters for the unsolicited messaging function
Message could not be updated. The cause may be one of the
following:

— The problem of E-0B29 or E-0B2A occurred.
— A parameter for the unsolicited messaging function
includes an invalid value.

E-0B44 Invalid value exists in Transmission The parameter for the unsolicited messaging function,
parameter of Unsolicited Message TRANSMISSION NUMBER or TRANSMISSION
PARAMETER (NO. 1 to NO. 3), includes an invalid value.

E-0B45 The total of Transmission size of Unsolicited | The sum of sizes specified by the parameters for the
Message exceeds the limitation unsolicited messaging function, TRANSMISSION
PARAMETER NO. 1 to NO. 3, exceeds the maximum
specifiable number of bytes. For the maximum
specifiable number of bytes, see the setting item
"TRANSMISSION PARAMETER" in Appendix F.1.2,
"Setting on the CNC Screen".

E-XXXX (No message) Internal error.
Report the error number.

The meanings of the error codes that appear in E-02XX are as follows:

Error code Meaning
2 The available space of the memory card of the Data Server is
insufficient.
10 The specified folder cannot be found.
11 The allowable number of entries is exceeded.
12 Access to a folder was rejected.
14 The specified file cannot be found.
15 Access to a file was rejected.
19 An attempt was made to access a file being used.
22 The specified file name is illegal.
28 A TV check error was detected.
36 The specified file is already present.
37 The folder is not empty.
39 The specified folder is already present.
48 The available file size is exceeded.
74 An I1SO code parity error was detected.
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2.2 ETHERNET CONNECTION CONFIRMATION

By transmitting the PING command, the CNC can check that a
connection is made with the communication destination.

PING screen (connection state confirmation)

Procedure
1 Press the function key .

2 Soft key [ETHBRD] ([ETHER BOARD]) is displayed. (If the
soft key is not found, press the continuous menu key.)

3 Press soft key [ETHBRD] ([ETHER BOARDY]) then soft key
[PING].

PING (CONNECT STATE) screen

4 Press soft key [(OPRT)] then soft key [P.FTP1] ([PING FTP1])
to send the PING command to host 1 to which the Data Server
function is connected. Similarly, press soft key [P.FTP2] ([PING
FTP2]) and soft key [P.FTP3] ([PING FTP3]) to send the PING
command to connection hosts 2 and 3, respectively.
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5 Press soft key [(OPRT)] then soft key [P.RMT1] ([PING RMT1])
to send the PING command to inquiry destination 1 of the
machine remote diagnosis functions. Similarly, press soft key
[P.RMT2] ([PING RMT2]) to send the command to inquiry

destination 2 and soft key [P.RMT3] ([PING RMT3]) to inquiry
destination 3.

The results of PING execution are as follows:

Execution results of PING
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PING (SETTING) screen

Procedure

When sending the PING command to a desired destination, enter
the destination address in HOSTNAME (IP ADDRESS) on the
PING (SETTING) screen. Moreover, set a desired execution
repeat value in REPEAT.

192. 168. ©. 261

]

PING (SETTING) screen

After entering a host name (IP address) and repeat value, press
soft key [(OPRT)] then soft key [P.EXEC] ([PING EXEC]) to
send the PING command to the specified destination.

To cancel the transmission of the PING command halfway, press
soft key [P.CAN] ([PING CANCEL]).
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2.3 COMMUNICATION STATE CONFIRMATION

The communication state of the FAST Ethernet/FAST Data Server
detected by hardware can be checked.

COM STATE (SEND / RECEIVE) screen

Procedure
1 Press the function key .

2 Soft key [ETHBRD] ([ETHER BOARD]) is displayed. (If the
soft key is not found, press the continuous menu key.)

3 Press soft key [ETHBRD] ([ETHER BOARDY]) then soft key
[COM STS] ([COM STATE]) to display the COM STATE
screen.

COM STATE screen 1
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Display item

COM STATE screen 2

Display item

Description

BAUDRATE

Displays the communication rate and mode.
Communication rate: 100 Mbps or 10 Mbps
Communication mode: Full duplex or Half duplex
-------- : Not connected to the HUB

SEND PACKET

Displays the number of sent packets.

SEND RETRYOVER
COLLISION

CARRIER SENSE LOST
NO CARRIER

FRAME LENGTH ERROR

Displays the number of errors detected during packet
sending.

RECEIVE PACKET

Displays the number of received packets.

CRC ERROR
SHORT FRAME
LONG FRAME
ODD FRAME
OVERFLOW
PHY-LSI ERROR

Displays the number of errors detected during packet
reception.
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2.4 COMMUNICATION SOFTWARE CONFIRMATION

The operating status of the software of the FAST Ethernet/FAST Data
Server can be checked.

TASK STATE screen

Procedure
1 Press the function key .

2 Soft key [ETHBRD] ([ETHER BOARD]) is displayed. (If the
soft key is not found, press the continuous menu key.)

3 Press soft key [ETHBRD] ([ETHER BOARDY]) then soft key
[TSK STS] ([TASK STATE]) to display the TASK STATE

screen.

TASK STATE screen 1
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TASK STATE screen 2
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Display item

The meaning of each symbol is indicated below.

Symbol and meaning

COMMON

: Data being processed (1)
: Data being processed (2)
: Start of software

FOCAS2 #0

: Waiting for connection from the host

: Data being processed (1)

: Data being processed (2)

: FOCAS?2 incapable of being executed

FOCAS2 #1

: Data being processed (1)
: Data being processed (2)
. Not executed yet

FOCAS2 #2

: Data being processed (1)
: Data being processed (2)
. Not executed yet

SCREEN

: Data being processed (1)
: Data being processed (2)
. Not executed yet

ubP

: Data being processed (1)
: Data being processed (2)
. Not executed yet

PMC

: Data being processed (1)
: Data being processed (2)
. Not executed yet

DATASERVER

: Data being processed (1)
: Data being processed (2)
. Not executed yet

FTP SERVER

: Data being processed (1)
: Data being processed (2)
Number : Number of sockets currently connected

UsS|Xxous|xos|xous|xos|xos|Xxoslzosomos

REMOTE DIAG

: Data being processed (1)
: Data being processed (2)
. Not executed yet

UNSOLICITED
MSG

: Data being processed (1)

: Data being processed (2)

: Abnormal state

. Not executed yet

Number : When the number is incrementing, the
alive signal (UDP) is being transmitted.

XzZUOsS|X0OSs

FTP

W : Data being processed (1)
D : Data being processed (2)
X : Not executed yet

When the FOCAS2/Ethernet functions are running, you can check the
operating status from:
FOCAS2#0, FOCAS2#1, and FOCAS2#2.

When the CNC screen display functions are running, you can check

the operating status from:
SCREEN
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When the FANUC LADDER-III functions are running, you can check
the operating status from:
PMC

When the Data Server functions are running, you can check the
operating status from:
DATASERVER and FTP SERVER

When the Machine Remote Diagnosis functions are running, you can
check the operating status from:
REMOTE DIAG

When the Unsolicited Messaging functions are running, you can check
the operating status from:
UNSOLICITED MSG

When the FTP transfer functions are running, you can check the
operating status from:
FTP
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TROUBLESHOOTING

This appendix describes troubleshooting related to FAST Ethernet/
FAST Data Server communication.

Appendix A, "TROUBLESHOOTING", consists of the following
sections:

A.1 CHECKING COMMUNICATION WITH A HUB.................. 156
A.2 CHECKING CONNECTION WITH THE TRUNK ................ 157
A.3 CHECKING SETTINGS ....cccooiniriiiinieieniineeeenreseerenreeeens 158
A.4 CHECKING COMMUNICATION ......ccccoveeveminiereneneenennens 159
A.5 TROUBLESHOOTING DATA SERVER FUNCTION
PROBLEMS ...ttt 162
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A.1 CHECKING COMMUNICATION WITH A HUB

(1)
2)

3)

4)

)

(6)

Make sure that the STP cable between the HUB and the FAST

Ethernet/FAST Data Server is connected.

Make sure that cables are properly wired.

e  Though communication is carried out when the cable pair at
the send and receive sides is not properly mounted,
communications errors may occur more frequently.

Make sure that a HUB for 100BASE-TX is used.

e A HUB for 10BASE-T may be used to perform
communication. In this case, however, the communication
speed can decrease.

Make sure that the LIL LED on the FAST Ethernet/FAST Data

Server is lit at all times.

e The LIL LED will not light if the FAST Ethernet/FAST
Data Server is not connected to the HUB or if the HUB is
not ON.

Make sure that the LED (LINK indicator LED) on the connected

HUB is lit at all times.

e  Some HUBs do not have a LINK indicator LED.

e  The LINK indicator LED will not light if the HUB is not
connected to the FAST Ethernet/FAST Data Server or the
CNC is not ON.

Make sure that a HUB for full duplex communication only is not

used.

e The FAST Ethernet/FAST Data Server automatically

detects the communication speed and communication mode
(full duplex or half duplex) by using the auto negotiation
function. In communication with a HUB that does not have
the auto negotiation function, the FAST Ethernet/FAST
Data Server recognizes the communication speed correctly
but regards the communication mode as half duplex
communication.
As aresult, when an attempt is made to communicate with a
HUB for full duplex communication only that does not have
the auto negotiation function, there is a discrepancy in
communication mode, so correct communication cannot
sometimes be performed.

For details on how to connect, see Part V "CONNECTION."
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A.2 CHECKING CONNECTION WITH THE TRUNK

General notes are provided below. For network installation, consult
with specialized vendors or manufacturers. Run cables away from
noise sources.

The descriptions below are not applicable if the network is configured
using only those HUBs that have Ethernet boards connected.

° When the trunk is based on 10BASE-5

(M

)

3)

“)
)

Make sure that a transceiver is attached to the trunk

correctly.

- If a transceiver is attached correctly, the resistance
between the trunk shield and central conductor is about
250 (when a terminating resistor is attached).

- A special tool is required to attach a transceiver. (No
special tool is required, depending on the manufacturer.
For details, refer to the installation manual of each
transceiver.)

- Do not attach a transceiver again to a point where a
transceiver was once attached. (Otherwise, the cable
can be damaged.)

Make sure that transceivers are attached at proper intervals.

- Transceivers must be attached at intervals of 2.5 m or
more. It is recommended that transceivers be attached
at intervals of an integral multiple of 2.5 m. Usually,
marks indicating installation points are provided on the
trunk cable.

Make sure that terminating resistors are attached.

- A terminating resistor must be attached to each end of
the trunk cable. (Resistance: 50Q)

Make sure that the trunk cable is not longer than 500 m.

Make sure that the cable (transceiver cable) used for

connection between a transceiver and the HUB is not longer

than a specified limit.

- Usually, the maximum allowable length of a
transceiver cable is 50 m. However, the maximum
allowable length of a cable with a smaller diameter
may be shorter than 50 m. So, check the specifications
of each cable.

° When the trunk is based on 10BASE-2

@)

)
3

Make sure that the length of each cable is 0.5 m or more.

- The minimum allowable distance between nodes
(units) is 0.5 m.

Make sure that the trunk cable length (sum of the lengths of

cables) is 185 m or less.

Make sure that terminating resistors are attached.

- A terminating resistor must be attached to each end of
the trunk cable. (Resistance: 50Q)
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A.3 CHECKING SETTINGS

The following describes how to check the minimum settings needed
for communications.

NOTE
For details on IP addresses, subnet mask and other
set values, consult with the network administrator.

e Checking settings on the FAST Ethernet/FAST Data Server
(1) Make sure that the MAC address of the FAST

Ethernet/FAST Data Server is displayed.

- This address is appended to each board before
shipment from the factory, and is automatically
displayed in the Setting screen. This address need not
be set by the user.

(2) Make sure that the IP address is set.

(3) Make sure that the subnet mask is set.

(4) When a router is used, make sure that the router IP address
is set.

e  Checking settings on the personal computer
(1) Make sure that the [P address is set.
(2) Make sure that the subnet mask is set.
(3) When a router is used, make sure that the router IP address
is set.

e  For details on how to set, see Part III "SETTING."
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A.4 CHECKING COMMUNICATION

This section describes how to check the communication status
between a CNC and the other communicating partner (host computer).
If communication with the CNC sometimes fails or is not possible,
first make sure that the communication path is normal by the
following procedure. The "ping" command is used to check
communication.

In the following example, a host computer running the Windows
NT4.0 is used.

e  Checking the communication path
Open the DOS window, and enter 'ping "IP address of CNC"'. If
a response is returned from the CNC, the FAST Ethernet/FAST
Data Server is connected to the CNC.

(1) When a response is returned (normal connection)

B CHEWINNTEsy = exe

C:¥>ping 190.0.1.11
Finging 190.0.1.1

with 32 bytes of data:

Reply from 190.0.7.11: bytes=32 time=10ms TTL=205
Fely from 190.0.7.11: bytes=32 time<l0ms TTL=200
Reply from 190.0.7.11: bytes=32 time<10ms TTL=255
Reply from 190.0.7.11: bytes=32 time<10ms TTL=255

C:¥>g

(2) When a response is not returned (abnormal connection)

C:¥>ping 190.0.1.10

Finging 190.0.1.10 with 32 bytes of data:
Reauest timed out.

Reauest timed out.

Reauest timed out.

Reauest timed out.

C:y¥>

When a response is not returned, probable causes are either
the hardware connection or a software setting, or both.
Check the hardware connections and software settings
again.
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Checking IP addresses for duplication

IP addresses can be checked for duplication by the procedure

described below.

(1) Disconnect the Ethernet cable from the CNC to isolate it
from the network.

(2) Execute a ping command on another personal computer as
described in "e Checking the communication path."
Since the CNC is disconnected from the network, no
response should be returned. If a response is returned, the IP
address is in use on another unit. Therefore, the IP address
cannot be used on the CNC from which the cable was
disconnected.

/A\ CAUTION
The purpose of this check is to check for a duplicate
IP address. It does not assure that the IP address is
left non-duplicated because a unit having the same
IP address may be turned on after the check or the
same address may be set later.
When setting an IP addressing, ask the network
manager about duplication.

Checking for influence of electrical noise
The "ping" command "-t" option is used for checking for the
influence of electrical noise. This option sends ping packets until
"Ctrl+C" is pressed.

D bytes=32 time=10ms TTL=285
t bwtes=32 timed10ms TTL=255
© bvtes=32 time<10ms TTL=255
D bvtes=32 time<10ms TTL=255
D bytes=32 time<10ms TTL=255
© bvtes=32 time<10ms TTL=255
D bvtes=32 time<10ms TTL=255
t bytes=32 time<10ms TTL=2565
© bvtes=32 time<10ms TTL=255
D bvtes=32 time<10ms TTL=255
D bytes=32 time<10ms TTL=265
U bytes=32 time<10m= TTL=20h
D bvtes=32 time<10ms TTL=255
D bvtes=32 time<10ms TTL=255
t bwtes=32 timed10ms TTL=255
D bvtes=32 time<10ms TTL=255
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1. About the influence of electrical noise from peripheral

machinery (devices)

(1) Turn the CNC is mounted ON to enable
communications.

(2) Press the EMERGENCY STOP button on the machine
with the servo/spindle amplifier OFF, and issue the
"ping" command from the host computer.

(3) Count the number of lost packets (packets for which a
response was not returned).
If a lost packet occurs in this state, the machine is
probably being affected by electrical influence from
peripheral machines.

Countermeasure:

Pin-point the source of the electrical noise, and
check the wiring again to prevent the influence of
electrical noise.

2. About the influence of electrical noise from mounted
machinery

(1) Start up the machine in the same way as 1 above.

(2) Cancel the emergency stop on the machine with the
servo/spindle amplifier ON, and issue the "ping"
command from the host computer.

(3) Count the number of lost packets.

If more lost packets than in 1 above are occurring, a
probable cause is the influence of electrical noise on
the machine itself. General probable causes are the
state of the ground on the machine or on the
communicating party.
Countermeasure:

Check the state of the ground on the machine or on
the communicating party, and insulate the
communications trunk with the machine.

e For the method of checking the operating status and
communication status of the FAST Ethernet/FAST Data Server,
see Part VI “MAINTENANCE” as well.
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A.5 TROUBLESHOOTING DATA SERVER FUNCTION
PROBLEMS

NOTE
While some parts of the troubleshooting
procedures described below contain references to
free software packages that receive frequent
inquiries, these are not intended to offer a
guarantee that the mentioned software will work
properly. FANUC will have no liability with respect
to any problems arising from software running on
the user's personal computer.
Free software should be used with the user's
judgment.

A.5.1 DNC Operation or M198-Based Subprogram Calling

This section enumerates troubles and solutions that occurred when
DNC operation or M198-based subprogram calling was performed.

A.5.1.1 An alarm occurs when an NC program is performed long time

Trouble)

The condition of the Data Server mode: FTP mode

The contents of the trouble:

(1) An alarm occurs in performing if the feedrate of the NC program
is slow.

(2) An alarm occurs in performing if the size of the NC program is
large.

(3) An alarm occurs in performing if the NC program with long
execution time of one block is performed.

Cause)
The cause is that the FTP server in the host computer disconnects the
communication with the FTP client (CNC) for one of the following
reasons.
<1> The connecting time with the FTP client is long.
<2> The time that the FTP server cannot send the one’s data is long.

The cause of trouble (1) is <1> or <2>,

The cause of trouble (2) is <1>.
The cause of trouble (3) is <1> or <2>,
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Solution)

Change setting of the FTP server in the host computer.

(1) In case of IIS

Change the setting of “Connection Timeout” from 900 seconds to
86400 seconds (24 hours).

Default FTP Site Properties E”gl

FTF Site | Secuily Accounts | Messages | Home Directory

Identification

Diezcription: i &

1P &ddress: ! (&Il Unassigned) |

TCP Port: |21

Connection

(® Limited Tox

0| connections

LConnection Timeout: 86400 seconds l

Enable Logging

Active log format:
| W3C Extended Log File Format

V: [ Propetties... ]

(2) In case of Serv-U

Change the setting of “Idle time-out” from 10 minutes to a blank.
Confirm that a blank is set in the setting of “Session time-out”.

U Serv—-U Administrator - << Local Server >>

File Edit Lser Wiew findow Help

x > c @@l 7
x =
= L Servll Servers € fccount <] General ]@ Dit becess | TR IP fccess
=180 << Local Server»»
o License - ;
1 S [~ Requite secure connestion
S Activiy [~ Hide hidden' files
- Domains
= 81 Wizsid Generated Dom | iaaeeshoaiodn
] Seffings I Al oy login(s] from +ame [P address
Activil
£ z’ i [~ Allow use to change password
£
e Max. upload speed KBytes/sec

Maw. download speed KBytes/ses

Idle tirme-out minutes

Session time-out

minutes
Mav. no. of users

Login message fie | _%IJ

Password type [Regulsr password ~|

< | i g —]

<¢ Local Server 3> [System Administrator]

Down: 0000 kBpe / Up: 0000 kBps | 2 of 32767 Sockets | 0 @) of 2 Users | 0 Mfers

Supplement)

Serv-U is the FTP server software that is developed by Rhino Soft Inc.
For details, refer to http://www.Serv-U.com/.
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A.5.2 M198-Based Subprogram Calling Fails for an NC Program

Trouble)
The contents of the trouble:
An alarm occurs if a file name of an NC program called begins with a

[3P% L]

lowercase “0”.

Cause)
The cause is that a file name of an NC program called begins with a
lowercase “o0”.
For example, “01234” is valid as the O number format, but “01234”

1s invalid.
Solution)

A file name of an NC program of the O number format must begin
with a uppercase “O”, such as “01234”.
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A.5.3  Operating the DATA SERVER HOST FILE LIST Screen

This section enumerates troubles and solutions that occurred when the
DATA SERVER HOST FILE LIST screen was displayed.

A.5.3.1 The list of files cannot be displayed

Trouble)
The contents of the trouble:
(1) At the first time of displaying the DATA SERVER HOST FILE
LIST screen, the list of files cannot be displayed.
(2) The list of files had been displayed before, but oneday suddenly
the list of files could not be displayed.
Cause)

The cause is that Data Server cannot connect the communication with

the FTP server in the host computer.

<1> The FTP server software is not installed in a personal computer.

<2> The FTP server software does not run.

<3> The user name, the password or the login directory for
connecting communication with the FTP server is invalid.

<4> The setting of the IP address and the subnetmask of the host
computer or the setting of them of the Data Server board is
invalid.

<5> The FTP communication is intercepted by the firewall function.

<6> The expiration of the user name or the password to connect with
the FTP server is over.

<7> The host computer or the CNC which has the duplicate IP
address is newly set up on the network.

The cause of trouble (1) is the one of <1>to <5>.
The cause of trouble (2) is the one of <5> to <7>.

Solution <1>)
Install the FTP server software in the host computer.
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Solution <2>)

Solution <3>)

Solution <4>)

Get the FTP server running.

(1) In case of IIS
Click the triangle button to get the FTP server running.

g Internet Information Services

File  Action  Wiew Help

-+ @@ X 22 []= |
l@ Internet Information Services Name ‘ Path Status
= B Fvw234D flocal computer)

=122 FTP Sites & no items to shaw in this view,

FllDef aulk FTF Site (Stopps

¥

(2) In case of Serv-U
Check “Start automatically (system service)” and click “Start Server”
to get the FTP server running.

U Serv—-U Administrator -
File Edit Server View Widow Help

EX o @@ eal?

x

= L Serv) Servers
Y << Local Server >

B Local FTP Server }

I ¥ Start automaticaly (spstem service] I

Serveris buid 62.0.0

Confirm that the user name and the password set to Data Server are
same with the user name and the password of the FTP server.

Note that the capital letter and the small letter are distinguished in the
user name and the password.

Set not only the setting of the IP address and the subnetmask of the
host computer but also the setting of them of Data Server correctly.
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Solution <5>)

Solution <6>)

Solution <7>)

Reset the expiration of the user name and the password that can log in
to the FTP server. You can stop the user name and the password from
expiring by the following method.

(1) Incase of IIS
Check “Password never expires”.

disvr Properties Elgl

Genersl | Member OFf | Profile

G o

Full name:

Desaription:

[ User cannot change password
Password never epires
| [ Account is disabled

(2) In case of Serv-U
Remove the check of “Disable account” and “Automatically”.

2 Serv-U Administrator — << Local Server >>

File Edit User Wiew Window Help
0 X B - ; ew T
x x
=-U EN'ULEEW‘E? 8 tccourt | 2 General| () Dit Acosss| B IP Access |
= << Local Server >3
i
?;\:I ety I~ Disable account
'] Settings
D Aotiviy [~ Automaticaly | | accountondate | =
= jml Domains
= ) ‘wizard Generated Dom User name: [dtsvr
7] Setfings ..
@ Activity i £
- Users Password [<<Encrypted>>
5 EE Home directary [FAdtswr
36
roups
¥ Lack userin hame dizeton
Piivilege [Mo Priviege |
Notes [Wizard generated acoount
<< Local Server 5> [System Administratar] Dawry 0.000 kBps / Up: 0000 kEps | 2 of 32767 Sockets | 0 @) of 2 Users | 0 fars

Stop the firewall function, alternatively, set the firewall to be able to
pass the FTP. A firewall may be set to the following two cases. One of
them, the firewall is the software in the host computer (such as the
Antivirus software and the Windows Firewall of Windows XP and so
on). Another, it is the function built into the router and the layer 3
switch. Adjust it according to your system.

Check whether the IP address of the Data Server board is duplicated
with the IP address of the host computer or CNC on the network. If it
is duplicated, change it into the unique one.
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A.5.3.2 Files cannot be transferred

Trouble)

Cause)

Solution <1>)

Solution <2>)

The contents of the trouble:

(1) Files cannot be transferred from a host computer to the mass
storage medium built into Data Server board.

(2) Files cannot be transferred from the mass storage medium built
into Data Server board to a host computer.

There are the following three causes except for the cause that Data

Server cannot connect the communication with the FTP server in the

host computer. (See Subsection A.5.3.1 "The list of files cannot be

displayed”.)

<1> For GET operation or read (input) operation on the FTP mode,
the specified file is not found in the folder managed by the FTP
server.

<2> When an NC program is transferred by Get operation, the TV
check alarm is detected.

<3> The access right for writing to the folder managed by the FTP
server is not set.

The cause of trouble (1) is the one of <1> and <2>.
The cause of trouble (2) is <3>.

Store the file to be transferred in a folder managed by the FTP server.
Alternatively, when GET operation and read (input) operation are
performed, check whether a wrong file name is specified. In case of
specifying a wrong file name, specify the correct file name.

Set “0” to bit 0 (TVC) of NC parameter No. 0000.
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Solution <3>)

Add an access right to write for the folder managed by the FTP server.

(1) In case of IIS
Check “Write”.

Default FTP Site Properties

‘When connecting to this resource, the content should come fram:
(® a directory located on this computer

(0 a share located on another computer
FTF Site Directary

FTF Site | Security Accounts | Messages | Home Directory

Local Path: | f:inetpubitproot ‘ [ Browse

Fead

Log wisits
Directory Listing Style
®UNIRe
OMsD05®

[. Ok ][ Cancel H Apply

] [ Help

(2) In case of Serv-U
Check “Write”.

U Serv-U Administrator — << Local Server >>
File Edit LUeer ‘iew Window Help

add | peee |

oW XE o P ER eal T
x I =
. UE""“E‘E"’? € pccount| 24 Generd (3 Dirbccess | TP 1P access |
1= << Local Server »»
F° License
27 Settings Path [ Access [ Group | Files
i “\lnatpub’ftproot ¥
Activity F:Al b RwAD-LCRI [ Read
C i
-8 Domains :
13 Wizard Generat v hppeng
2 ¥ Delete
7] Settings 17 Deete
@ Activity wecute
- £ Users Directories:
R Em v List
£3 Groups ¥ Create
¥ Remaove

Sub-diectories
¥ Inherit

=
=]

g |

" — _ e |

<4 Local Server 5> [System fdministrator]

Dowre 0000 kEps # Up 0000 kBps | & of 32767 Sockets | 000 of 2 Users | 0 Kfers

- 169 -




A.TROUBLESHOOTING APPENDIX B-64414EN/01

A.5.4  Operating the DATA SERVER FILE LIST Screen

This section enumerates troubles and solutions that occurred when the
DATA SERVER FILE LIST screen was displayed.

A.5.4.1 A program cannot be selected as a main program

Trouble)

The contents of the trouble:

(1) The NC program that is transferred from the host computer by the
operation of the personal computer cannot be selected as a main
program.

(2) The NC program that is transferred from the host computer by the
operation of CNC (Data Server board) cannot be selected as a
main program.

Cause)
The cause is that the attribute of the NC program stored in the mass
storage medium built into Data Server is “the binary type”.
In the DETAIL ON mode, "R/B" is displayed for a binary-type NC

iimﬁrarn.

M198 FLD
DNC FILE
CON HOST |1 : /ncdata
USED 57, 485 [KBYTE] USED FL 19
FREE 64, 742 [KBYTE] FREE FL| 2, 028
0000 1 2008/03/14 16:56:04 &
(ROUGH ) 196 [KBYTE]l R/B _|
00010 2008/03/14 16:56:24
(CYCLE 001 ) 9767 [KBYTE]
v
EDIT okokkk sokok kkx| [12:00:00 |
_[PrOGRAM[ DIR + | | COPRT) ||

The NC program of 00001 is the binary file for the above figure.
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Solution <1>)

Solution <2>)

Use the ASCII mode.
For example, in case of using FFFTP as the FTP client, set as the
following.

View || Connectine | Firewall || Tool | Sounds | Other
| User | Transter | Transfer2 | Transferd | Mirraring | Operation

Transfer mode ASCH mode Filenames

O Always BINARY mode
O Filename dependent o |

[ Remave EQF for A5CI mode upload
Fietain file date/time on download

[ Truncate filename before semicolon on download

[ ak. ] [ Cancel ] [ Help

Supplement)
FFFTP is the FTP client software.
For details, refer to http://www2.biglobe.ne.jp/~sota/.

Alternatively, set “1” to the NC parameter No0.0929.

Use not soft key [BGET] but soft key [GET] of the DATA SERVER
HOST FILE LIST screen.
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EXAMPLE OF FTP SERVER SETUP

This appendix describes the method of setting up an FTP server that
operates on the host computer to function as a communication
destination for the Data Server functions.

Appendix B, "EXAMPLE OF FTP SERVER SETUP", consists of the
following sections:

B.1 SETTING UP FTP SERVER OF Windows 2000 Professional

(FOR INTERNET INFORMATION SERVICE) ......cccccooueneene 173
B.2 SETTING UP FTP SERVER OF Windows XP Professional

(FOR INTERNET INFORMATION SERVICE) ......cccccoouennene 185
B.3 SETTING UP FTP SERVER OF Windows Vista (FOR

INTERNET INFORMATION SERVICE) ....cccccoociiniiniinnne. 209
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B.1 SETTING UP FTP SERVER OF Windows 2000
Professional (FOR INTERNET INFORMATION SERVICE)

Installing the Internet Information Service

1. Set the CD-ROM of Windows 2000 Professional.

#Microsoft Windows 2000 CD =

Install Windows 2000

Windows 2000

e The new wersion of Windows sets the skandard For

B This (D reliability, speed, security, manageability and ease of
LIRS UL use, Windows 2000 is packed with many new Features
Exit and improvements to the current ones.

To perform a command, just click it

2. Click [Install Add-On Components].

Xl
Windows Components a
SRR

“'ou can add or remove components of Windows 2000,

To add or remove a componert, click the checkbox, & shaded box means that only
part of the companent will be installed. To see what's included in a companent, click

Details.
LComponents:

E? Indexing Service 00ME =
‘M ¥ Intemet Infarmation | v j
O Eg] I anagement and Monitoring Tools 0.8MBE

[ B Message Queuing Services 2EMB

1 2= K ehwnrkinn Servines n1kPR LI

Description: 115 services Mfeb and FTR support] along with support for FrontPage,
tranzactions, A5Ps. databaze connections. and receiving of posts.

Total digk space required: 0.1 KB Details |
Space available on disk: 7394 ME —

< Back I Mest > I Cancel |
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3. Select [Internet Information Services (IIS)], then click the
[Details] button to display the [Internet Information Services
(IIS)] dialog box. Next, check [File Transfer Protocol (FTP)
Server].

Internet Information Services (115) |

To add or remove a component, click the check box. & shaded box means that only part
of the compaonent will be installed. To see what's included in a companent, click Details.

Subcomponents of Internet Information Services [115]:

> Comman Files 1.0ME =
O @ Documentation 35ME

B8 il Transfer Protocal [FTF] Server 0.1 MB

O @ FrontPage 2000 Server Estensions 41 MB

T Internet Information Services Snap-n 1.3 MB

O @ Perzonal Web Manager 1.4 B

[] ™ SMTP Service 49me 7|

Description:  Suppoart for the File Transter Protocol [FTP], allowing you to set up FTF
zitez [for uploading and downloading of files].

Tatal disk space required: 2.9 MB Details. |
Space available on dizk: 738.9MBE

0k I Cancel |

4. Click the [OK] button, then return to the previous screen. Next,
click [Next]. The necessary files are installed.
The installation is completed when the following screen appears:

Windows Components Wizard |

Completing the Windows
Components Wizard

You have successfully completed the ‘Windows
Components Wizard,

To cloze this wizard, click Finish.

< Back
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Setting the Internet Information Service

1.

2.

Select [Start] — [Settings] — [Control Panel].

1o x|

J File Edit Wiew Favorites Tools Help |
J 4=Eack ~ = - | Qhsearch  [yFolders  AHistory | ez x @ | E-
J Address I@ Cantral Panel j @GD

&

e Accessibility  AddfRemove  Add/Remove  Administrative  DatejTime
Control Panel Options Hardware Programs Tools
= D
Use the settings in Control Panel to Eﬁf Ks % %r
personalize your computer, =
Display Falder Options Fonts Game Internet
Select anitem to viewits Contrallers Options
description. ‘\
Windows Update @ %) g' @D
tiindows 2000 Support Keyboard Mouse Metwork and  Phone and  Power Options
Diglup Co...  Modem ...
o
@ =
Aoy
Printers Regional Scanners and  Scheduled Sounds and
Options Cameras Tasks Multimedia
Syskem Users and
Passwords
|22 ohject(s) | ‘@‘ My Computer 4

Double-click [Administrative Tools].

J File Edit Yew Favarites Tools Help

3 Administrative Tools 1O x|

J Back v = - | Qhsearch [ Folders  C#History |E’ 0z x w3 | Ed-

PGD

J Address I Administrative Tools j
1

Select an item to view its

description. Internet Local Security  Performance Servic

SErvic,.. Policy
Configures adminiskrative settings

far your computer @

See also: Telnet Server

My Dacuments Administration

My Mebwork Places
My Computer

‘a, 2 L3
- Computer Data Sources  Event Wiewer
Administrative Management  (ODBC)

Tools £ % %ﬁ %

25

|9 objectis) 12.5kB |g|‘ My Computer
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3. Double-click [Internet Service Manager] for activation.

?'5 Internet Information Services ;IEILI
J Ackion  Yiew |J4- #|@|||§Hg| LN | | |
Tree I Computer | Local | Connection Type | Status
tormet I formatio B frwiz3ad Yes TCR{IP
* Frow023ad
| | |
| |

4.  Double-click the computer name. Next, select [Default FTP Site]
and right-click to display the menu. Then, select Properties.

Default FTP Site Properties x|

FTF Site I Security .-’-‘n.cc:nuntsl Messagesl Huorme Dilectoryl Directory Securit_l,JI

— Identification
Descriptian:
IP Addiess: (&l Unassigned) =]
TCF Fort: [
— Connection
£ Urfimited

% Limited Ta: I 10 connections
LCannection Timeout: I 00 zeconds

—Iv Enable Logging

Active lag farmat:
IWBC Extended Log File Forrnat j Properties. .. |
Current Seszions... |

0 I Cancel I Lpply | Help |
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Select the [Home Directory] tab to display the [Home Directory]
property sheet. Check [Read] and [Write] in [FTP Site Directory].
In [Directory Listing Style], [MS-DOS] is selected by default.
However, it is recommended to check [UNIX]. If files are listed
in UNIX format, whether each file is accessible can be
determined.

Default FTP 5ite Properties ﬂﬂ

FTP Site I Security Accountsl Messages Home Directory | Diirectarny Securityl

wihen connecting to this resource, the content should come from:

& i3 directory located on this computer

(™ a share located on anather computer
—FTP Site Directory

Laocal Path: Ic:\inetpub\ftproot Browse. .. |

¥ Bead
v Wiite
V' Log wisits

— Directary Lizting Style
& UMz ®
 M5DOS @

oK. I Cancel I Lpply | Help |

Upon completion of setting, click the [Apply] button.

In [Default FTP Site], the directory named "\Inetpub\ftproot", set
in [Local Path] above (in the drive where Windows 2000 is
installed), is assumed to be the home directory. So, directories
under this directory can be accessed.

So, with the default setting, NC programs need to be managed
under this directory.

The home directory can be changed by setting the new directory
in the [Local Path] of [FTP Site Directory].

To access a directory other than the directories under the home
directory, a virtual directory needs to be set.

For details of a virtual directory, use the online help information
of Windows 2000.
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Login user setting

1. Select [Start] — [Settings] — [Control Panel].
ol
J File Edit Wiew Favorites Tools Help |

J 4=Eack ~ = - | Qhsearch  [yFolders  AHistory | ez x @ | E-

J Address I@ Cantral Panel j @GD

Accessibility  AddfRemove  Add/Remove  Administrative  DatejTime

e
Control Panel Options Hardware Programs Tools
Use the settings in Control Panel to Eﬁf Ks % %r
personalize your computer,
Display Falder Options Fonts Game Internet
Select anitem to viewits Contrallers Options

description.

Windows Update @ @ @a

Windows 2000 Support

Keyboard Mouse Metwork and  Phone and  Power Options
Diglup Co...  Modem ...
= ol
@ =
-
Printers Regional Scanners and  Scheduled Sounds and
Options Cameras Tasks Multimedia

Syskem Users and
Passwords

|22 ohject(s) | ‘@‘ My Computer 4

2. Double-click the icon [Users and Passwords].

Lsers | &dvanced I

Use the lisk below to grant or demny users access bo your
computer, and to change passwords and other setkings.

W Users must enter a user name and password bo use this computer.

Isers For this computer:

Lser Mame | Group |
lg.ﬂ.u:lministratcnr Adrninistrators
gGuest Guests
#3105k _Frv0z3aDn GUEsks
Add... Remove Properties

Password For Adrministrakor

To change your password, press Crrl-al-Del and select
“hange Password,

Set Passward., . |

K I Cancel | Al |
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3. Click the [Add] button, then enter necessary items such as a user
name.
Add New User |

Enter the basic information For the new user.

User name: I dtswr

Eull name: I DataServer

Deescription: I For Data Server communication

To continue, click Mexk,

= Back: I Mext = I Cancel |

4. Click the [Next] button, then enter a password for the specified
user name. (Unless a password is set, access to the FTP server
cannot be made correctly. So, be sure to enter a password.)

Add New User |

Type and confirm a password For this user,

Passward: I ek

Confirm passward: I Aekakikok

To continue, click Mext,

< Back I Mext = I Cancel
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5. Click the [Next] button, then set an access right to be granted.
The access right set here can affect the capability to read from
and write to a file in FTP-based communication. Use care when
setting an access right.

Add New User |

‘What level of access do wou want ko grant this user?

" standard user {Power Users Group)

IUsers can modify the computer and install programs,
bt cannot read files that belong to other users.

T {Users Group)

|Jsers can operate the computer and save documents,
but cannot install programs or make potentially
damaging changes to the system files and settings.

" Other: [administrators ﬂ

< Back I Finish I Cancel |

6. Click the [Finish] button. The entered user name is registered,
and the user can log in by using the user name and password.
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Stopping password expiration for a login user

If the password expiration is not stopped, when the password expires,
login is disabled, preventing FTP communication.

Therefore, stop the password expiration as necessary.

When a password has expired, it is necessary to set the password
again.

1. Select [Start] — [Settings] — [Control Panel].

E3 Control Panel — ol x|
J File Edit Wiew Favorites Tools Help |
J 4=EBack -~ = - | @Search L Folders @History | fo O ¢ ) | Ed-
JAgdress I@ Cantral Panel j @GD
= ] = —— pq
] - 5
e Accessibility  AddfRemove  Add/Remove  Administrative  DatejTime
Control Panel Options Hardware Programs Tools
Use the settings in Control Panel to Eﬁf Ks % %r
personalize your computer,
Display Falder Options Fonts Game Internet
Select anitem to viewits Contrallers Options
description. ‘\
Windows Update @ @ g. @3
tiindows 2000 Support Keyboard Mouse Metwork and  Phone and  Power Options
Diglup Co...  Modem ...
= ol
= =
-
Printers Regional Scanners and  Scheduled Sounds and
Options Cameras Tasks Multimedia
e
Syste Users and
Passwords
|22 ohject(s) | ‘@‘ My Computer 4
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2.

3.

Double-click the icon [Users and Passwords].

Uszers | Advanced I

Use the list below to grant or deny users access ko wour
compuker, and ko change passwords and okher settings,

|7 1sers rmusk enter a user name and password to use this computer.?

sers for this computer:

21|

ser Mame I Group
lg.ﬁu:lministrator Adminiskrators
thsw Users
Guest Guests
QIUSR_FM'V'D2SB? Guests

Add... Remove

Properties

Password Far Administrator

To change your password, press Chrl-Alt-Del and select
Change Password,

Set Passward, .. |

]

Cancel |

Apply |

Click the [Advanced] tab.

Users  Advanced |

—ertificate Management

3 IJse certificates to paositively identify yvourself, certification
=1 authorities and publishers,

Certificates

—&dvanced User Management

Local Users and Groups can be used to perform advanced
user management tasks,

Advanced |

—Secure Book Settings

I Require usets ko press Chrl-Al-Delste before logaing on,

It is recommended that vou require users to press
Ckrl-Alt-Delete before logging on. This ensures password
security and helps protect the system From harmful
programs.

Ck Cancel

Epply
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Click the [Advanced] button.

#%Local Users and Groups

(o] x|
J Action  Wiew |J1- #|@||I§ |
Tree I Mame |
5 Cusers
[ Users Daroups
3 Groups

Double-click [Users]. A list of registered users is displayed.

#%Local Users and Groups

=10l x|
chtion Wiew |J¢.-}||‘|§ |
Tree I Iame | Full ame | Description
Local Users and Groups (Local) 5 Administrator Built-in account For admini:
Ff sers thsvr Dataserver for Datagerver Communic.
] Groups lgGuest Built-in account for guest .
QIUSR_FMVDZ. .. Internet Guest Account

Built-in account For anary

4
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6. Double-click the user name for which you want to change the
password setting.
For example, double-click "dtsvr".

General | Member Of | Profil |

g dswr

Full name:

Description: for Datas erver Communication

[ User must change password at nest logon
[ User canhat change password

[T Password never expires

[ Account iz disabled

[T sccount is locked out

0k I Cancel | Lpply |

7. Check [Password never expires] and then click the [OK] button.
The password expiration is stopped.

General | Member Of | Profil |

g dtavr

Full name: IDataSewer

Description: Ifnr DataServer Communication

7| Weer must change password &t nest logon
[" User cannot change password

¥ Password never expires

[T Account is disabled

[T &ceount is locked out

ITI Cancel Apply
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B.2

SETTING UP FTP SERVER OF Windows XP Professional

(FOR INTERNET INFORMATION SERVICE)

NOTE

Windows XP Home Edition does not have IIS
(Internet Information Service).

Installing the Internet Information Service

1.

Open [Control Panel] of Windows XP Professional.

B Control Panel
Fl  Edi View Favorites Tools  Help

Q= - © - | Psearch [rokes | [~

address | (3 control Panel

R’ Control Panel £ |

B Switch to Classic view

Pick a category
-
<&

3 Appearance and Themes ﬁ Printers and Other Hardware
See Also & e
=
" Network and Internet Connections e : User Accounts

& windaws Update
@) Help and Suppart

Date, Time, Language, and Regional

e}
% Add or Remove Programs —'- Options

s . : St s
H) Sounds, Speech, and Audio Devices Accessibility Options

S

w Performance and Maintenance

Double-click [Add or Remove Programs].

8 Add or Remove Programs

Currently installed pragrams:

Add MNew
Programs

Add/Remave
Windows
Components

Clpse:
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3. Double-click [Add/Remove Windows Components].

Windows Components Wizard

Windows Components |
You can add or remaove components of Windows =P, ’

To add or remove a component, click the checkbox, & shaded box means that only
part of the component will be installed. To see what's included in a component, click

Details.

Components:

E Indexing Service 00ME &
é Internet Explarer 0.0mMe

22 Intemet Information |
] Eg] M anagement and Monitoring Tools 1.9MB
[ 1 = Mezsane Nosiina nnwe ¥

Description:  Includes Web and FTP suppoart, along with support for FrontPage,
transactions, &ctive Server Pages, and databasze connections.

Total dizk space required: 159 MB -
Details...
Space avalable on disk: 3983.0 MB ==a

[ < Back " Mest » ][ Cancel ]

4. Select [Internet Information Services (IIS)], then click the
[Details] button to display the [Internet Information Services
(IIS)] dialog box. Next, check [File Transfer Protocol (FTP)
Service].

Internet Information Services (1IS) &|

To add ar remove a component, click the check box & shaded box means that anly part
of the component will be installed. To see what's included in a component, click D etails.

Subcomponentz of Internet [nformation Services [15]

< Comman Files 10ME
| a Documentation 35 MB
B8 File Transfer Protocol [FTF) Ser 01 MB
O @ FrontPage 2000 Server Estensions 4.1 MB
T Intermet Information Services Snap-n 1.3 ME
[ 5= SMTF Service 36 ME
(] 8 wiorld ‘wide Web Service 22MB ¥

Description;  Provides support to create FTP sites uzed to upload and download files

Total disk space required: 1.3 MBE
Space available on dizk: 39835 MB

[ OF. ] [ Cancel

- 186 -



B-64414EN/01

APPENDIX B.EXAMPLE OF FTP SERVER SETUP

Click the [OK] button, then return to the previous screen. Next,
click [Next].

Windows Components Wizard

Configuring Components
Setup iz making the configuration changes you requested.

::' ! Flease wait while Setup configures the components. This may take
Q several minutes, depending on the components selected.

Statuz:  Copying files...

Cancel |

The dialog box above is displayed, and the necessary files are
installed.

Windows Components Wizard |g|

Completing the Windows
Components Wizard

You have successfully campleted the Windows
Components Wizard,

To cloge this wizard, click Finish,

The installation is completed when the screen above is displayed.
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Setting the Internet Information Service

B Control Panel

Ele  Edt Favarites  Tools

Q ek

View

Open [Control Panel] of Windows XP Professional.

Help

@ - ¥ | Psesren [y roces | [T~

Address | cantrol Panel

B Switch to Classic Yiew

See Also

& Windows ipdate
@) Help and Support

B Performance and Maintenance

Ele Edt View Favortes Tooks

Click [Performance and Maintenance].

Pick a category

%
. &! Appearance and Themes
L

Network and Internet Connections . User Accounts

Date, Time, Language, and Regional

Add or Remove Programs Options

Accessibility Options

o\l ) Sounds, Speech, and Audio Devices

;”, Performance and Maintenance

Help

Qosck = () (T semnn [ ol [

address | [ Performance and Maintenance

See Also

File Types
B System Restore

Troubleshooters

m Startup and Shutdown
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Pick a task...

(3] 5ee basic information about your computer
E\ Adjust visual effects

[3] Free up space on your hard disk

(3] Back up your data

(3] Rearrange items on your hard disk to make programs run aster

or pick a Control Panel icon

Power Options

'ﬁ\‘f Administrative Tools I

ﬁ Scheduled Tasks

-
'ﬂI . System
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3.

4.

Click [Administrative Tools].

% Administrative Tools

File

Q- ©

Edit

View Favorites  Tools  Help

Lﬁ; pSEarch [ Folders

address | gy Administrative Tools

,\ Component Services
File and Folder Tasks A Shortut
2B
{2 share this folder

= ata Sources (ODBC)
ql Shortcut
Other Places =i

Internet Information Services
Shorkout
2KB

@ Performance

B control Panel
() My Documents
[ Shared Documents
i My Computer
ld My Metwork Flaces

Shorkout
ZKEB

Details

Computer Management:
shorteut

[e[=H

] Event Viswer
R Shortcut
[ ZKE
Local Security Policy
Shorteut
ZKB
Services
shorteut
ZKE

Double-click [Internet Information Services].

nternet Informat

File  Action Miew Help
g 28 > =
% Internet Information Services Descripkion | Skate Host Header Name | 1P Addres:{
= &) FMVO1AEC (Jocal computer) @Default FTP Site Running * Al Unas:
+-23 [l
L3 web Sikes
< i .
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5.

Double-click [FTP Site], right-click [Default FTP Site] to display
a menu, then select Properties.

Default FTP Site Properties

FTF Site | Security Accounts | Meszages | Home Directony

|dentification

Dezcriphion; Elefaull. FTF Site

1P Address: |[.fi‘n.ll Unazsigned] W
Connection

() Limited To: cotnections
LConnection Timeout: seconds

Enable Logging

Active log farmat:

'W3C Estended Lo File Format v [ Propetties.. |

o) [cwes )

Select the [Home Directory] tab to display the [Home Directory]
property sheet.

Check [Read] and [Write] in [FTP Site Directory]. In [Directory
Listing Style], [MS-DOS] is selected by default. However, it is
recommended to check [UNIX]. If files are listed in UNIX
format, whether each file is accessible can be determined.

Default FTP Site Properties

FTF Site | Security Accounts Messagesl Home Directory |

Wwiien connecting to thiz rezource, the content should come from;

(%) a directory located o this computer

() a zhare located on another computer
FTF Site Directary

Local Path: |g:\inetpub'\ftpmot | [ Browse...
Bead
Wwrite
Log wisits
Dvirectany Lizting Style
N &

(O M5-005 &

[ 0k ] [ Cancel ] [ Apply ] [ Help
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Then, click the [OK] button.

In the standard [Default FTP Site], the directory \Inetput\ftproot
(on the drive where Windows XP is installed) is the home
directory, and only the directories under the home directory can
be accessed.

To use a directory other than the default directory as a home
directory, modify the local path of [FTP Site Directory]
mentioned in step 6 above.

To access a directory other than the directories under the home
directory set in step 7 above, a virtual directory needs to be set.
For details of a virtual directory, use information such as the
online help information of Windows XP.
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Login user setting

Open [Control Panel] of Windows XP Professional.

B Control Panel

Ele Edt View Favorbes Tooks Help

Qo= - @ - ¥ | Psewren [y rorers | [T~

Address | cantrol Panel

Pick a category

=2

= -

. . &! Appearance and Themes B rrinters and other Hardware
)| L

See Also L

& Windows ipdate

-
-
@) Help and supgort Network and Internet Connections sy, User Accounts

Al

e - .
Wk o Rrriows Prograns ! Date, Time, Language, and Regional
' Options

- v :/} Sounds, Speech, and Audio Devices ( Accessibility Options

;”, Performance and Maintenance

2. Double-click the icon of [User Accounts].

-2 User Accounis

Learn About :’ User Accounts

@ User accounts
@ User account bypes

2] Switching users Pick a task...
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Click [Create a new account], then enter a desired user name.

-2 User Accounts |Z||§\ \X|

Name the new account

Type a name for the new account:
[deswr ]

Click the [Next] button, then set an account type.

The access right set here can affect the capability to read from
and write to a file in FTP-based communication. Use care when
setting an access right.

-2 User Accounts |Z||§\ \X|

Learn About -
T Pick an account type

OComputergdministrator @i; Ed

With a limited account, you can:
* Change or remove your password
» Change your picture, theme, and other desktop settings
» Yiew files you created
» Wiew files in the Shared Documents folder

Users with limited accounts cannot ahways install programs. Depending on the program, @ user
might need administrator privileges to installit.

#lso, programs designed prior to Windows 2P or Windows 2000 might nat work properly with
limited accounts. For hest results, choose programs bearing the Designed For Windows %P lago,
or, ko run older programs, choose the “computer administrator” account type,
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Click the [Create Account] button, then the creation of an
account is completed.

-2 User Accounts

Qe © 88

Learn About . L 4 User Accounts

@ User accounts
m ser account types

[2) Switching users Pick a task...

or pick an account to change

Admin diswr
e !

For password setting, click the previously created account in [or
pick an account to change]. (The FTP server cannot be accessed
without setting a password. So, be sure to execute this step.)

-2 User Accounts

EEX

Related Tasks

What do you want to change about dtsvi's
iChange another accaunt
Create a new account account?

Change the name dbsvr
e

Create a password ¢ ‘J

Change the picture

Change the account bype

Delete the account
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7. Click [Create a password], then enter a password for the
specified user name.

-2 User Accounts |Z”§‘ \Xl

Learn About

r,
@ et Create a password for dtsvr's account
Creating a secure password
) Creatinga good password ‘ou are creating a password For disvr. IF you do this, dtsyr will lose all EFS-
hin: encrypted files, personal certificates, and stored passwords for Web sites or
@ Remembeting a password network resources.

To avoid losing data in the future, ask disvr to make a password reset floppy disk,

Type anew password:

Type the new password again ta confirm:

If the password contains capital letters, they must be typed the same way every time.

The password hint will be visible ta ewveryane who uses this computer,

Create Passward

8. Click the [Create Password] button to register the entered
password. By using the account registered this time, the user can
log in to the FTP server.
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Stopping password expiration for a login user

If the password expiration is not stopped, the Data Server will not be
able to communicate with the FTP server at the time of expiring the
password.

If you are necessary, stop the password expiration.
If the password is expired, it is necessary that you re-enter the
password.

1.

3.

Select [Start] — [All Programs] — [Accessories] — [Command
Prompt].
-[=[x

N B

G2

Input “net user login-user

< Command Prompt

IC:“>net user disur rfexpires:never
The command completed successfully.

RN

/expires:never”.

If the above message is displayed, the password expiration is

stopped.
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Confirming the Firewall function of Windows XP

Because the Internet Connection Firewall function is included in the
Windows XP Professional, the Data Server cannot communicate with
the FTP server.

If the FTP connection cannot be established, confirm the following
setting of the Internet Connection Firewall function.

NOTE
When settings are made as described below, the
FTP server functions and response to PING, which
have been disabled by the network security
function, are enabled.
Therefore, when making the following settings,
consult with your network administrator, and take
special care.
In some cases, it becomes necessary to isolate the
network from the outside as required.

Open [Control Panel] of Windows XP Professional.

B Control Panel

Ele Edt View Favortes ook Help

Qo= - @ - ¥ | Psewreh [y rocers | [T~

iress |3 Cantrol Panel

|
E Control Panel S Pick a category

B Switch to Classic view

= -
"&™ Appearance and Themes Printers and Other Hardware
See Also :

@ vindows Update o =Y
@) Help and Support - Network and Internet Connections User Accounts
<

Wi Bt Fre s L Date, Time, Language, and Regional
Options

B\ o) Sounds, Speech, and Audio Devices Accessibility Options

}_‘ Performance and Maintenance \ Security Center
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2. Click the icon of [Network and Internet Connections].

B Network and Internet Connections

File Edit View Favorites Tools  Help

Qe - Q¥ psaar:h [ Folders | 323

address | Metwork and Internet Connections

Network and Internet Connections
See Also

% My Metwork Places

(&3 Printers and Other Pick a task"_

Hardware
@ Remote Deskiop

" oh T —— [s‘ Set up or change your Internet connection
one and Modem Options =

@ Create a connection to the network at your workplace
Troubleshooters E [3) set up or change your home or small office network

m Home or Small Cffice
Mebworking

(2] trketnet Expiarer or pick a Control Panel icon

2] Metwork Diagnostics

Internet Options Network Connections

- =

3. Click the icon [Network Connections].

" Network Connections E Z|

File Edit View Favortes Tools Advanced Help ?

eﬁack < O @ pSearth FE: Folders v

iddress |6 Network Connections v B e
#| LAN or High-Speed Internet

Network Tasks

Local Area Connection

E Create anew Enabled
connection [l | Intel(R) PROSLO00 CT Networ ...
Setup a home or small
office network

See Also

i) MNetwork
v Troubleshooter

Other Places

B control Panel

& My Network Places
[B My Documents

a My Computer L

Details &y
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4.

S.

Right-click the icon [Local Area Connection] to display the menu.
Then, select Properties.

— Local Area Connection Properties

General | Authentication | Advanced

Connect uzing:

B& IntellR)PROAO00CT Mebwork Cannection

Thiz connechion uses the following iterms:
="t Client for Microzaft Metwarks
.@ File and Printer Sharing for Microzoft Metwarks
.@QDS Packet Scheduler
% Internet Pratocal [TCPAR)

l Inatall... l [ Uringtall ] l Froperties

Drezcription

Allows your computer bo access resources on a Microsoft
network.

[] 5how icon in notification area when connected

[ Ok, H Cancel ]

Select the [Advanced] tab.

- Local Area Connection Properties

General .-’-'xuthentic:atiu:un| Advanced |

Intemet Connection Firewall

|:| Protect iy computer and network, by limiting or preventmg
iaccess o this computer from the [ntemet

Learn more about Internet Connection Firewall

If wou're not zure how to set these properties, use
the Metwork Setup Wizard instead.

(] ] [ Cancel
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6. If [Internet Connection Firewall] is not checked, the Internet
Connection Firewall function does not work. Then, the following
confirmations are not necessary.

7. If [Internet Connection Firewall] is checked, click the
[Settings...] button.

Advanced Settings

Services | Security Logging || ICMP

Select the gervices running on your network that [nternet ugers can
ACCESE

Services

[ Internet Mail Access Protocal Yersion 3 [IMAP3)
O Internet Mail Access Pratocol Yersion 4 [IMaP4)
O Internet Mail Server [SMTF)

[0 Post-Office Protocal Yersion 3 [FOP3]

[ Femote Deskiop

[ Securs'web Server HTTPS]

[ Telnet Server

[1 ‘web Server (HTTF)

sdd. || Ed. |

[ ]9 H Cahcel ]

8. If the [FTP Server] check-box is not checked, the FTP server
function does not work. Check the [FTP Server] check-box.
When the [FTP Server] check-box is cheeked, the following
window is displayed. Then, click the [OK] button.

Service Settings

Dezcription of gervice:

Mame or IP address (for example 192.168.0.12] of the
computer hogting thiz zervice on your network:

Euternal Port number for this service:

Internal Port number for thiz zervice:

[ ak. ] l Cancel
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Advanced Settings

Services | Security Logaing | ICMP

Select the gervices running on your netwark, that [ntermet ugers can
aCCESS

Services

O Internet Mail Access Protocal Yersion 4 [IM&P4]
O Internet Mail Server [SMTR]

[ Post-Office Pratocal Yersion 3 [FOP3)

O Remote Deskiop

[ Secursweb Server [HTTPS]

O Telnet Server

[ web Server [HTTF]

Add... | | Edi.. | Dilete

[ ]9 H Cancel ]

9. Select the [ICMP] tab.

Advanced Settings

Services | Security Logging| ICMP |

Internet Control Meszage Protocol [ICMP) allows the computers on
a netwirk, ba share errar and status infarmation. Select the requests
far information fram the Intermet that this computer will rezpond to:

O Allaw incoming Hrmestamp request

O &llow incorming mask request

[ Allow incoming router request

O Allow outgoing destination urreachable
O Allaw outgoing source quench

O Allaw outgoing parameter prablem

O Allaw outgoing time excesded

O Allow redirect

Drezcription:

tessages sent to thiz computer will be repeated back ta the
zender. This iz commonly uged for troubleshooting, for example,
to ping a machine.

QK ] [ Cancel
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10.

If the [Allow incoming echo request] check-box is not checked,
the Data Server function cannot find the FTP server at the start of
communication.
At the start of communication of Data Server, if the message
“[FTP] (IP-address) IS NOT AVAILABLE” is displayed, check
this check-box.

Advanced Settings

Services | Security Lugging| ICMP |

Internet Control Meszage Protocol [ICMP) allows the computers on
a nebwork to share error and statuz information. Select the requests
for information fram the Intemet that this computer will respond to:

&g
O Allaw incoming Hmestamp request

O Al incoming mazk, request

O &llow incarming router request

[ &llow outgoing destination urreachable
[1 Allow outgoing source guench

O Allow outgoing parameter problem

O Allaw outgoing time exceeded

O Allow redirect

['ezcription:

Mezzages zent to thiz computer will be repeated back, to the
zender. This iz commanly used for troubleshooting, for example,
to ping a machine.

(1] ] [ Cancel
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Confirming the firewall function when Windows XP (Service Pack 2) is used

When Windows XP Professional (Service Pack 2) is used, a different
firewall setting procedure is used.

1.  Open [Control Panel] of Windows XP Professional.

B Control Panel

Fle  Edt View

Qe - ©

address | (3 control Panel

Favoritss Tools Help

D seeen [ roders |

R’ Control Panel

Pick a category
-
«

Switch ko Classic Yiew

5 Appearance and Themes
See Also

9 Printers and Other Hardware
N
. -

. User Accounts

& Windows Update

@) Help and Support 8  Network and Internat Connections

@
E Add or Remove Programs

.'- f _J) Sounds, Speech, and Audio Devices

Date, Time, Language, and Regional
Options

? Performance and Maintenance Security Center

2. Double-click [Securi

¥ Windows Security Center

Center] to start it.

¥ Security Center
Help protect your PC

Security essentials

Security Center helps you manage your Windows security settings. To help protect your computer,
ks surs the three security sssentials are marked ON. If the settings are nat O, Follow the

0 Resources =

- et the latest security and virus
information From Microsoft

= Check Far the lakest updates from
Windows Update

- et support for security-related
issues

= Get help sbout Security Center

= Change the way Security Center
alerks me
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recommendations. Ta return to the Security Center later, open Control Panel,
‘What's new in Windows to help protect my computer?

6 Firewall

O 0N | ¢

@Automatic Updates © ON | ¥

#) Virus Protection © NOT FOUMD | &
Windows did nat find antivirus software on this computer, Antivirus software helps pratect your
computer sgainst viruses and ather security threats, Click Recommendations For suggested
ackions you can take. How does ankivirus software help protect my computer?

Moke: Windows does not detect all antivirus programs.

Recommendations. ..

Manage security settings for:

? Internet Options % Automatic Updates
e Windows Firewall




B.EXAMPLE OF FTP SERVER SETUP APPENDIX

B-64414EN/01

3. Click [Windows Firewall] displayed at the bottom.

= Windows Firewall

General | Exceptions | Advanced

iz helping to protect

Windows Firewall helps protect your computer by preventing unauthorized users
from gaining access to your computer through the Intemet or a3 nebwork.

Thiz zetting blocks all outzide zowrces from connecting to this
computer, with the exception of thoze selected on the Exceptions tab.
[ ] Don't allow exceptions
Select thiz when pou connect to public nebworks in lesz zecure
lozationz, such az airports. You will not be natified when Windows

Firewsall blocks programs. Selections on the Exceptions tab will be
ignared.

@ () OFf [not recommended]

Avoid uzing this getting. Turming off Windows Firewall may make this
computer more vulnerable to viruses and intruders.

What elze should | know about ‘Windows Firewall?

0k l [ Cancel
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4.  Select the [Advanced] tab.

= Windows Firewall

General E:-:c:eptiu:uns| Advanced |

Metwork, Connection Settings

Windows Firewall iz enabled for the connections selected below. To add
exceptions for an individual connection, zelect it, and then click Settings:

Security Logging

'ou can create a log file for troubleshooting purposes. Settings..
ICHPF

With Internet Control Meszage Protocal [|CMPY), the Settings
computers on a netwark can share enor and status =
information.

Default Settings

To restore all Windows Firewall settings to a default state, Restone Defaults
click Restore Defaults, =

[ OF. l[ Cancel ]
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5. Click the [Settings] button of [ICMP].
ICMP Settings X

Internet Control Meszage Protocol [|CMP] allows the computers on
a nebwiork, to share emar and statuz information. Select the requests
far information fram the Intermet that this computer will rezpond to:

Allow incoming echo request

[ Allaws incoming timestamp request

[ Allaws incoming mask. request

[ Allaws incaming rauter request

[ Allaws autgaoing destination unreachable

[ Al outgoing source quench

[ &l outgaing pararmeter problenn

[ &llowe outgaing time excesded

[ &llaw redirect

[ Allows outgaoing packet too big v

D ezcription

tezsages zent o this computer will be repeated back ta the
zender. Thizs iz commonly used far troubleshooting--for example,
to ping a machine. Requests of thiz tppe are automatically
allowed if TCP port 445 iz enabled.

[ OF. ] [ Cancel

6. If [Allow incoming echo request] is not checked, check it, and
click the [OK] button.
This allows a response to be made to PING from other devices.
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7.  Select the [Exceptions] tab.

= Windows Firewall

General | Exceptions | Advanced

Windows Firewall is blocking incoming netwark, connections, except for the
programs and services selected below. Adding exceptions allows some programs
to wark, better but might increase wour security risk.

Programz and Services:

Mame

W File and Printer Sharing
Remote Assistance

[J Remote Desktop

O UPHP Framework:

| AddProgram.. | [ AddPart. |[  Edi. Delete

Dizplay a potification when Windows Firewall blacks a program

What are the risks of allowing exceptions?

[ OF. l[ Cancel ]

8.  Click the [Add Port] button, and make settings as follows:
Add a Port X

|lze these settings to open a port through ‘windows Firewall. To find the port
number and protocal, conzult the documentation for the program or gervice you
want ba use.

Mame: | FTP Server |

Port number; | 21 |

®ICP () Upp

Wwhat are the rizks of opening a port’?

] [ooes
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9.  Click the [OK] button.

= Windows Firewall

General | Exceptions | Advanced

Windows Firewall is blocking incoming netwark, connections, except for the
programs and services selected below. Adding exceptions allows some programs

to wark, better but might increase wour security risk.

Programz and Services:

Mame

[ File and Printer Sharing
FTF Server
Remote Assistance
[ Remaote Desktop
O UPHF Framewark

| ddProgram.. | | AddPat. ||  Edt. | [  Delete

Dizplay a potification when Windows Firewall blacks a program

What are the risks of allowing exceptions?

0k ] [ Cancel
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B.3 SETTING UP FTP SERVER OF Windows Vista (FOR
INTERNET INFORMATION SERVICE)

NOTE

Windows Vista Home Basic and Windows Vista
Home Premium do not have IIS (Internet

Information Service).

Installing the Internet Information Service

() |[E » Control Panel »

Open [Control Panel] of Windows Vista.

[

= Control Panel Home X
A—— System and Maintenance
assIE e Get started with Windows

Back up your computer

|’” Security
\ Check for updates
Check this computer's security status

@ Alow s program through Windows
Firewall

ﬁ.. Network and Internet

M Connectto the Internet

S View network status and tasks
Set up file sharing

Hardware and Sound

%‘ Play CDs or other media automatically
Printer

Mouse

= Programs
ht | Uninstall 2 program

Change startup programs

User Accounts
1 Add or remove user accounts

,  Appearance and
% Personalization
Change desktop background

Customize colors
Adjust screen resolution

Clock, Language, and Region
L Change keyboards or other input
< methods

AT, Ease of Access

| Let Windows suggest settings
Optimize visual display

< | Additional Options
=
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2. Click [Programs].

=)

+ Control Panel » Programs » « | +5 ll Search L

ﬁ- Programs and Features
Uninstall a program | @ Tum Windows features en or off | View installed updates
Use an older program with this version of Windows | How to install a program

Windows Defender

Hardware and Sound Scan for spyware and other potentially unwanted software | View currently running programs

Programs
User Accounts @ Default Programs
Stop a program from running at startup | Change default settings for media or devices

ppearance and
Pe Make 2 file type always open in a specific program | Set your default programs

Language, and R

Additional Options

Windows Sidebar Properties

Ease of Acce [ ’?_2 Windows SideShow
- = Set up a secondary display to use with Windows SideShow
=
Add gadgets to Sidebar | Uninstall a gadget

Cl View

m Get Programs Online

Manage programs you buy online (digital locker)

3. Click [Turn Windows features on or off].

Turn Windows features on or off

To turn a feature on, select its check box. To turn a feature off, clear its
check box, A filled box means that only part of the feature is turned on.

, Games
Indexing Service
, Internet Infermation Services
, Microsoft NET Framework 3.0
Microseft Message Queue (MSMQ) Server
Print Services
| Remaote Differential Compression
, Removable Sterage Management
RIP Listener
J Simple TCPIP services (i.e. echo, daytime etc)
. SNMP feature

ok || cancel
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5.

Expand [Internet Information Services], then check [FTP
Management Console] and [FTP Server] in [FTP Publishing
Service]. Next, click the [OK] button.

=} Windows Features

Turn Windows features on or off

To turn a feature on, select its check box. To turn a feature off, clear its
check box, A filled box means that only part of the feature is turned on.

0 ./ Indexing Service
=z [l . Internet Infermation Services
= Wk
| FTP Management Censcle
. FTP Server
|:| ., Web Management Tools
[T] ) World Wide Web Services
[H] |. Microsoft .NET Framework 3.0
[] |, Microsoft Message Queue (MSMQ) Server
| Print Services
. Remote Differential Compression
|:| . Removable Storage Management

[ ok

The dialog box below is displayed, and the necessary files are
installed.
[ Microseft Windows l

Please wait while the features are configured.
This might take several minutes.

Cancel

The installation is completed when the dialog box above and
[Windows Features] dialog box are finished.
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Setting the Internet Information Service

1.  Open [Control Panel] of Windows Vista.

System and Maintenance User Accounts
Get started with Windows # Add or remove user accounts

Back up your computer

= . Appearance and
f Security "I ppearance ¢
Check for updates L. Personalization
Check this computer's security status E“E”QE des"tl‘m background
Allow a program through Windows ustomize colors
© renal Adjust screen resolution
Clock, Language, and Region
Change keyboards or other input
metheds

Network and Internet
Connect to the Internet

View network status and tasks
Set up file sharing

Ease of Access
Let Windows suggest settings
Optimize visual display

L Hardware and Sound
3 Play CDs or other media automatically
Printer
Mouse

Additional Options

Programs
Uninstall a program
Change startup programs

Recent Tasks

(3 Tum Windows features on or
off

2. Click [System and Maintenance

- - (2, Control Panel » System and Maintenance »

| Panel Home ,EEF Windows Update
-

Turn automatic updating on or off | Check for updates | View installed updates
= System and Maintenance

L) Power Options
Network and Internet Require a password when the computer wakes | Change what the power buttons do
Change when the computer sleeps

Indexing Options

Change how Windows searches

Problem Reports and Solutions
Check for new selutions | Choose how to check for solutions | View problem history

Performance Information and Tools
Check your computer's Windows Experience Index base scare
Classic View Use teols te improve performance

Device Manager
1§ View hardware and devices | [ Update device drivers

Windows Anytime Upgrade
Compare features with your current configuration
Decide whether to upgrade Windows Vista

Recent Tasks Administrative Tools

(g Tum Windows features on or Free up disk space @ Defragment your hard drive
L 1@ Create and format hard disk partitions | @ View event logs | @ Schedule tasks
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3. Click [Administrative Tools].

(@ System and Maint:
Administrative T

Wb Backup and Rest ~

-

Programs Windows Firewall with
® Security Advanced Security
Shortcut

. Name Date modified  Type Size
Computer Management Data Sources (ODBC)
[E| Documents J' Shorteut Shortcut
B Pictures 165 KB ¥ 164 KB
B Music = Event Viewer Internet Information Services
More » Shortcut o (5) 6.0 Manager
167 KB Y Shortcut
Folders v ¢ iSCSl Initiator Local Security Policy
)i Public - Shortcut Shorteut
18 Computer P 165k8 1560 KB
& Network Memory Diagnestics Tool  Print Management
Control Panel Shortcut & Shortcut
163 KB 164 KB
Additional Option) | """ — Y o
. eliability and Performance . Services
% Appearance and P Monitor L Zp  Shorteut
¥ Clock, Language, ¢ Shortcut " 1564 KB
© Esse of Access == System Configuration 3, Task Scheduler
#8 Hardware and Sou oo Bl Shortcut (& -l— Shortcut
% Network and Inten 160 kB 2/ 163Ke

/_:_'\?_ 13 items
=

—

4. Double-click [Services] to start it.

File Action VYiew Help

s EEN =IO

FTP Publishing Service

Start the service

Description:
Enables this server to be a File
Transter Protocel (FTP) server. If this
service is stopped, the server cannot
function as an FTP server. I this
service is disabled, any services that
xplicitly depend on it will fail to start.

Name Description

Enables you

Function Discovery Provi...

Function Discovery Reso... Publishes th...
‘. Group Pelicy Client The service ...
Health Key and Certificat... Provides X.5...
Hurman Interface Device .. Enables gen...
IS Admin Service Enables this...
IKE and AuthIP [Psec Keyi... The IKEEXT ...
Interactive Services Detec... Enables use...
Internet Connection Shar... Provides ne...

1P Helper

IPsec Policy Agent Internet Pro...
KtmRm for Distributed Tr... Coordinates...

Link-Layer Topology Dis...

Micrasoft Software Sha

Extensible Authenticatio... The Extensi...

Provides au...

Creates a N...
Microsoft NET Framewe... Microsoft ...
Microsoft iSCSl Initiator S... Manages In...
. Manages so..
Multimedia Class Schedu... Enables rela...

Status

Started

Started
Started

Started
Started
Started

Started
Started

Startup Type
Manual
Manual
Manual
Manual
Manual
Automatic
Manual
Manual
Automatic
Automatic
Manual
Disabled
Automatic
Automatic
Automatic (D...
Manual
Manual
Manual
Manual
Automatic

n

Log 01 *
Local ¢
Netwo

Local §
Local {
Local {
Local ¢
Local ¢
Local ¢
Local ¢
Local ¢
Local ¢
Local ¢
Netwo

Extended /{ Standard /
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5.

Select [FTP Publishing Service], right-click it to display a menu,
then select Properties.
FTP Publishing Service Properti

General | Log On | Recovery I Dependencies

Service name: MSFTPSVC)
Display name: FTF Publishing Service

Enables this server to be a File Transfer Protocol

Description:
Descrption FTF) server. i this service is stopped, the server

-

Path to executable:
C\Windows'\system 32Ninetsnvhinetinfo exe

Startup type: [ Manual

Help me corfigure service startup options.

Service status:  Stopped
Start Stop Pause Besume

You can specify the start parameters that apply when you start the service
from here.

Start parameters:

Display the [General] property sheet.

Change [Manual] to [Automatic] in [Startup type] and click the
[Start] button in [Service status], then click the [OK] button.

End [Services].
FTP Publishing Service Properti

General | Log On | Recovery | Dependencies

Service name: MSFTPSVC
Cisplay name: FTF Publishing Service

Enables this server to be a File Transfer Protocol o~

Description:
Description FTF) server. i this service is stopped, the server

-

Path to executable:
C\Windows'system32tinetsrvinetinfo exe

Startup type: [Putomatic

Help me configure service startup options.

Service status:  Started

Start k Stop i [ Pause ] Resume

*You can specify the start parameters that apply when you start the service
from here.

Start parameters:
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Return to [Administrative Tools], then Double-click [Internet
Information Services (IIS) 6.0 Manager] ([IIS6 Manager]) to start
it.

¥ 7 Internet Information Services (S) 6.0 Manager

¥g File Action View Window Help
Bz HE2» =

?__I Internet Infarmation Services Description Identifier State 1P address

“ j" FMWB?F (local computer eDe‘fauIt FTP Site 1 Running * All Unassigne...
[ |_J FTP Sites

Double-click [FTP Sites], right-click [Default FTP Site] to
display a menu, then select Properties.
Default FTP Site Properties

FTP Site |Se'c:|.|rit:.I Accounts | Messages I Home Directory | Directory Security|

FTP site identification
Description: Default FTFR Site
IF address: (Al Unassigned)

TCP port: 21

FTP site connections

Unlimited
(@ Connections limited to:
Connection timeout {in seconds):
Enable logging

Active log format:
[ w3c Extended Log File Format ~] [ propertis... |

I[ Cancel ] Apply Help
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Select the [Home Directory] tab to display the [Home Directory]
property sheet.

Check [Read] and [Write] in [FTP site directory]. In [Directory
listing style], [MS-DOS] is selected by default. However, it is
recommended to check [UNIX]. If files are listed in UNIX
format, whether each file is accessible can be determined.

|

| FTP site [ Security Accounts | Messages | Home Directory | Directory Security |

The content for this resource should come from:

@ A directory located on this computer

() A directory located on another computer
FTP site directory

Local path: C:linetpub\ftproot
Read
Write
Log wisits
g style

(0 M3-DOS @

] [ Cancel ] [

Apply ] [ Help

10. Then, click the [OK] button.

11.

In the standard [Default FTP Site], the directory \inetpub\ftproot
(on the drive where Windows Vista is installed) is the home
directory, and only the directories under the home directory can
be accessed.

To use a directory other than the default directory as a home
directory, modify the local path of [FTP site directory]
mentioned in step 9 above.

To access a directory other than the directories under the home
directory set in step 10 above, a virtual directory needs to be set.
For details of a virtual directory, use information such as the
online help information of Windows Vista.
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Login User Setting

Open [Control Panel] of Windows Vista.

System and Maintenance User Accounts
Get started with Windows # Add or remove user accounts

Back up your computer

= . Appearance and
f Security & PP A
. - Personalization
eck for updates
Check this computer's security status Change desktap background

i@y Alow s program through Windows Customize colors
Firewall Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input
metheds

Network and Internet
Connect to the Internet

View network status and tasks
Set up file sharing

Ease of Access
Let Windows suggest settings
Optimize visual display

L Hardware and Sound
3 Play CDs or other media automatically
Printer
Mouse

Additional Options

Programs
Uninstall a program
Change startup programs

Recent Tasks

(3 Tum Windows features on or
off

2. Click [User Accounts

[T )

% - 52+ Control Panel » User Accounts » v | ¥ il Search L

% User Accounts

Change your acceunt picture @Add OF FEMOVE User accounts

Change your Windows password

Network and Internet i
e and Internet @ Windows CardSpace

Hardware and Sound Manage Information Cards that are used to log on to online services

Programs

User Accounts

Classic View

Recent Tasks

¥ Turn Windows features on or
off
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3. Click [Add or remove user accounts].

Ko o) |, < User Accounts b User Accounts » Manage Accounts v [ 44 |l searcn Bl

Choose the account you would like to change

]
Administrator
Password protected

Guest
Guest account is off

Create a new account

What is a user account?

Additional things you can do

Go to the main User Accounts page

4.  Click [Create a new account], then enter a desired user name and
set an account type.
The access right set here can affect the right to read from and
write to a file in FTP-based communication. Use care when
setting an access right.

¥ | #4 il Search

Name the account and choose an account type

This name will appear on the Welcome screen and on the Start menu.
dtsvr

@ Standard user

Standard account users can use most software and change system settings that do not affect other users or
the security of the computer.

) Administrator
Administrators have complete access to the computer and can make any desired changes. To help make

the computer more secure, administrators are asked to provide their password or confirmation before
making changes that affect other users.

We recommend that you protect every account with a strong password.

Why is a standard account recommended?

Create Account
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5.  Click the [Create Account] button, then the creation of an
account is completed.

K36, < User Accounts » User Accounts » Manage Accounts v [ 44 |l searcn £

Choose the account you would like to change

= dtsvr
ministrator Standard user

Password protected

Guest
Guest account is off

Create a new account

What is a user account?

Additional things you can do

Go to the main User Accounts page

6. For password setting, click the previously created account. (The
FTP server cannot be accessed without setting a password. So, be
sure to execute this step.)

K5\ )=, « UserAccounts » Manage Accounts b Change an Account v | 43 || searcn
b g g 1

Make changes to dtsvr's account

Change the account name
dtswr

Create a password
Standard user

Change the picture
Change the account type

Delete the account

Manage another account
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7. Click [Create a password], then enter a password for the
specified user name.

K3 ) | B, < Chonge on Account » Create Passward ~ [ 43 || searcn o

Create a password for dtsvr's account

dtsvr
Standard user

You are creating a password for dtsvr.

If you do this, dtsvr will lose all EFS-encrypted files, personal certificates and stored passwords for Web
sites or network resources.

To avoid losing data in the future, ask dtsvr to make a password reset floppy disk.
ceses

If the password contains capital letters, they must be typed the same way every time.
How te create a strong passwerd

The password hint will be visible to everyone who uses this computer,
What s a password hint?

Create password Cancel

8. Click the [Create password] button to register the entered
password. By using the account registered this time, the user can
log in to the FTP server.
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Stopping password expiration for a login user

If the password expiration is not stopped, the Data Server will not be
able to communicate with the FTP server at the time of expiring the
password.

If you are necessary, stop the password expiration.

If the password is expired, it is necessary that you re-enter the
password.

1.

2.

3.

Select [Start] — [All Programs] — [Accessories] — [Command
Prompt], right-click it to display a menu, then select [Run as
administrator].

BN Administrator: Command Prompt

(C:sWindows\systend2>

Input “net user login-user /expires:never’.

B Administrator: Command Prompt

C:Windowsssystem32>net user dtsvr Jexpires:never
The command completed successfully.

C:sWindowsssystem32 >

If the above message is displayed, the password expiration is
stopped.
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Confirming the Firewall function of Windows Vista

Because the Internet Connection Firewall function is included in the
Windows Vista, the Data Server may not communicate with the FTP

SCrver.

If the FTP connection cannot be established, confirm the following
setting of the Internet Connection Firewall function.

NOTE

special care.

When settings are made as described below, the
FTP server functions and response to PING, which
have been disabled by the network security
function, are enabled.
Therefore, when making the following settings,
consult with your network administrator, and take

In some cases, it becomes necessary to isolate the
network from the outside as required.

" _.‘l. » Control Panel »

Open [Control Panel] of Windows Vista.

(o o [ |

+ | 43 || searcn £

# Control Panel Home

Classic View

A ®

Recent Tasks

1y Add or remove user accounts
oy .A Windows features on or

i

System and Maintenance
Get started with Windows
Back up your computer

Security

Check for updates

Check this computer's security status

@ Allow a progrem through Windons
Firewall

Network and Internet
Connect to the Internet

View network status and tasks
Set up file sharing

Hardware and Sound

Play CDs or other media automatically
Printer

Mouse

Programs
Uninstall a program
Change startup pregrams

User Accounts

# Add or remove user accounts
Appearance and
Personalization
Change desktop background
Customize colors
Adjust screen resolution

Clock, Language, and Region

g Change keyboards or other input
- methods

e
i \ Ease of Access
u Let Windows suggest settings

Optimize visual display

74— | Additional Options
=
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2.

3.

Click [System and Maintenance].

J.)=[@ » Control Pancl » System and Maintenance »

trol Panel Home

« System and Maintenance
Securi
Network and Internet
Hardware and
Programs
User Accounts

App

Additional Options

Classic View

Recent Tasks
¢ Add or remove user accounts

¢ Tum Windows features on or
off

Windows Update

Turn automatic updating on or off | Check for updates | View installed updates

Power Options

Require a password when the computer wakes | Change what the power buttons do
Change when the computer sleeps

Indexing Options

Change how Windows searches

Problem Reports and Solutions
Check for new solutions Choose how to check for solutions | View problem history
Performance Information and Tools

Check your computer's Windows Experience Index base score

Use tools to improve perfarmance

Device Manager

View hardware and devices

Windows Anytime Upgrade
Compare features with your current configuration
Decide whether to upgrade Windows Vista

Administrative Tools
@ Defragment your hard drive
1@ Create and format hard disk partitions | @ View eventlogs | @ Schedule tasks

Free up disk space

1® Update device drivers

Favorite Links Lo
[E| Documents f
B Pictures
B Music =
Folders v
1. Public o %
M Computer L
¥ Network
Control Panel @
Additional Options R
By, Appearance and Per
¥ Clock, Language, an
@ Ease of Access ul
) Hardware and Sound 7=
¥ Network and Interne J
Programs
@ Security ﬁ
(2 Syctem and Mainten
‘21 Administrative Toc
| ¥ Backup and Restor ~

Date modified  Type

Computer Management
Shortcut

165 KB

Event Viewer

Shortcut

167 KB

iSCSl Initiator

Shortcut

165 KB

Memory Diagnostics Tool
Shorteut

163 KB

Reliability and Perfermance
Meniter

Shortcut

System Configuration
Shortcut

160 KB

Windows Firewall with
Advanced Security
Shortcut

¥ Shortcut

m 164 K8

i/ 163KB

Data Sources (ODBC)
Shorteut

164 KB

Internet Information Services
S) 6.0 Manager

Local Security Policy
Shortcut

160 KB

Print Management
Shartcut

164 KB

Services

Shartcut

Task Scheduler
Shortcut

. Py 13 items
5
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Double-click [Windows Firewall with Advanced Security] to
start it.

le Action View Help

R e Y X E 2| Windows Firewall with Advanced Security on Local Computer Actions

B3 Inbound Rules Windows Firewall with Advanced Sec... ~
&3 Outbound Rules e Windows Frewal with Advanced Securty provides enhanced
provides enhanced network secutyfor Windaws computers.
By Connection Security Rules b Import Policy.
» &, Monitoring @ Vindows Frewal s on. |4 Bport Policy.
©  Inbound connections that do not match a e are blocked Restore Defoults
@ Outbound connections that do ot match a nule are alowed View »
Windows Firewsll Properties [c] Refresh
[=] Properties
Getting Started = Hep

Authenticate communications between computers
Specity how and when connections between computers are autherticated and protected using Intemet Protacol

securty (IPsec). After specfying how to protect connections using connection secuity rules, create frewall nes
for connections you wish to allow.

Connection Security Rules

View and create firewall rules

Create nies to allow or block pots
on crteria such as whether the connection is authenticated or the users or groups who are intiating the connection
1 3 connection does ot match 3 specified e, the defauit behavior applies.

I

Inbound Rules
Outbound Rules
View current policy and activity

View information about cumently applied policy settings and securty associations for active connections

Menitaring %

Resources
Geting statted
I B3 Diagnostics and troubleshooting

Documertation overview

Iniroduction to server and domain isolation

Click [Inbound Rules], select [File and Printer Sharing (Echo
Request - ICMPv4 - In)] from the list, right-click it to display a
menu, then select Properties.

Fle Action View Help

dobound e Name Group Profile  Enabled * || Inbound Rules 2
Outbound Rules
4 Connection Security Rules || @ Distrbuted Transaction Coordinator (RPC) Distributed Transaction Coo... Domain  No W New Rule..
» %, Monitoring D Distributed Transaction Coordinator (RPC-EPMAP)  Distributed Transaction Coo.. Private.. No T Fiter by Profile ,
D Distributed Transaction Coordinator (RPC-EPMAP) Distributed Transaction Coo... Domain  No
T Filter by State »
D Distributed Transaction Coordinator (TCP-In) Distributed Tranzaction Coo... Domain  No
d Distributed Transaction Coordinator (TCP-In) Distributed Transaction Coo... Private.. No ¥ Filter by Group 4
View »
@File and Printer Sharing (Echo Request -ICMPv6-In)  File and Printer Sharing & Refresh
@File and Printer Sharing (NB-Datagram-In} File and Printer Sharing Domain  No
@File and Printer Sharing (NB-Datagram-In) File and Printer Sharing Private.. No |7 [z Exportlist
@ File and Printer Sharing (NB-Name-In) File and Printer Sharing Private.. No H Hep
@File and Printer Sharing (NB-Name-In) File and Printer Shating Domain  No e P iy e R o
@File and Printer Sharing (NB-Session-In) File and Printer Shating Private.. No
€ Enable Rule
@ File and Printer Sharing (NB-Session-In) File and Printer Sharing Domain  No
@ File and Printer Sharing (SMB-In) File and Printer Sharing Domain  No K Delete
ile and Printer Sharing (SMB-In) File and Printer Shating Private.. No [ Properties
@File and Printer Sharing (Spooler Senvice - RPC) File and Printer Shating Private.. No B e
@ File and Printer Sharing (Spocler Service - RPC) File and Printer Sharing Domain  No P
ile and Printer Sharing (Spooler Service - REC-EPM...  File and Printer Sharing Domain  No
@File and Printer Sharing (Spooler Service - RPC-EPM...  File and Printer Sharing Private.. No
@ FTP server TrafficIn FTP Server Domai.. No
5CS1 Service (TCP-In) 5051 Service Private.. No
@isCsl Service (TCP-In) iSCSI Service Demain  No
@ Key Management Service (TCP-In) Key Management Service  Private.. No
@ Key Management Service (TCP-In) Key Management Service Domain  No
@ Netwiork Discovery (LLMNR-UDP-Ir) Network Discovery Public  No
(@ Network Discovery (LLMNR-UDP-In) Network Discavery Private  Yes
@ Netwiork Discovery (LLMNR-UDP-Ir) Network Discovery Domain  No
@ Network Discovery (NB-Datagram-In) Network Discovery Private Vs
@ Network Discovery (NB-Datagram-In) Network Discovery Public Mo
@ Netwiork Discovery (NB-Datagram-In) Network Discovery Domain  No
I @ Network Discovery (NB-Name-In) Network Discavery Public  No
@ Network Discovery (NB-Name-In) Network Discovery Domain No .
i ik i ] v
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6. Display the [General] property sheet.
Check [Enabled] in [General], then click the [OK] button.
End [Windows Firewall with Advanced Security].
File and Printer Sharing (Echo Reque;t_— Iil:MP_\nd-—]n] Properties M

| Usersand Computers | Protocols and Pots | Scope | Advanced
General | Programs and Services

@ This iz a predefined rule and some of its properties cannot
be modified.

General

% Name:
File and Printer Sharing (Echo Request - ICMPv4-In)

Description:

Echo Request messages are sent as ping requests to -
other nodes.

Enabled
Action
<5l @ Alow the connections
() Alow only secure connections
| D Bequire encyption

[ Ovemide block rules
() Block the connections

Leam more about these seftings

ok J[ Concel J[ ooy |

7. Return to [Control Panel], then click [Security].

=)

[+ Control Panel » Security » v [ #2 || s2aren p

Control Panel Home .
@ Security Center
Check for updates | Check this computer's security status
Turn automatic updating on or off | @ Check firewall status
Require a password when the computer wakes

System and Maintenance
Security

and Internet

‘ Windows Firewall

@Tum Windows Firewall on or off @Al\ow a program threugh Windows Firewall
Accounts ;

ppearance and J:'a’ Windows Update
nalization 8l Ty sutomatic updating on or off | Check for updates | View installed updates

Clock, Language, and Region

Windows Defender

Scan for spyware and other potentially unwanted software

Ease of Access

Additional Options

Internet Options

e Change security settings | Delete browsing history and cookies | Manage browser add-ons

Recent Tasks

¥ Add or remove user accounts

3 Tum Windows features on or
off
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Click [Windows Firewall].

LA \Windows Firewall

gram through

See also

Security Center

Network Center

‘Windows Firewall can help prevent hackers or malicious software from gaining access to your
computer through the Internet or network.

How does 3 firewall help protect my computer?

@ Windows Firewall is helping to protect your computer

Windows Firewall is on. @ Change settings

Inbound connections that do not have an exception are blocked.

Display a notification when a program is blocked: Yes

Network location: Public network
What are network locations?

Windows Firewall can help prevent hackers or malicious software from gaining
access to your computer through the Internet or a network.

Thiz setting blocks all outside sources from connecting to this
computer, except for those unblocked on the Exceptions tab.

Block all incoming connections
Select this option when you connect to less secure networks. Al

exceptions will be ignored and you will not be notified when
Windows Firewall blocks programs.

@ () Off (not recommended)

Avoid using this setting. Turning off Windows Firewall will make this
computer mare vulnerable to hackers or malicious software.,

Tell me more about these settings

to protect your computer
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10. Select the [Exceptions] tab.
Check [FTP Server], then click the [OK] button.
ﬁﬂﬁndom Firewall Settings l ..

General | Exceptions | Advanced

Exceptions control how programs communicate through Windows Firewall, Add a
program or port exception to allow communications through the firewall.

Windows Firewall is currently using settings for the public network location.
What are the risks of unblocking a program?

To enable an exception, select its check box:

Program or port

[ bistributed Transaction Coordinator
File and Printer Sharing

FTP Server

[JisCsI Service

[Jkey Management Service

[ Metwork Discovery

[JPerformance Logs and Alerts
[JRemate Administration

[JRemote Assistance

[JRemote Desktop

[Jremate Event Log Management

[ Remote Scheduled Tasks Management

T Nmrn b Compsimem B -

[Addp[ogram...“ Add port... H Properties ]

MNotify me when Windows Firewall blocks a new program

[ ok ][ cancel
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FTP CLIENT OPERATION

This appendix describes the method of operating an FTP client that
operates on the host computer to function as a communication
destination for the Data Server functions.

Appendix C, "FTP CLIENT OPERATION", consists of the following
sections:

C.1 OPERATION USING THE FTP COMMAND .........cceevenee. 229
C.2 SECURITY UNBLOCKING IN Windows ........cccccecveerennennee 232
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C.1 OPERATION USING THE FTP COMMAND

Login

1 Enter "ftp IP-address-of-NC or host-name" at the command
prompt.

2 Enter a user name.

3 Enter a password.

4  The message, "230 User logged in, proceed." indicates that the
login process has been completed successfully.

& Command Prompt - ftp 19216301
Microzoft (R) Windows NT(R)
(C) Copvright 1985-1996 Microsoft Corp.

Fr¥>fip 192.168.0.1

Connected to 192.165.0.1.

220 FANUC FTP server ready.

User (192.168.0.7: (none)): dtsvr
331 User rame okay, reed password.
Password:

230 User logeed in, proceed.
fip>

GET (acquiring a file from the FTP server)

1  Enter "get Data-Server-file-name".

fip> zet 0000T.DAT

200 Command okay.

150 Opening data conrection for (00001.DAT) (192.168.0.101,1036).
226 Closing data connection.

1040102 bvtes received in 13.28 seconds (78.33 Kbvtes/sec)
fips>

MGET (acquiring files from the FTP server)

1  Enter "mget Data-Server-file-name (including a wildcard
character)".

fip> meet * DAT

200 Command okay.

200 Command ckay.

150 Opening data conrection for (00002.DAT) (192.168.0.101,1066).

226 Closing data connection.

2080120 bytes received in 27.40 seconds (75.78 Khvtes/sec)

200 Command okay.

150 Opening data connection for (PRG7.DAT) (192.163.0.101,1067).

226 Closing data cornect ion.

1160 bytes received in 0.13 seconds (5.92 Kbvtes/sec)
fip>
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PUT (sending a file to the FTP server)

1 Enter "put host-file-name Data-Server-file-name".
fip> put Q000T.DAT 00001

200 Command okay.

150 Opening data conmect ion for (000013 (192 188.0.101,1037).
226 Closing data connection.

1040102 byvtes sent in 11.48 seconds (90.83 Kbvtes/sec)

fip>

MPUT (sending files to the FTP server)

1 Enter "mput host-file-name (including a wildcard character)."
fip> mput * DAT

200 Command okay.

150 Opening data conrection for (00002.DAT) (192.168.0.101,10658).
226 Closing data connection.

2080120 bytes sent in 22.69 seconds (91.66 Kbvtes/sec)

200 Command okay.

150 Opening data conrection for (PRG7.DAT) (142.168.0.101,1064).
226 Closing data connection.

1160 bytes sent in 0.00 seconds (1160000.00 Kbyvtes/sec)

fip>

DIR (acquiring a list of files of the FTP server)

1  Enter dir.

fip> dir

200 Command okay.

150 Opening data connection for (LIST ) (192.168.0.101,1035).
d--------- 1 owner  group 0 Feb 10 15:42 .
d--------- 1 owner  group 0 Feb 10 15:42 ..
—————————— T owner  group 1040102 Feb 16 09:47 00001.DAT
—————————— 1 owner  group 2080120 Feb 16 09:47 00002.0DAT
—————————— 1 owner  group 45448 Feb 24 16:57 PRAMETER
—————————— 1 owner  group 11082 Feb 24 17:02 TOOLOFS
—————————— 1 owner  group 4116 Feb 25 10:35 MACRO
—————————— 1 owner  group 74 Feb 16 09:47 00199.PRG
—————————— 1 owner  group 12292 Feb 24 17:08 PITCH
—————————— 1 owner  group 2740 Feb 24 17:54 WORKOFS
—————————— 1 owner  group 462 Feb 24 20:28 HISTORY
—————————— 1 owner  aroup 6004 Feb 24 20:31 M-CODE
—————————— 1 owner  group 1160 Feb 16 09:48 PRG7.DAT
226 Closing data cornect ion.

876 bytes received in 0.17 seconds (5.15 Khytes/sec)

ftp>

DEL (deleting a file from the FTP server)

1 Enter "del Data-Server-file-name".
fip> del 00001.DAT

250 Reauested file action ckay, completed.
ftp>
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TYPE (confirming the transfer type of the FTP client)

1.  Enter type.
2. Whether the ascii mode or binary mode is set can be determined.

ftp> tvpe
lsing ascii mode to transfer files.

fte> |

ftp> tvpe
Uzing binary mode to transfer files.

o> o =l

ASCII, BIN (changing the transfer type of the FTP client)

1. Entering bin can change the mode to the binary mode.

ftp> bin

200 Type set to I.

ftp> =l

2.  Entering ascii can change the mode to the ascii mode.

Tte> ascii

200 Type set to A.

fte> =l

Logout

1  Enter bye.

fip> bye
221 Service closing cortrol connect ion.

Fiys
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C.2 SECURITY UNBLOCKING IN Windows

When an attempt is made to start FTP communication for the first time
in Windows XP (Service Pack 2) or Windows Vista, the security alert
shown below may appear.

If the alert appears, consult with the network administrator, and select
"Unblock" as necessary.

*= Windows Security Alert [Z|

e o
"E To help protect pour computer, Windowsz Firewall has blocked
some features of this program.

Do you want to keep blocking this program?

M ame: File Transfer Program

Publigher: Microzoft Corporation

k.eep Blocking ] [ Unblock, ] [ Agzk Me Later

YWindows Firewall haz blocked thiz program from accepting connections fram the
Internet ar a netwark. |f you recognize the program or bzt the publizher, you can
unblock it When should | unblock a program’?

Security alert for Windows XP (Service Pack 2)

@' Windows Security Alert

@ Windows Firewall has blocked some features of this program

Windows Firewall has blocked this program from accepting incoming network connections. If you
unblodk this program, it will be unblodked on all public networks that you connect to. What are the
risks of unblocking a program?

@ Mame: File Transfer Program
Publisher: Microsoft Corporation

Path: Ci\windows\system32\fip.exe
Metwork location: Public network]|

What are network locations?

[ Keep blocking ] [ @Qﬂblock

Security alert for Windows Vista
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/\ CAUTION
Since selecting "Unblock" means change in
settings related to network security, be sure to
consult with the network administrator in advance.
If "Unblock" is selected carelessly, network security
can be compromised.
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DNS/DHCP FUNCTION

This chapter describes the setting and other procedures for using the
DNS client function and DHCP client function.

Appendix D, "DNS/DHCP FUNCTION", consists of the following
sections:

D.1 SETTINGS ON THE COMMUNICATION BOARD SIDE....235
D.2 SETTING UP THE DNS/DHCP SERVER OF Windows 2000

234 -



B-64414EN/01

APPENDIX D.DNS/DHCP FUNCTION

D.1

SETTINGS ON THE COMMUNICATION BOARD SIDE

D.1.1

Setting the DNS Client Function

Procedure

This section describes the setting procedure for operating DNS client
function.

4

5

Enable the DNS client function according to Item, "Related NC
parameters" provided later.

Set up the DNS server on the host computer. For information
about setup, see Item, "Example of DNS/DHCP setup."

Make a connection to the host computer where the DNS server
operates (hereinafter referred to as the "DNS server") and restart

the CNC, then press the function key (2]

srariul”
Press soft key [ETHBRD] ([JETHER BOARD]), then press

[COMMON] to display the COMMON (DETAIL) screen.
As the DNS IP address, enter the IP address of the DNS server.

This section describes the setting procedure for operating the DNS
client function.
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COMMON screen (DETAIL)

Press soft key [COMMON] then page keys | T VPA;GE to display the

PAGE

COMMON (DETAIL) screen. Set the setting items for DNS IP
addresses.

192. 168. ©. 2561

COMMON screen (DETAIL)

Setting item

Item Description
DNS IP Up to two DNS server IP addresses can be set.
ADDRESS 1, 2 The CNC searches for a DNS server in the order from
DNS IP address 1 to 2.
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D.1.2  Setting the DHCP Client Function

This section describes the setting procedure for operating DHCP client
function.

Procedure
1  Enable the DHCP client function according Item, "Related NC
parameters" provided later.
2 Set up the DHCP server on the host computer. For information
about setup, see Item, "Example of DNS/DHCP setup."
3 Make a connection to the host computer where the DHCP server
operates (hereinafter referred to as the "DHCP server") and

restart the CNC, then press the function key (2]

SYSTEM

4  Press soft key [ETHBRD] ([ETHER BOARD]), then press
[COMMON] to display the COMMON screen.

5 If the DHCP client function of the CNC is enabled and a
connection is made successfully with the DHCP server, the
following items are set automatically from the DHCP server:

IP ADDRESS

SUBNET MASK

ROUTER IP ADDRESS

DNS IP ADDRESS

DOMAIN
If an attempt to make a connection with the DHCP server fails,
"DHCP ERROR" is indicated in each item.

6  Moreover, if the DNS client function is enabled at the same time
and the DHCP server interacts with the DNS server (the DNS
server supports dynamic DNS), enter a desired host name.
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COMMON screens (BASIC, DETAIL)

Press soft key [COMMON] then page keys

)

PAGE

" PAGE

¥

to display the

COMMON screens (BASIC and DETAIL). If a connection is made
successfully with the DHCP server and setting data is acquired, the

following is displayed:

00EQE4000001

192,

168. @.

255. 255. 265. 0
192. 168. 0. 263

When a connection with the DHCP server has been made successfully

(1)

192,

168. 0. 261

When a connection with the DHCP server has been made successfully

)
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If no host name is set, the CNC automatically sets a host name in the
format "NC-<MAC address>".

Example of host name automatically set

If an attempt to make a connection with the DHCP server fails, the
following is displayed:

DHCP ERROR

When an attempt to make a connection with the DHCP server has failed

(1)

DHCP ERROR

When an attempt to make a connection with the DHCP server has failed

)
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Check item
Item Description
IP ADDRESS If a connection is made successfully with the
SUBNET MASK DHCP server, data acquired from the DHCP

ROUTER IP ADDRESS | server is displayed.
DNS IP ADDRESS 1, 2 | If an attempt to make a connection with the

DOMAIN DHCP server fails, "DHCP ERROR" is displayed.
Setting item
Item Description
HOST NAME Enter a desired CNC host name.

If the DHCP server interacts with the DNS server, this
host name is posted to the DNS server.

If no host name is set, "NC-<MAC address>" is
automatically set.
Example of host name automatically set:
NC-00EOE4000001

Display item

Item Description

MAC ADDRESS FAST Ethernet/FAST Data Server MAC address
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D.1.3 Related NC Parameters

#7 #6 #5 #4 #3 #2 #1 #0
| o904 | | | pHc | DNs | | DiE | | | |
[Input type]  Setting input
[Data type] Bit
#3 DI1E  When the DHCP function is used:
0:  Default parameters for the FOCAS2/Ethernet functions are set.
Port number (TCP) 8193
Port number (UDP) 0
Time interval 0
1:  Default parameters for CIMPLICITY iCELL communication are
set.
Port number (TCP) 8193
Port number (UDP) 8192
Time interval 50
NOTE
Set D1ET to 1 to make a connection with the
FANUC CIMPLICITY i CELL and use the DHCP
function and DNS function.
#5 DNS  The DNS client function is:
0: Not used.
1:  Used.
#6 DHC The DHCP client function is:

0: Not used.
1:  Used.

If any of these parameters has been modified, the power must be
turned off then back on for the modification to be become effective.
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D.2 SETTING UP THE DNS/DHCP SERVER OF Windows 2000

Server

This appendix describes the method of setting up the DNS/DHCP
server of Windows 2000 Server.

Example of setting a simple network

An example of setup in a network configuration that satisfies the
following conditions is provided:

1.

2.

3.

The DHCP server and DNS server are operated using the same
personal computer.

The IP address of the DHCP server and DNS server is
192.168.0.254.

The DHCP server controls the IP address range 192.168.0.10 to
192.168.0.29.

The domain controlled by the DNS server is named "factory".
The same domain includes the DHCP server, DNS server, CNCs,
and a PC for FOCAS1/Ethernet applications.

Windows 2000 Server
DNS server
DHCP server
192.168.0.254
Domain : factory

L] L] L]
T T ]
CNC PC
Automatic setting Automatic setting Automatic setting

Example of network configuration

NOTE

The setting described above is just an example.
For setup in an actual network configuration in the
factory, consult with the network administrator of
the factory.
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D.2.1

Example of Setting Up DHCP Server of Windows 2000 Server

1. Activating the Microsoft administrative console (DHCP)

Click [Programs] — [Administrative Tools] — [DHCP].

aztmr\ View |J ey EEE |J 8

=10l x|

rer
grmvuzasbngz.ms‘o‘zsﬂ

DHCP

Contents of DHCP [ status |

Ffmyoz3ab [192.168.0.254] Running

2. Adding a scope

Click [Action] — [New Scope] to start “New Scope Wizard”.

New Scope Wizard

Welcome to the New Scope
Wizard

Thiz wizard helps you zet up a scope for distributing 1P
addresses to computers on your network,

To continue, click Mext.

x|

Cancel

Click the [Next] button.
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Enter "factory" as [Name], and enter "FACTORY" as [Description].

New Scope Wizard x|

Scope Name =
YYou have to provide an identifying scope name. ou also have the option of
providing a description.

Type a name and description for this scope. This information helps you quickly identify
how the scope is to be used on your network.

Mame: Ifac:tory

Description; IFACTUFM

< Back I Mest » I Cancel

Click the [Next] button.

Enter “192.168.0.10” as [Start IP address], enter “192.168.0.29” as
[End IP address], enter “24” as [Length], and enter “255.255.255.0” as

[Subnet mask].
New Scope Wizard =l
IP Address Range T
“You define the scope address range by identifying a set of congecutive [P
addresses.

Enter the range of addreszes that the scope distibutes.
Start IP address: | 192.168. 0 .10

EndIP address: | 192,168, 0 . 23

A zubnet mask defines how many bitz of an IP address to use for the network./subnet
1Dz and how many bits to use for the host 1D, Y'ou can specify the subnet maszk by
length or az an IP address.

Length: 24 =

Subnet mazk: I 285285285, 0

< Back I Mest > I Cancel

Click the [Next] button.
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New Scope Wizard =
Add Exclusions —
Excluzions are addresses or a range of addresszes that are not distributed by the
IErVEL

Type the IP address range that you want to exclude. If you want to exclude a single
address, type an address in Start IP address only.

Start IP address: End IP address:
| [ L Add

Femoye |

Excluded address range:

< Back I Mext > I Cancel |
Click the [Next] button without entering any data.

New Scope Wizard =
Lease Duration —
The leaze duration specifies how long a client can use an IP address from this
sCope.

Lease durations should typically be equal to the average time the computer iz
connected to the same physical netwark. For maobile netwarks that consist mainly of
portable computers or dial-up clients, shorter lease durations can be useful.
Likewise, for a stable network. that consists mainly of desktop computers at fized
locations, longer lease durations are more appropriate.

Set the duration for scope leazes when distributed by this server.
Lirnited to:

Days: Hours: Minutes:
(G (8 CE= 8 =~

< Back I Mext > I Cancel |
Keep "8" days unchanged as Period, then click the [Next] button.

New Scope Wizard =l
Configure DHCP Options T
“Y'ou have to configure the most common DHCF options before clients can use the
ICOpE.

‘wihen clients obtain an address, they are given DHCP options such as the P
addresses of routers [default gateways), DNS servers, and WINS settings for that
SCOpe.

The zettings you select here are for thiz scope and override settings configured in the
Server Dptions folder for this server.

Do pou want ta configure the DHCP options for this scope now'?

% es, | warl to configure theze options now

Mo, | will configure these options later

< Back I Mest > I Cancel I

Keep [Yes, I want to configure these options now] selected, and click
the [Next] button.
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New Scope Wizard =

Router [Default Gateway] —
“Y'ou can specify the routers, or default gateways, to be distributed by this scope.

To add an IP address for a router used by clients, enter the address below.

IP address:
I . . . Add

Eemoyve

[ravmn

(L

< Back | Mext > | Cancel |

Click the [Next] button without entering any data.

Enter “192.168.0.254” as IP Address, then click [Add].

New Scope Wizard

Domain Name and DN5 Servers

The Domain Mame Systern [DNS] maps and translates domain names used by
clients on pour netwark

Y'ou can specify the parent damain you want the client computers on pour netwark to use far
DMS name resolution.

Farent domain:

To configure scope clients to use DNS servers on your netwark, enter the IP addresses for those
SEIVELS.

Server name: IP address:
| | . . . fdd
Fesalie | 1592.168.0.254 Bemave |

Click the [Next] button.

New Scope Wizard

WINS Servers

Computers running *Windows can use WINS servers to convert MetBI0S computer
hames to [P addresses.

Entering server IP addreszes here enables ‘Windows clients to query WINS before they use
broadcasts to register and resolve MetBIOS names.

Server name: IP address:
| [ dd

Fesolve | Bemoyve

[own

il

To change thiz behavior for Windows DHCP clients modify option 046, 'WIMNS/MEBT Mode
Tupe, in Scope Options.

< Back I Mest > I Cancel |
Click the [Next] button without entering any data.
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MNew Scope Wizard x|

Activate Scope =
Clients can obtain address leases only if a scope is activated.

Do you want to activate this scope now?

&+ ¥es, | want to activate this scope now

€ Mo, | will active this scope latsr

< Back I Next > I Cancel |

Keep [Yes, I want to activate this scope now] selected, and click the
[Next] button.

New Scope Wizard x|

Completing the New Scope
Wizard

Y'ou have successiully completed the Mew Scope wizard,

To close this wizard, click Finizh.

< Back Cancel

Click [Finish].
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3. Adding a scope option

Click [Scope[192.168.0.0]factory], then click [Scope Options] —
[Action] — [Configure Options].

| action  view |J & =

EEEIEIR

=10l x|

Tree |

=] Scope [192.168.0.0] factory
| L.{F) Address Pool

{(® Address Leasss
Reservations

Scope Options

Y orier Option Hame [ vendar [ value
=] @ fmw0238b [127.0.0.1] eﬁ’DUG DNS Servers Standard 192,166.0.254

From the available options, find and check [DNS Domain Name].
Then, enter "factory" as String value.

Scope Options

General | Advanced I

e 3|

Awailable Options

| Description = |

[ 016 Swap Server

<

[ 013 Boat File Size Size of boot_1
[ 014 Merit Dump File Path name
015 DNS Domain MName DHS Domai

Address of Cw
| 3

— Data entry

Shring value:

factam

ok I
Click the [OK] button.

Cancel Apply

The following setting is made:

=10(|

EIEEIEAIN

J Action  Wiew “ a = |

Tree I Scope Options
@ DHCP Option Mame | vendor | value | class
=y FmwD238h [127.0.0.1] & 006 DNS Servers Standard 192.166.0.254 Hone
=] scope [192.168.0.0] Factory @UIS DMS Darnain Mame Standard Factory MNone

Address Paol
(@ Address Leases
+|-(_E Reservations

-{ZF) server Options

<
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4. Enabling Dynamic DNS

Click [Scope[192.168.0.0]factory] — [Properties] — [DNS].

Scope [192.168.0.0] Factory Propertie ﬂﬂ

General  DH3 | Advanced |

f'ou can set up the DHCP server to automatically update name and address
infarmation on DMS servers that support dynamic updates.

k.
@ Update DMS only if DHCP client requests

tomatically update DHCP client infamation in DNS:

 Always update DNS
v Discard forward [name-to-address) lookups when lease expires

[ Enable updates for DMS clients that do not support dynamic update

Updates are sent to DMS servers configured in TCPAP properties far
netwark connections active at this server.

ak. I Cancel | Lpply |

Check [Always update DNC] and [Enable updates for DNS clients
that do not support dynamic update].

Scope [192.168.0.0] factory Propertie: ﬂﬂ

General DS | Advanced I

“You can set up the DHCP server to automatically update name and addiess
information on DMS servers that support dynamic updates.

¥ Automatically update DHCP client information in DNS
= Update DMS only it DHCP client requests
& Always update DNS

¥ Discard forward [name-to-address] lookups when lease expires

¥ ‘Enable updates for DNS clients that do not support dynarnic update:

Updates are sent ta DMNS servers configured in TCPAP properties for
network connections active at this server.

Ok I Cancel Apply
Click the [OK] button.

This completes DHCP server setting.
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D.2.2 Example of Setting Up DNS Server of Windows 2000 Server

1. Activating the Microsoft administrative console (DNS)

Click [Programs] — [Administrative Tools] — [DNS].
movs -loix|
2 Console  Window Help |=|i|5|

s wen || & o [Em|XE D @

Tree |
E T

EALT @ Configure the DNS Server
T

The Domain Marne Systerm (DNS) is 3 hierarchical naming systern used for
lncating computers and other resources on the network, DNS is mostly
knowen for providing a service for mapping friendly DNS domain names to
network resources and IP addresses. This allows computers, configured to
query DNS, to specify remate systerns by host names rather than by TP
addresses.

This DMS server has not been configured yet. Configuration includes
updating root hints, and creating forward and reverse lookup zones.

To configure the DNS server, on the Action menu, click Configure the
SErver,

For mare information about configuring a DS server, see "Checklist:
Installing a DNS server” in the online Help,

2. DNS server configuration

Click [Action] — [Configure the server| to start [Configure DNS

Server Wizard].
Configure DNS Server Wizard =

Welcome to the Configure DNS
Server Wizard

This wizard helps vou zet up a DMS [Domain Mame System]
server and configure the server zones.

A zone iz a databaze that links DMNS names and related data,
such as IP addresses or network services.

To continue, click Mest.

Cancel

Click the [Next] button.
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Configure DNS Server Wizard =
Root Server Q
DMS zervers uze root servers to gain access to secondlevel domains on the .
Intemet.

For DS to function comectly, the netwark must have one or more root servers. Select
the correct option for your network.

& This iz the first DN5 server on this network:
Selecting thiz option makes this server a root server,

" One or more DMS servers are iunning on this network

To usze this option, provide the |P address of a known DMS server.

IP address:

< Back I Mext > I Cancel |

Keep [This is the first DNS server on this network] selected, and click
the [Next] button.

Configure DNS Seryer Wizard =l

Forward Lookup Zone #
“Y'ou can create one or more forward lookup zones now or create them later by .
uzing the Mew Zone wizard.

A fonward lookup zone is a name-to-address databage that helps computers translate
DMS names into |P addreszes and provides information about available services.

Do wou want to create a forward lookup zone now [recommended]?

' Nes create a forward lookup zone

" Ng, do not create a forward lookup zone

< Back I Mest > I Cancel I

Keep [Yes, create a forward lookup zone], and click the [Next] button.

New Zone Wizard x|

Zone Type Q
Windows can obtain and store zone information in three different ways. .

Select the type of zone you want to create:

€ Lotive Directonintegrated

Stores the new zone in Active Directory. This option provides secure updates and
integrated storage.

Stores a master copy of the new zone in a text file. This option facilitates the
exchange of DNS data with other DNS servers that use text-bazed storage
methods.

" Standard secondary

Creates a copy of an existing zone. This option helps balance the processing load
of primary servers and provides fault tolerance

< Back I Mest » I Cancel |
Keep [Standard primary] selected, and click the [Next] button.
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Enter "factory." as Name. (Do not fail to enter "." after "factory".)
New Zone Wizard =

Zone Mame Q
what do you want to name the new zone? .

Tupe the name of the zone [for example, 'esample. microsoft.com. ")

Mame: factory.

< Back I Mext > I Cancel

Click the [Next] button.

New Zone Wizard =

Zone File Q
Y'ou can create a new zone file or uze a file copied from another computer, .

Do you want to create a new zone file or uze an existing file that you have copied from
another computer?

& iCreate a new file with this file name:

Ifactory.dns

1 Use this existing file:

To use an existing file, pou must first copy the file to the ZSpstemB oot?h\spstem32hdns
folder on the server running the DMS service.

< Back I Mext > I Cancel |
Keep “factory.dns” unchanged, and click the [Next] button.

Configure DNS Server Wizard =
Reverse Lookup Zone Q
A reverse lookup zone iz a database that helps translate IP addresses into DNS .
names.

*Y'ou can create one or more reverse lookup zones now or create them later by uzging the
MNew Zone wizard.

Do you want to create a reverse lookup zone now?

' ¥es, create a reverse lookup zone

" Mo, do not create a reverse lookup zone

< Back I Mext » I Cancel |

Keep [Yes, create a reverse lookup zone] selected, and click the [Next]
button.
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New Zone Wizard =

Zone Type Q
Windows can obtain and store zone information in three different waps. .

Select the type of zone you want to create:

) fotive Directonintegrated

Stores the new zone in Active Directary. Thiz option provides secure updates and
integrated storage.

2
Stores a master copy of the new zone in a text file. Thiz option facilitates the
exchange of DMS data with other DMS servers that uze text-based storage
methods.

" Standard secondary

Creates a copy of an existing zone. This option helps balance the processing load
of primary servers and provides fault tolerance.

< Back I Mext > I Cancel |
Keep [Standard primary] selected, and click the [Next] button.

Enter €192.168.0” as Network ID.

New Zone Wizard =

Reverse Lookup Zone Q
A reverse lookup zone iz an address-to-name databage that helps computers .

tranzlate IP addresses into DNS names.

To identify the reverse lookup zone, type the netwark 1D or the name of the zone.

f* Metwark 1D:

I192 g 0

If you uze a zera in the netwark 1D, it will appear in the zone name. For example,
netwark. |0 169 would create zone 169.in-addr. arpa, and network 10 169.0 wauld
create zone 0.169.in-addr. arpa.

" Reverse lookup zone name;
0.168.192.in-addr. arpa

< Back I Mext > I Cancel

Click the [Next] button.

New Zone Wizard =

Zone File Q
‘Y'ou can create a new zone file or uze a file copied from anather computer. .

Do you want to create a new zone file or uze an existing file that you have copied from
anather computer?

& iCreate a new file with this file name:

|u.1 £8.192.in-addr. arpa. dns

' Use this existing fils:

To uze an existing file, you must first copy the file to the %S pstemB oot h\system32hdns
folder on the server running the DMS service.

< Back I Mext » I Cancel |

Keep “0.168.192.in-addr.arpa.dns” unchanged, and click the [Next]
button.
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gure DNS Server Wizard =

Completing the Configure DNS
Server Wizard

ou have successfully completed the Configure DS Server
wizard.

*r'ou specified the following settings:

M ame of the server to configure: FiY02358

Server configured az a Foot Server

Mame of the Forward Lookup Zone to create; factory.
Mame of the Reverse Lookup Zone to create:
0.168.192.in-addr. arpa

To cloge thiz wizard and zave the new configuration, click
Finizh.

< Back Cancel

Click the [Finish] button.
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3. Enabling Dynamic DNS

Right-click [Forward Lookup Zones] — [factory].

=l

[ aton won || &~ | B@ X & DB 2 |

Tree | 'ﬁne [ Type [ Status I
[0 Standard Pri...  Runnin:

E‘ %NSFMVDBSE [ Standard Pri.., F'umnln

(21 Forward Lookup Zanes
{2 Reverse Lookup Zones

| 2 cConsole  Window Help

[
Click [Properties].

For [Allow dynamic updates?], select [Yes].

factory Properties e |

General |Start of Authority [SEIA]' Mame Serversl WINS | Zone Transfersl

Pauze
LChange...

Status: Funning

Type: Primary

Zong file name:

factony.dnz

Allow dynamic updates?

Aging... |

To set aging/scavenging properties, click Aging

Ok I Cancel Apply
Click the [OK] button.

This completes DNS server setting.
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D.3 EXAMPLE OF SETTING DNS/DHCP

D.3.1 When DNS/DHCP is Used with the Data Server

When a connection is made with the FTP server of the host computer
(hereinafter referred to as the "FTP server") by using the Data Server
function, the IP address of the CNC can be set from the DHCP server
by enabling the DHCP client function of the CNC.

Moreover, by enabling the DNS client function of the CNC, an FTP
server can be specified with a host name instead of an [P address.

CONNECT1

FTPserver—1

Example of specifying a connection destination with a host name
(FTPServer-1)
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Setting the DNS server / DHCP server

Operating system

Setting the DHCP server

Setting the DNS server

It is recommended to use Windows 2000 Server as the operating
system.

In the database of the DHCP server, set the following items:

e  Range of IP addresses to be managed by the DHCP server

e  Subnet mask to be managed by the DHCP server

e [P address for DNS server

e  Domain

The DHCP server enables the function for updating the database of
the DNS server.

For DHCP server setting, see Appendix D.2.1, "Example of Setting
Up DHCP Server of Windows 2000 Server."

The DNS server allows the DHCP server to update the database of the
DNS server.

For DNS server setting, see Appendix D.2.2, "Example of Setting Up
DNS Server of Windows 2000 Server."

Setting the FTP server

For FTP server setting, see Appendix B, "EXAMPLE OF FTP
SERVER SETUP."

Setting the CNC

Parameter

To enable the DNS function, set bit 5 (DNS) of NC parameter No.
0904 to 1.
To enable the DHCP function, set bit 6 (DHC) of NC parameter No.
0904 to 1.
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D.3.2 When DHCP is Used with the FTP Server Function of the Data

Server

The Data Server (FTP server function) can be accessed by specifying
a host name from an FTP client where an FTP client operates
(hereinafter referred to as an "FTP client"), using the interaction
between the DHCP server and DNS server operating with Windows
2000 Server.

The DHCP client function of the CNC is enabled.

Flow of operation

When the system is initialized or the system configuration is modified

1 A host name is set on the CNC.

2 When the power is turned on, the Data Server posts the host
name to the DHCP server.

3 The DHCP server assigns an IP address, and the table of
correspondence between CNC host names and CNC IP addresses
is updated.

When operation is performed from an FTP client

1 An FTP client inquires of the DNS server about the IP address of
a CNC.

2 The FTP client acquires the IP address of the CNC.

3 The FTP client communicates with the FTP server of the CNC by

using the IP address of the CNC.

FTP client

The FTP client

&(4) L"dqd‘:gse: 2?2‘,‘:&“1‘* IP Windows 2000 Server

specifies a CNC
by its name

(CNC-1) instead
of its IP address.

(1) Sets the name.

D (2) Posts CNC-1 at

»_) DHCP server /IDNS server

power-on time.

famn
MM S SIS EEEEEEEEESR
faan
(nn

&
B *IIIIIIIIIIIIIIIII.

(3) Assigns an IP address to CNC-1.
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Setting the DNS server/DHCP server

Operating system

Setting the DHCP server

Setting the DNS server

It is recommended to use Windows 2000 Server as the operating
system. (The DNS server and DHCP server supporting dynamic DNS
need to operate.)

In the database of the DHCP server, set the following items:

e  Range of IP addresses to be managed by the DHCP server

e  Subnet mask to be managed by the DHCP server

o [P address for DNS server

e  Domain

The DHCP server enables the function for updating the database of
the DNS server.

For DHCP server setting, see Appendix D.2.1, "Example of Setting
Up DHCP Server of Windows 2000 Server."

The DNS server allows the DHCP server to update the database of the
DNS server.

For DNS server setting, see Appendix D.2.2, "Example of Setting Up
DNS Server of Windows 2000 Server."

Setting the CNC

Parameter

To enable the DHCP function, set bit 6 (DHC) of NC parameter No.
0904 to 1.

As a host name, set a desired name. Otherwise, a name automatically
set by the FAST Ethernet/FAST Data Server is used.
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D.3.3 When DHCP Function is Used with the FOCAS2/Ethernet
Function

Ethernet parameters can be set with no setting performed from the
CNC, using the interaction between the DHCP server and DNS server
operating with Windows 2000 Server.

The DHCP client function of the CNC is enabled.

Flow of operation

When the system is initialized or the system configuration is modified
1 A host name is set on the CNC.
2 When the power is turned on, the CNC posts the host name to the
DHCEP server.
3 The DHCP server assigns an IP address, and the table of
correspondence between CNC host names and CNC IP addresses
is updated.

When FOCAS2/Ethernet application software is executed
1 The user's application inquires of the DNS server about the IP
address of a CNC.
2 The user's application acquires the IP address of the CNC.
3 The user's application communicates with the CNC by using the
IP address of the CNC.

User's application software
(FOCAS2/Ethernet) (4) Inquires about the IP

\ address of CNC-1. Windows 2000 Server
DHCP server / DNS server
> 800 1}
} =

(5) Returns the IP address. ]“[

(6) Performs ‘ .:
communication.

The application software
specifies a CNC by its
name (CNC-1) instead of
its IP address.

(1) Sets the name,

L4 L
] L4 LJ
%, (2) PostsCNC-1at & =«
4 D power-on time. :' .:
CNC-1 sl s s s s s s s s EEE RN D B Y
e *IIIIIIIIIIIIIIIII.

(3) Assigns an IP address to CNC-1.
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Setting the DNS server/DHCP server

Operating system

Setting the DHCP server

Setting the DNS server

It is recommended to use Windows 2000 Server as the operating
system. (The DNS server and DHCP server supporting dynamic DNS
need to operate.)

In the database of the DHCP server, set the following items:

e  Range of IP addresses to be managed by the DHCP server

e  Subnet mask to be managed by the DHCP server

o [P address for DNS server

e  Domain

The DHCP server enables the function for updating the database of
the DNS server.

For DHCP server setting, see Appendix D.2.1, "Example of Setting
Up DHCP Server of Windows 2000 Server."

The DNS server allows the DHCP server to update the database of the
DNS server.

For DNS server setting, see Appendix D.2.2, "Example of Setting Up
DNS Server of Windows 2000 Server."

Setting the CNC

Parameter

To enable the DHCP function, set bit 6 (DHC) of NC parameter No.
0904 to 1.

As a host name, set a desired name. Otherwise, a name automatically
set by the FAST Ethernet/FAST Data Server is used.

When the DHCP function is enabled, the FOCAS2/Ethernet-related
parameters are automatically set if bit 3 (D1E) of NC parameter No.
0904 is set to 0. If bit 3 (D1E) of NC parameter No. 0904 is set to 1,
the parameters for i CELL communication are automatically set.
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MACHINE REMOTE DIAGNOSIS
FUNCTIONS

This chapter describes the setting and operating procedures for using
the machine remote diagnosis functions.

Appendix E, "MACHINE REMOTE DIAGNOSIS FUNCTIONS",
consists of the following sections:

E.1

E.2

E.3

E.4

SETTING THE MACHINE REMOTE DIAGNOSIS SETTING
SCREEN ...ttt 263
CONTROLLING THE MACHINE REMOTE DIAGNOSIS
FUNCTIONS FROM THE PMC.......cocciiiiiiiiiiiniinicnicnce, 271
EXAMPLE OF SETTING THE MACHINE REMOTE
DIAGNOSIS FUNCTIONS .......cooiiiiiiiiiieeeieeeeneeeeiee 277
OPERATING THE MACHINE REMOTE DIAGNOSIS
SCREEN ..ottt e 278
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E.1 SETTING THE MACHINE REMOTE DIAGNOSIS SETTING
SCREEN

This section describes how to set the parameters of the machine
remote diagnosis functions.

For a general description of the machine remote diagnosis functions,
refer to the "Machine Remote Diagnosis Package Operator's Manual
(B-63734EN)".

Procedure

1 Press the function key (5]

SYSTEH

2 Soft key [ETHBRD] ([ETHER BOARDY]) appear. (When there is
no soft keys, press the continue key.)

3 Press soft key [ETHBRD] ([JETHER BOARD]) to display the
Ethernet Setting screen.

4  Press soft keys [COMMON], [FOCAS2], and [RMTDIAG]
([REMOTE DIAG]) and then enter parameters for the items that
appear.
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COMMON screen (BASIC)

Press soft key [COMMON] to display the COMMON screen

(BASIC).
ETH_BRD SETTING 00000 NOOOODD
COMMON: Setting [BOARDI
DETAIL
DNS IP ADDRESS 1 [192. 168. 0. 251
DNS IP ADDRESS 2 [192. 168. 0. 252
HOST NAME
ICNC-1
DOMA IN
FACTORY
2/ 2
AY _
MDI  ololok ook sokok|  [12:00:00 |
{[commMoN Focas2 | DTSVR [RMTDIAG| (OPRT) |

COMMON screen (BASIC)

Setting item

Item Description
IP ADDRESS Specify the IP address of the FAST Ethernet / FAST
Data Server.
(Example of specification format: "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the

network.

(Example of specification format: "255.255.255.0")
ROUTER IP Specify the IP address of the router.
ADDRESS Specify this item when the network contains a router.

(Example of specification format: "192.168.0.253")

Display item

Item Description
MAC ADDRESS FAST Ethernet / FAST Data Server MAC address

NOTE
The second page (detail screen) of the COMMON
screen is to be set when the DNS/DHCP function is
used. For details, see Appendix D “DNS/DHCP
FUNCTION."
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COMMON screen (DETAIL)

PAGE

Press soft key [COMMON] then page keys | T || ¢ |, to display the
COMMON (DETAIL) screen. Set the setting items for DNS IP
addresses.

COMMON screen (DETAIL)

Setting item

Item Description
DNS IP Up to two DNS server IP addresses can be set.
ADDRESS 1, 2 The CNC searches for a DNS server in the order from
DNS IP address 1 to 2.
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FOCAS2 screen

Setting item

Press soft key [FOCAS2] to display the FOCAS2 screen.

ETH_BRD SETTING OP000 NOROOD
FOCAS2/Ethernet:Setting [BOARDI]

BASIC

PORT NUMBER (TCP) 8193
PORT NUMBER (UDP) 0
TIME INTERVAL 0

1/ 1

Ay _

MDI  ololok ook sokok|  [12:00:00 |

(commoN [Focas2 DTSVR |[RMTDIAG| (OPRT) |+

FOCAS2 setting screen

Item

Description

PORT NUMBER
(TCP)

Specifies the port No. to be used by the machine
remote diagnosis functions (FOCAS2/Ethernet
functions), within a range of 5001 to 65535.

PORT NUMBER
(UDP)

Set 0 when using this item for the machine remote
diagnosis functions (FOCAS2/Ethernet functions).

Set this port number to communicate with the FANUC
CIMPLICITY i CELL.

TIME INTERVAL Set 0 when using this item for the machine remote
diagnosis functions (FOCAS2/Ethernet functions).
Set this time interval to communicate with the FANUC

CIMPLICITY i CELL.

NOTE

1 For connection with the FANUC CIMPLICITY i CELL,
make the above setting according to "FANUC
CIMPLICITY i CELL OPERATOR'S MANUAL
(B-75074EN)."

2 The unit of TIME INTERVAL is 10 ms. The allowable
input range is 10 to 65535. Values less than 100 ms
cannot be set.

3 If a smaller value is set in TIME INTERVAL, the
communication load can increase to adversely affect
the performance of the network.

Example)lf 100 is set, broadcast data is transmitted at
intervals of 1 second [1000 ms] (=100x10).
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MACHINE REMOTE DIAG screen (COMMON)

Press soft key [RMTDIAG] ([REMOTE DIAG]) to display the
MACHINE REMOTE DIAG screen (COMMON).

FANUC

Machine remote diagnosis screen (BASIC)

Setting item

Item Description

MTB ID This information is required by the machine remote
diagnosis package to confirm that the diagnosis request is
issued from a machine manufactured by the machine tool
builder. The MTB identification information on the
diagnosis accepting server of the machine remote
diagnosis package can be set to accept diagnosis
requests only from the machines manufactured by the
machine tool builder.

(Example of specification format: "FANUC")

MACHINE ID Information required by the machine remote diagnosis
package to identify the machine under diagnosis
(Example of specification format: "217xxx-1011xxxxx")
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MACHINE REMOTE DIAG screen (INQUIRY1, INQUIRY2, INQUIRY3)

Press soft key [RMTDIAG] ([REMOTE DIAG]) to display the
MACHINE REMOTE DIAG screen.

By using page keys

1)

PAGE

~PAGE

$

, the three host computers at inquiry

destinations 1, 2, and 3 can be set.

200. 201. 202, 203

| 8194

MACHINE REMOTE DIAG screen when the DNS function is disabled
(INQUIRY1):

| 8194

MACHINE REMOTE DIAG screen when the DNS function is disabled
(INQUIRY1):
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Setting item
Item Description
HOST NAME Specify the IP address of the host computer (machine

remote diagnosis accepting server) when the DNS function
is disabled.

(Example of specification format: "200.201.202.203")
Specify the host name of the host computer (machine
remote diagnosis accepting server) when the DNS function
is enabled. (You can specify up to 63 characters.)
(Example of specification format:
"RMTDIAG.FANUC.CO.JP")

PORT NUMBER

Specify a port number. Usually, specify "8194" because the
machine remote diagnosis functions are used.

INQUIRY NAME

Specify information for identifying the host computer
(machine remote diagnosis accepting server). (You can
specify up to 63 characters.)

(Example of specification format: "FANUC LTD.")
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E.1.1 Related NC Parameters

| 0024 | | Setting of communication with the PMC ladder development tool

[Input type]  Setting input
[Data type] Word
[Valid data range] 10: The high-speed interface (Ethernet) is used for PMC online
editing.

#7 #6 #5 #4 #3 #2 #1 #0
[ o4 | | | [ ons | | | | | |

[Input type] Setting input
[Data type] Bit

#5 DNS The DNS client function is:

0: Not used.
1: Used.
NOTE

To use the DNS function, set DNS IP ADDRESS 1
and DNS IP ADDRESS 2 on the COMMON
(DETAIL) screen.

#7 #6 #5 #4 #3 #2 #1 #0
Looe | | fweo | | [ | | ] |

[Input type]  Setting input
[Data type] Bit
#6 MRD Type of communication device to be used by the machine remote
diagnosis functions:
0:  The FAST Ethernet/FAST Data Server is not used.
1:  The FAST Ethernet/FAST Data Server is used.

If this parameter has been modified, the power must be turned off then
back on for the modification to be become effective.
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E.2

CONTROLLING THE MACHINE REMOTE DIAGNOSIS

FUNCTIONS FROM THE PMC

You can use signals from the PMC to control the start and forced
termination of the machine remote diagnosis functions and post the
status of the machine remote diagnosis functions and error numbers to
the PMC ladder.

E.2.1 Signals
No. #7 #6 #5 #4 #3 #2 #1 #0
| G0141 | | | |DIAREQ| DIASTP | | INQU2 | INQU1 | INQUO |
DIAREQ <GO0141#5>
[Name] Signal to request machine remote diagnosis
[Classification] Input signal
[Function] Requests the start of machine remote diagnosis.

[Operation] When this signal is set to "1", it requests the start of machine remote
diagnosis to the inquiry destination according to the signals indicating
the number of the inquiry destination (INQUO to INQU2). When the
acceptance completion signal (RMTEND) or acceptance reject signal
(RMTCAN) is set to "1", this signal is set to "0".

DIASTP <GO0141#4>
[Name] Signal to request machine remote diagnosis cancellation
[Classification] Input signal
[Function] Requests the forced termination of machine remote diagnosis.

[Operation] When this signal is set to "1", it requests forced termination to the
machine remote diagnosis accepting server. When the completion
signal for machine remote signal cancel acceptance (RMTCLYS) is set
to "1", this signal is set to "0".

INQU2 <GO0141#2>
INQU1 <GO0141#1>
INQUO <GO0141#0>
[Name] Inquiry number select signals
[Classification] Input signal
[Function] Inquiry destination for which to start machine remote diagnosis
[Operation] Select an item from the table below as an inquiry destination for

which to start machine remote signal.

INQU2 INQU1 INQUO Status
0 0 0 No selection
0 0 1 Inquiry destination 1
0 1 0 Inquiry destination 2
0 1 1 Inquiry destination 3
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No. #7 #6 #5 #4 #3 #2 #1 #0

[ rFooz2 | | | | | [RucLs | | | |

RMTCLS <F0082#3>
[Name] Completion signal for machine remote diagnosis cancel acceptance

[Classification]  Output signal
[Function] Notifies that a request to cancel machine remote diagnosis has been
accepted.

[Output condition] When machine remote diagnosis is canceled after the signal to request
machine remote diagnosis cancellation (DIASTP) is set to "1", this
signal is set to "1". When the signal to request machine remote
diagnosis cancellation (DIASTP) is set to "0", this signal is set to "0".

No. #7 #6 #5 #4 #3 #2 #1 #0
| F0083 | |RMTCAN | RMTEND| DIAST5 | DIAST4 | DIAST3 | DIAST2 | DIAST1 | DIASTO |
RMTCAN  <F0083#7>
[Name] Reject signal for machine remote diagnosis acceptance
[Classification]  Output signal
[Function] Notifies that a machine remote diagnosis request has been rejected.

[Output condition] When the signal to request machine remote diagnosis (DIAREQ) is set
to "1", a request to start machine remote diagnosis is issued to the
machine remote diagnosis accepting server. When the server rejects
the request, this signal is set to "1". When the signal to request
machine remote diagnosis (DIAREQ) is set to "0", this signal is set to
"o".

RMTEND <F0083#6>
[Name] Completion signal for machine remote diagnosis acceptance
[Classification]  Output signal
[Function] Notifies that a machine remote diagnosis request has been accepted by
the machine remote diagnosis accepting server.
[Output condition] When the signal to request machine remote diagnosis (DIAREQ) is set

to "1", a request to start machine remote diagnosis is issued to the
machine remote diagnosis accepting server. When the server accepts
the request, this signal is set to "1". When the signal to request
machine remote diagnosis (DIAREQ) is set to "0", this signal is set to
HOH‘
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DIASTS  <F0083#5>
DIAST4 <F0083#4>
DIAST3  <F0083#3>
DIAST2 <F0083#2>
DIAST1 <F0083#1>
DIASTO <F0083#0>
[Name] Notification signals for the machine remote diagnosis status
[Classification]  Output signal
[Function] Report the status of machine remote diagnosis.
[Output condition] The status of machine remote diagnosis is reported as listed in the

following table.

DIAST5 | DIAST4 | DIAST3 | DIAST2 | DIAST1 | DIASTO Description
0 0 0 0 0 0 No status
0 0 0 0 0 1 OPEN
0 0 0 0 1 0 OPENING
0 0 0 0 1 1 ACCEPTED
0 0 0 1 0 0 REFUSED
0 0 0 1 0 1 DIAGNOSING
0 0 0 1 1 0 DIAGNOSING
0 0 0 1 1 1 CLOSE
0 0 1 0 0 0 FORCE CLOSING
0 0 1 0 0 1 ERROR

No. #7 #6 #5 #4 #3 #2 #1 #0
| F0088 | |DIAER7|DIAER6|DIAER5|DIAER4|DIAER3|DIAER2|DIAER1|DIAERO|

DIAER7 <FOO088#7>
DIAER6 <F0088#6>
DIAERS <F0OO088#5>
DIAER4 <F0088#4>
DIAER3 <F0088#3>
DIAER2 <F0088#2>
DIAER1 <F0088#1>
DIAERO <F0088#0>
[Name] Notification signals for a machine remote diagnosis error number
[Classification]  Output signal
[Function] Report an error number of machine remote diagnosis.
[Output condition] These signals indicate an error number of machine remote diagnosis.
The error number is 0 to 255 in binary format.
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E.2.2 Signal Timing Charts

This section describes control of the start and forced termination of
machine remote diagnosis according to the signals from the PMC
using timing charts.

E.2.2.1 When the start of machine remote diagnosis is accepted

INQUO (G141#0) R

INQU1 (G141#1) \
INQU2 (G141#2)
<1>
DIAREQ (G141#5) <4>
<2
RMTEND (F083#6) <3> <5>

The start of machine remote
diagnosis is accepted.

<1> Before the signal to request machine remote diagnosis
(DIAREQ) is set to "1", an inquiry destination for which to start
the remote diagnosis functions is selected using the inquiry
destination number signals (INQUO, INQUI1, and INQU2). In
this example, "inquiry destination 3" is selected by setting
INQUO = 1, INQU1 = 1, and INQU2 = 0.

<2> The signal to request machine remote diagnosis (DIAREQ) is set
to"1".

<3> When the machine remote diagnosis package accepts the request
to start diagnosis, the completion signal for machine remote
diagnosis acceptance (RMTEND) is set to "1".

<4> When the completion signal for machine remote diagnosis
acceptance (RMTEND) is set to "1", the signal to request
machine remote diagnosis (DIAREQ) is set to "0".

<5> When the signal to request machine remote diagnosis (DIAREQ)
is set to "0", the completion signal for machine remote diagnosis
acceptance (RMTEND) is set to "0".
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E.2.2.2

When the start of machine remote diagnosis is rejected

INQUO (G141#0)
INQU1 (G141#1)

INQU2 (G141#2)

DIAREQ (G141#5)

RMTCAN (FO83#7)

_I\
—\

<1>

<4>

<2

The start of machine remote
diagnosis is rejected.

<l>

<>

<3>

<4>

<5>

Before the signal to request machine remote diagnosis
(DIAREQ) is set to "1", an inquiry destination for which to start
the remote diagnosis functions is selected using the inquiry
destination number signals (INQUO, INQU1, and INQU2). In
this example, "inquiry destination 3" is selected by setting
INQUO =1, INQU1 =1, and INQU2 = 0.

The signal to request machine remote diagnosis (DIAREQ) is set
to "1".

When the machine remote diagnosis package rejects the request
to start diagnosis, the reject signal for machine remote diagnosis
acceptance (RMTCAN) is set to "1".

When the reject signal for machine remote diagnosis acceptance
(RMTCAN) is set to "1", the signal to request machine remote
diagnosis (DIAREQ) is set to "0".

When the signal to request machine remote diagnosis (DIAREQ)
is set to "0", the reject signal for machine remote diagnosis
acceptance (RMTCAN) is set to "0".
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E.2.2.3 When machine remote diagnosis is forcibly terminated

DIASTP (G141#4)

<2>

RMTCLS (F082#3)

<1> <3>

<1>

<>

<3>

Machine remote diagnosis is
forcibly terminated.

When the signal to request machine remote diagnosis
cancellation (DIASTP) is set to "1", machine remote diagnosis is
forcibly terminated. When forcible termination is complete, the
completion signal for machine remote diagnosis cancel
acceptance (RMTCLS) is set to "1".

When the completion signal for machine remote diagnosis cancel
acceptance (RMTCLS) is set to "1", the signal to request
machine remote diagnosis cancellation (DIASTP) is set to "0".
When the signal to request machine remote diagnosis
cancellation (DIASTP) is set to "0", the completion signal for
machine remote diagnosis cancel acceptance (RMTCLS) is set to
"0".
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E.3 EXAMPLE OF SETTING THE MACHINE REMOTE
DIAGNOSIS FUNCTIONS

An example of setting for operating the machine remote diagnosis
functions is given below. In this example of setting, one personal
computer functions as the machine remote diagnosis accepting server
and machine remote diagnosis client and is connected to one CNC.

HUB

10BASE-T or
100BASE-TX

The common setting screen is used for
setting.

-

The FOCAS?2 setting screen is used for
setting.

The machine remote diagnosis screen is
used for setting.

"Microsoft TCP/IP property" of the
personal computer (Windows 2000/XP) is
used for setting.

CNC 1
IP ADDRESS 192.168.0.100
SUBNET MASK 255.255.255.0
ROUTER IP ADDRESS None
PORT NUMBER (TCP) 8193
PORT NUMBER (UDP) 0
TIME INTERVAL 0
MTB ID FANUC
MACHINE ID 217XXX-101XXXXX
INQUIRY 1 : HOST NAME 192.168.0.200
INQUIRY 1 : PORT NUMBER 8194

PC1

IP address 192.168.0.200
Sub-net mask 255.255.255.0
Default gateway None
Accepting server : PORT NUMBER 8194
Proxy server : PORT NUMBER 8193

MTB ID

Accepts all diagnosis

requests.

"Diagnosis accepting server setting" of the
machine remote diagnosis package is
used for setting.
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E.4 OPERATING THE MACHINE REMOTE DIAGNOSIS
SCREEN

Procedure

1 Press the function key (o]

SYSTEM) *

2 Soft key [RMTDGN] ([REMOTE DIAG]) appear. (When there
is no soft keys, press the continue key.)

3 Press soft key [RMTDGN] ([REMOTE DIAG]) to display the

machine remote diagnosis screen.

Machine remote diagnosis screen

4 Press soft kei [i OPRT i] to disilai available soft keis.
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Display item
INQUIRY NUMBER
Displays the inquiry number indicating the machine remote diagnosis
accepting server: "INQUIRY 1," "INQUIRY2," or "INQUIRY3."
INQUIRY

RMT DIAG STATUS

RMT DIAG TIME

RECEIPT NUMBER

ERROR NUMBER

AVAILABLE DEVICE

ERROR MESSAGE

Displays information for identifying the machine remote diagnosis
accepting server.

Displays the status of machine remote diagnosis.

Displays the time from the start of machine remote diagnosis to the
end of it.
At each start of diagnosis, the time is accumulated from "00:00:00."

Displays the receipt number issued by the machine remote diagnosis
accepting server.

Displays the number of an error which occurs in operation of the
machine remote diagnosis functions.

Displays the type of communication device for which the machine
remote diagnosis functions can operate.

Displays the message indicating an error which occurs in operation of
the machine remote diagnosis functions.

Operation list

OPEN (DIAG OPEN)

CLOSE (DIAG CLOSE)

INQUIM (INQUIRY1)

INQUI2 (INQUIRY2)

INQUI3 (INQUIRY3)

Starts machine remote diagnosis.

Forcibly terminates machine remote diagnosis.

Selects inquiry destination 1.

Selects inquiry destination 2.

Selects inquiry destination 3.
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E.4.1  Selecting an Inquiry Destination

Select an inquiry destination among inquiry destinations 1 to 3.

1  Press soft key [(OPRT)].

2 Press soft key [INQUII] ([INQUIRYI1]) to select inquiry
destination 1.

3 Similarly, press soft key [INQUI2] ([INQUIRY2]) to select
inquiry destination 2 and soft key [INQUI3] ([INQUIRY?3]) to
select inquiry destination 3.

E.4.2 starting Diagnosis

Start diagnosis.

1 Press soft key [(OPRT)].

2 Press soft key [OPEN] ([DIAG OPEN]) to issue a diagnosis
request to the machine remote diagnosis accepting server.

3 When the machine remote diagnosis accepting server accepts the
diagnosis request, diagnosis starts.

E.4.2.1 Diagnosis status

Status Description
- No operation

OPEN [DIAG OPEN] was pressed.

An attempt is being made to connect the machine

OPENING . . .
remote diagnosis accepting server.
ACCEPTED The machlr.1e remgte diagnosis accepting server
accepted diagnosis.
REFUSED The machllne remote diagnosis accepting server
rejected diagnosis.
DIAGNOSING This message flashes in synchronization with data

flowing on the communication line.

CLOSE The machine remote diagnosis terminated diagnosis.

[CLOSE] (IDIAG CLOSE]) was pressed. After the
FORCE CLOSING | completion of forced termination processing, "CLOSE"
is indicated in the RMT DIAG STATUS field.

ERROR An error occurred during machine remote diagnosis.
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E.4.2.2 Error numbers and error messages

Number Error message Meaning and action to be taken
1 Diagnosis is busy [OPEN] (IDIAG OPEN]) was pressed during diagnosis.
The IP address of the router may be invalid or the power to the router may be off.
2 Router isn’t alive Check whether the IP address of the router is valid and whether the power to the
router is on.
The IP address of the machine remote diagnosis accepting server may be invalid
3 Receipt Server isn'’t or the power to the machine remote diagnosis accepting server may be off. Check
alive whether the IP address of the machine remote diagnosis accepting server is valid
and whether the power to the machine remote diagnosis accepting server is on.
4 System error A system error occurred.
Check the log messages on the ETHERNET LOG screen and contact FANUC.
5 Invalid Inquiry number. A value outside the valid setting range may be set for the inquiry destination.
Check whether the correct inquiry destination is set.
6 Invalid IP Address Set the IP address according to the IP address specification format.
7 Invalid PORT number A value outside the valid setting range may be set for the port number.
Check whether the correct port number is set.
8 Invalid Router IP Set the IP address of the router according to the IP address specification format.
Address
A communication error occurred due to a cause as listed below.
Check the network wiring and anti-noise measures.
— The network quality degraded, data could not be received from the personal
computer with which to communicate, and the logical communication path
9 Socket error .
was disconnected.
— The software component on the personal computer with which to
communicate forcibly disconnected the logical communication path.
— The Ethernet cable was disconnected.
. An internal error related to machine remote diagnosis occurred in the CNC.
11 Invalid Request
Check the log messages on the ETHERNET LOG screen and contact FANUC.
. An unrecognizable packet was received.
12 Invalid Packet Check the log messages on the ETHERNET LOG screen and contact FANUC.
13 Diagnosis was already | [CLOSE] ([DIAG CLOSE]) was pressed not during diagnosis.
stopped
17 Receive efror An attempt to receive data failed.
See Number 9 and check the network wiring and anti-noise measures.
19 HeartBeat timeout Communication with the machine remotg .diagnosis efcce.pting server stopped.
See Number 9 and check the network wiring and anti-noise measures.
An attempt was failed to send a heartbeat packet for machine remote diagnosis.
20 HeartBeat error L Lo
See Number 9 and check the network wiring and anti-noise measures.
An attempt was failed to connect the machine remote diagnosis accepting server
using the DNS function.
22 DNS error The IP address of the DNS server may be invalid or the power to the DNS server

may be off. Check whether the IP address of the DNS server is valid and whether
the power to the DNS server is on.

E.4.3

Forcibly Terminating Diagnosis

Forcibly terminate diagnosis.
1 Press soft key [(OPRT)].

2 Press soft key [CLOSE] ([DIAG CLOSE)]) to forcibly terminate
diagnosis.
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UNSOLICITED MESSAGING FUNCTION

This chapter describes the setting and operating procedures for using
the unsolicited messaging function.

Appendix F, "UNSOLICITED MESSAGING FUNCTION", consists
of the following sections:

F.1 SETTING OF THE UNSOLICITED MESSAGING

FUNCTION.....ooiiiiiiieiiiceneseereseeeee st 283
F.2 EXECUTING THE UNSOLICITED MESSAGING

FUNCTION.....ootiiiiinietinieenreeeseeeete et 296
F.3 RELATED NC PARAMETERS.......ccceocteviiniriiininceneneeens 304
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F.1 SETTING OF THE UNSOLICITED MESSAGING FUNCTION

This chapter describes the setting required to operate the unsolicited
messaging function.

Procedure

1 Press the function key (3],

SYSTEH

2 Soft key [ETHBRD] ([ETHER BOARD)]) appear. (When there is
no soft keys, press the continue key.)

3 Press soft key [ETHBRD] ([ETHER BOARD]) to display the
Ethernet Setting screen.

4  Press soft keys [COMMON], [FOCAS2], and [UNSOLI]
([UNSOLI MSG]) and then enter parameters for the items that
appear.
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COMMON screen (BASIC)

Press soft key [COMMON]. The COMMON screen (BASIC) is

displayed.
ETH_BRD SETTING 00000 NOOOODD
COMMON: Setting [BOARDI
DETAIL
DNS IP ADDRESS 1 [192. 168. 0. 251
DNS IP ADDRESS 2 [192. 168. 0. 252
HOST NAME
ICNC-1
DOMA IN
FACTORY
2/ 2
A) _
MDI  ololok ook sokok|  [12:00:00 |
{[commMoN Focas2 | DTSVR [RMTDIAG| (OPRT) |

COMMON screen (BASIC)

Settings items

Item Description
IP ADDRESS Specify the IP address of the Fast Ethernet.
(Example of specification format: "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the

network.

(Example of specification format: "255.255.255.0")
ROUTER IP Specify the IP address of the router.
ADDRESS Specify this item when the network contains a router.

(Example of specification format: "192.168.0.253")

Display items

Item Description
MAC ADDRESS Fast Ethernet MAC address

NOTE
Set page 2 (DETAIL screen) of the COMMON
screen when using the DNS/DHCP function. For
details, see Appendix D, "DNS/DHCP Function".
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COMMON screen (DETAIL)

When using the DNS function, press soft key [COMMON] then press

page key

1)

PAGE

PAGE

i

The COMMON screen (DETAIL) is

displayed. Set the DNS IP address setting items.

Display items

COMMON screen (DETAIL)

Item

Description

DNS IP

ADDRESS 1, 2

Up to two DNS IP addresses can be specified.
The CNC searches for the DNS server using DNS IP
addresses 1 and 2 in that order.
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FOCAS2 screen

Press soft key [FOCAS2]. The FOCAS2 screen is displayed.

FOCAS2 setting screen

Setting items

Item Description
PORT NUMBER Specify a port number to be used with the unsolicited
(TCP) messaging function (FOCAS2/Ethernet function). The

valid input range is 5001 to 65535.

PORT NUMBER Set this item to 0 when it is used as the unsolicited
(UDP) messaging function (FOCAS2/Ethernet function).
TIME INTERVAL Set this item to 0 when it is used as the unsolicited
messaging function (FOCAS2/Ethernet function).
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F.1.1 Mode Selection

This subsection describes the selection of a mode for setting the
unsolicited messaging function.

Unsolicited Message screen (BASIC)

Setting items

Press soft key [UNSOLI] (JUNSOLI MSG]). The Unsolicited
Message screen (BASIC) is displayed.

BASIC
MODE CNC MODE
IP ADDRESS

STATUS Not Ready

1/ 3

MDD sokolok kolok ook [12:00:00 |

(Dps_FMmT | | [onsoLT ~ (oPRT) |+

Unsolicited Message screen 1 (BASIC)

Item Description

MODE Select a mode for setting the unsolicited messaging
function.
For the method of selection, see "Operation" described
later.
e When "CNC MODE" is selected
This mode enables setting on the CNC screen.
In this case, setting on the personal computer is
disabled.
For details, see Appendix F.1.2, "Setting on the CNC
Screen".
e When "PC MODE" is selected
This mode enables setting on the personal
computer.
In this case, setting on the CNC screen is disabled.
For details, see Appendix F.1.2, "Setting on the
Personal Computer".

- 287 -




F. UNSOLICITED MESSAGING

FUNCTION APPENDIX B-64414EN/01
NOTE
1 The mode is set to "PC MODE" at the time of initial
use.

2 The mode can be switched only in the "Not Ready"
state. For the "Not Ready" state, see "Display
items" provided later.

3 If the mode is switched from "CNC MODE" to "PC
MODE", all parameters set on the CNC screen are
cleared.

Operation
The mode can be switched as described below.

1 Press soft key [(OPRT)]. Soft key [MODE] is displayed.
{ ™MODE [cHA-EXT| I | )]

2 Press soft key [MODE]. Soft keys [CNC MODE] and [PC
MODE] are displayed.

{lcncMoDE{PC MODE] I I )]

3 Press soft key of the mode that you want to change.
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Display items

Item Description
IP ADDRESS Displays the IP address of the personal computer currently
connected.
(Example of display format: "192.168.0.1")
STATUS Displays the current state.

The following five states are available:

<1> Not Ready
State where data is not transmitted even when a
request for data transmission is made from an NC
program or ladder program

<2> Ready
State where data is transmitted when a request for data
transmission is made from an NC program or ladder
program

<3> Sending...
State present from the acceptance of a request for data
transmission from an NC program or ladder program
until data transmission is completed

<4> Receiving...
State present from completion of data transmission until
response data is received

<5> Completed
State present from reception of response data until
response data processing is completed

[Supplement]
e Data transmission
Means unsolicited message transmission (CNC—PC).
e Response data
Means a response to an unsolicited message
(PC—CNC).

NOTE

1 To switch the state from "Not Ready" to "Ready”, the
FOCAS2 function cnc_unsolicstart needs to be
executed on the personal computer.

2 To switch the state from other than "Not Ready" to
“‘Not Ready”, the FOCAS2 function cnc_unsolicstop
needs to be executed on the personal computer.

3 For the timing charts of the states, see Appendix
F.2, "Execution Methods".
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F.1.2

Setting on the CNC Screen

This subsection describes the method of setting on the Unsolicited
Message screen.

NOTE

1 To enable the settings on the CNC screen and
perform unsolicited messaging, the procedure below
needs to be used.

(1) Set all setting items on the Unsolicited Message
screen (CONNECT).

(2) Press soft key [(OPRT)] then press soft key
[APPLY].

(3) Start unsolicited messaging (execute the
FOCAS2 function cnc_unsolicstart) on the
personal computer.

2 Setting of the setting items on the Unsolicited
Message screen (CONNECT) and execution of the
soft keys ([(OPRT)] then [APPLY]) are possible only
in the "Not Ready" state. For the "Not Ready"
state, see "Display items" in Appendix F.1.1, "Mode
Selection".
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Unsolicited Message screen (CONNECT)

Press soft key [UNSOLI] ([UNSOLI MSG]) then open page 2 and

page 3 with page keys | T || ¢ |. The Unsolicited Message screen
(CONNECT) is displayed.

192. 168. @. 1

Unsolicited Message screen 3 (CONNECT)
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Setting items

Item Description
HOST NAME (IP ADDRESS) | When the DNS function is disabled, specify the IP address of the
communication destination personal computer.

(Example of specification format: "192.168.0.1")
When the DNS function is enabled, specify the host name of the
communication destination personal computer. (Up to 63 characters can be

specified.)
(Example of specification format: "UNSOLI-SRV.FACTORY")
PORT NUMBER Specify the TCP port number and UDP port number of the communication

destination personal computer.
Usually, specify "8196".
The valid input range is 5001 to 65535.

RETRY COUNT Specify the number of retries to be made when there is no response to data
transmitted by the communication board.
The valid input range is 0 to 32767.

TIMEOUT Specify a time-out period (in sec) from the transmission of data by the
communication board until a response is made to the transmitted data.
The valid input range is 1 to 32767.

ALIVE TIME Specify the time interval (in sec) of the alive signal to be transmitted while the
communication board is operating normally.

Specify a value not greater than the value of TIMEOUT.

The valid input range is 1 to 32767.

CONTROL PARAMETER Specify a type of control parameter. When this parameter is set to 0, the
TYPE control parameter is invalid.

e When setto 1: PMC address (response notification method)

e When set to 2: PMC address (simplified method)

e When set to 3: Custom macro variable (simplified method)

CONTROL PARAMETER Specify a control parameter for executing data transmission.

When CONTROL PARAMETER TYPE is set to 1

Specify a PMC address for control.
A PMC address in the R area or E area may be specified.
Two bytes starting at a specified address are allocated in the area.

When CONTROL PARAMETER TYPE is set to 2

Specify a PMC address for control.
A PMC address in the R area or E area may be specified.
Only a specified address (one byte) is allocated in the area.

When CONTROL PARAMETER TYPE is set to 3

Specify a custom macro variable number for control.

Only a volatile common variable may be specified as a custom macro
variable.

Only the variable with a specified variable number is allocated in the area.

TRANSMISSION NUMBER Specify the number of data items to be transmitted.
The valid input range is 1 to 3.
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Item Description
TRANSMISSION Specify each parameter for transmission data.
PARAMETER
(NO.1to 3)
TYPE Specify a transmission data type. When this parameter is set to 0, the

transmission parameter is invalid.
e When setto 1 or 2. PMC address
e When set to 3: Custom macro variable

PMC ADDRESS or Specify the start of a transmission data area

MACRO NO. When TYPE is setto 1 or 2

| Specify a PMC address for transmission.

When TYPE is set to 3

| Specify a custom macro variable number for transmission.

SIZE or NUMBER Specify the size of a transmission data area or the number of variables.

The maximum specifiable number of bytes is as follows:

e When TRANSMISSION NUMBER is set to 1: 2890 bytes

e When TRANSMISSION NUMBER is set to 2: 2874 bytes in total

e When TRANSMISSION NUMBER is set to 3: 2858 bytes in total

When using custom macro variables, use a conversion rate of one variable for
eight bytes.

When TYPE is setto 1 or 2

Specify a PMC area size (bytes) for transmission.

When TYPE is set to 3

Specify the number of custom macro variables for transmission.
When a macro variable number of 1000 or greater (system variable) is
used, this parameter can be set to 1 only.

/\ CAUTION
1 When setting a PMC address for control or a PMC address for transmission,
observe the following:
(1) An R address or E address can be set.
(2) Ensure that a PMC address area for control never overlaps PMC areas
used by other functions (PROFIBUS-DP).
2 When setting a macro variable for control or a macro variable for
transmission, observe the following:
(1) When a multipath CNC is used, use the following input format:
<path-number>:<variable-number>
When specifying variable number #100 of the second CNC path, for
example, input "2:100". When only the variable number (100) is input,
the specification of the first path (1:100) is assumed for processing.
When the key for ":" is unavailable, use the key for "/" or "EOB" instead.
(2) Ensure that a macro variable for control never be doubly specified as a
variable to be used for a purpose other than the unsolicited messaging
function.
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NOTE

1 Two methods are available for PMC address specification in CONTROL
PARAMETER TYPE: response notification method and simplified method.
For details of the methods, see Appendix F.2, "EXECUTING THE
UNSOLICITED MESSAGING FUNCTION".

2 The valid setting ranges of custom macro variable numbers depend on the
selected options. For details, refer to "User’'s Manual (Common to Lathe
System/Machining Center System) (B-64304EN)".

3 Ensure that the setting of TRANSMISSION NUMBER matches the settings of
TRANSMISSION PARAMETER (NO. 1 to NO. 3). If TRANSMISSION
NUMBER is set to 3, and an invalid value is specified in any of
TRANSMISSION PARAMETER NO. 1 to NO. 3, for example, execution of
soft key [APPLY] results in an error.

Operation
The settings of all setting items on the Unsolicited Message screen
(CONNECT) can be made effective as follows:

1 Press soft key [(OPRT)]. Soft key [APPLY] is displayed.
A JCHA-EXT| APPLY | | INPUT | |

2 Press soft key [APPLY].
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F.1.3

Setting on the personal computer

For setting on the personal computer, create and set an application by

using the following FOCAS2 functions:

e cnc_wrunsolicprm2 Parameter setting 2  for unsolicited
messaging

e cnc unsolicstart  Start of unsolicited messaging

For details, refer to Chapter 5, "UNSOLICITED MESSAGING

FUNCTION", in "FANUC Open CNC FOCAS1/FOCAS2 CNC/PMC

Data Window Library Operator's Manual".

NOTE

1 To start unsolicited messaging, the FOCAS2
function cnc_wrunsolicprm2 needs to be executed
first then the FOCAS2 function cnc_unsolicstart
needs to be executed.

2 The FOCASZ2 function cnc_wrunsolicprm2 can be
executed only in the "Not Ready" state. For
details of the state, see "Display items" in
Appendix F.1.1, "Mode Selection".

3 When the FOCAS2 function cnc_wrunsolicprm2 is
executed, the Unsolicited Message screen
(CONNECT) displays the settings made on the
personal computer.
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F.2 EXECUTING THE UNSOLICITED MESSAGING FUNCTION

How to execute the unsolicited messaging function is described
below.

To execute the unsolicited messaging function, three methods are
available:

Using a PMC address for control based on the response
notification method in a ladder program

Using a PMC address for control based on the simplified method
in a ladder program

Using a macro variable for control based on the simplified
method in an NC program

NOTE
1 When a ladder program is used, the response

notification method and the simplified method are
available. A major difference is that the response
notification method sends RES_CODE to the ladder
program in response to data transmission but the
simplified method does not send a response.

To utilize a ladder program based on logic used
with the Series 161, for example, use the response
notification method. When RES_CODE is
unnecessary or a new ladder program is created,
the simplified method can be used.

RES_CODE is recorded on the Ethernet log screen
when a value other than 0x00 and 0x01 is detected.
For details of RES_CODE, refer to Chapter 5,
"UNSOLICITED MESSAGING FUNCTION", in
"FANUC Open CNC FOCAS1/FOCAS2 CNC/PMC
Data Window Library Operator's Manual".
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F.2.1

When a PMC Address for control is Used (Response
Notification Method)

A description of using a PMC address for control in a ladder program
according to the response notification method is provided below.

NOTE
A combination of a PMC address for control and a
macro variable for transmission is also usable. In
this case, note that the read timing of the value of a
macro variable to be transmitted cannot be
identified when viewed from the ladder program.
In the description below, a PMC address is used for
both of control and transmission.

Explanation of PMC address signals for control

A detailed description of PMC address signals for control used to
execute the unsolicited messaging function is provided below. A
PMC address area for control consists of 2 bytes.

The description below assumes that Rxxxx is used as a PMC address
for control.

No. #7 #6 #5 #4 #3 #2 #1 #0
[ Rooo | | Req | | | | | | | |
REQ <Rxxxx#7>
[Name] Message transmission request signal
[Classification] Input signal
[Function] Requests transmission of an unsolicited message.

[Operation] After preparing a transmission message at a PMC address for
transmission, the ladder program sets this signal to 1. The message
is then transmitted to the personal computer.

No. #7 #6 #5 #4 #3 #2 #1 #0

| Rxxxx+1 | | RES | COoM | RES_CODE

RES  <Rxxxx+1#7>
[Name] Message response reception signal
[Classification]  Output signal
[Function]  Posts the reception of a response to an unsolicited message.
Output condition]  Upon reception of a message by the personal computer, a response to
p p P ge by p p P

the message is transmitted to the CNC (communication board).
When the CNC (communication board) receives the response, this
signal is set to 1. When this signal is set to 1, the ladder program
reads RES CODE then clears REQ to 0. Next, the CNC
(communication board) clears RES CODE to 0 then sets this signal to
0.
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COM <Rxxxx+1#6>
[Name] Message transmission start signal
[Classification]  Output signal
[Function] Posts the start of transmission of an unsolicited message.
[Output condition] When transmission of a message to the personal computer is started,
this signal is set to 1. Upon completion of message transmission, this
signal is set to 0.

RES_CODE <Rxxxx+1#0> to <Rxxxx+1#5>
[Name] Message response reception result signal
[Classification]  Output signal
[Function]  Posts the reception result of a response to an unsolicited message.
[Output condition]  The reception result of a response to a message is set. After reading
this signal, the ladder program clears REQ to 0. The CNC
(communication board) then clears this signal to 0.

NOTE
For details of RES_CODE, refer to Chapter 5,
"UNSOLICITED MESSAGING FUNCTION", in
"FANUC Open CNC FOCAS1/FOCAS2 CNC/PMC
Data Window Library Operator's Manual".

Timing chart of PMC address signals for control

The timing chart of PMC address signals for control based on the
response notification method is described below.

In the example below, an unsolicited message is transmitted once after
reception of the FOCAS2 function cnc_unsolicstart then the FOCAS2

function cnc_unsolicstop is received.
FOCAS2 function cnc_unsolicstart FOCAS?2 function cnc_unsolicstop

Not Ready l Ready Sending... Receiving... Completed Ready Not Ready
|

State 1 I L 1
1 1 1

|
REQ (ladder program — (1)
communication board) _Iw

COM (communication board 19 (6)

— ladder program) / /\

RES (communication board — b (5) |_
ASl)

ladder program) e /(7)

RES_CODE (communication | ERARRRSARRER

board — ladder program)

|Transmission completed |Receive data vaé

(1) After checking that RES is set to 0, the ladder program prepares a
message then sets REQ to 1.

(2) Because of REQ set to 1, the communication board sets COM to
1 then transmits the message.

(3) Upon completion of message transmission, the communication
board sets COM to 0.
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(4) Upon reception of a response to the message, the communication
board sets RES CODE then sets RES to 1.

(5) Because of RES set to 1, the ladder program reads RES CODE
then sets REQ to 0.

(6) Because of REQ set to 0, the communication board clears
RES _CODE to 0.

(7) The communication board sets RES to 0.

NOTE
For details of the states, see "Display items" in
F.1.1, “Mode Selection".
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F.2.2 When a PMC Address for Control is Used (Simplified Method)

A description of using a PMC address for control in a ladder program
according to the simplified method is provided below.

NOTE
A combination of a PMC address for control and a
macro variable for transmission is also usable. In
this case, note that the read timing of the value of a
macro variable to be transmitted cannot be
identified when viewed from the ladder program.
In the description below, a PMC address is used for
both of control and transmission.

Explanation of PMC address signals for control

A detailed description of PMC address signals for control used to
execute the unsolicited messaging function is provided below. A
PMC address area for control consists of 1 byte.

The description below assumes that Rxxxx is used as a PMC address
for control.

No. #7 #6 #5 #4 #3 #2 #1 #0
(Roox | [RE@ [ [ [ | | | | |
REQ <Rxxxx#7>
[Name] Message transmission request signal
[Classification]  Input/Output signal
[Function] Requests transmission of an unsolicited message.
[Operation]  After preparing a transmission message at a PMC address for

transmission, the ladder program sets this signal to 1. The message
is then transmitted to the personal computer. Upon reception of a
response to the message, the CNC (communication board) clears this
signal to 0.
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Timing chart of PMC address signals for control

The timing chart of PMC address signals for control based on the
simplified method is described below.

In the example below, an unsolicited message is transmitted once after
reception of the FOCAS2 function cnc_unsolicstart then the FOCAS2
function cnc_unsolicstop is received.

FOCAS2 function cnc_unsolicstart FOCAS2 function cnc_unsolicstop
Not ReadyY Ready Sending...  Receiving... Completed Ready Not Ready

State I I I l I I

| | | 1 I 1
REQ (ladder program < 1)

communication board) (2) |
- . (3) /(5)
Transmission processing by |
)

communication board / /
Reception processing by (4

communication board

Transmission completed | Response received

(1) After checking that REQ is set to 0, the ladder program prepares
a message then sets REQ to 1.

(2) Because of REQ set to 1, the communication board transmits the
message.

(3) The communication board completes message transmission
processing.

(4) Upon reception of a response to the message, the communication
board completes reception processing.

(5) Because of reception processing completed, the communication
board sets REQ to 0.

NOTE
For details of the states, see "Display items" in
F.1.1, “Mode Selection".
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F.2.3  When a Macro Variable for Control is Used (Simplified

Method)

A description of using a macro variable for control in an NC program
according to the simplified method is provided below.

NOTE
A combination of a macro variable for control and a
PMC address for transmission is also usable. In
this case, note that the read timing of the value of
PMC data to be transmitted cannot be identified
when viewed from the NC program.
In the description below, a macro variable is used for
both of control and transmission.

Explanation of a macro variable for control

REQ
[Name]
[Classification]
[Function]
[Operation]

A detailed description of a macro variable for control used to execute
the unsolicited messaging function is provided below. One macro
variable for control is used.

The description below assumes that #xxxx (with no CNC path number
specified) is used as a macro variable number for control.

<HXXXX>

Message transmission request signal

Input/Output signal

Requests transmission of an unsolicited message.

After preparing a transmission message in a macro variable for
transmission, the NC program sets this signal to 1. The message is
then transmitted to the personal computer. Upon reception of a
response to the message, the CNC (communication board) clears this
signal to 0.

NOTE
A REQ input/output value is a real number. So,
"0" means "0.0", and "1" means "1.0".
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Timing chart of a macro variable for control

The timing chart of a macro variable for control based on the
simplified method is described below.

In the example below, an unsolicited message is transmitted once after
reception of the FOCAS2 function cnc_unsolicstart then the FOCAS2
function cnc_unsolicstop is received.

FOCAS2 function cnc_unsolicstart FOCAS2 function cnc_unsolicstop
s Not ReadyY Ready  Sending...  Receiving... =~ Completed Ready Not Ready
tate I I I l I l
1 | | 1 | 1
REQ (NC program <> 1 A1)
communication board) 0 (2) |
5)
Transmission processing by (3) /

communication board / /
Reception processing by (4)

communication board

| Transmission completed | Response received

(1) After checking that REQ is set to 0, the NC program prepares a
message then sets REQ to 1.

(2) Because of REQ set to 1, the communication board transmits the
message.

(3) The communication board completes message transmission
processing.

(4) Upon reception of a response to the message, the communication
board completes reception processing.

(5) Because of reception processing completed, the communication
board sets REQ to 0.

NOTE
For details of the states, see "Display items" in
F.1.1, “Mode Selection".
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F.3 RELATED NC PARAMETERS

#7 #6 #5 #4 #3 #2 #1 #0
| o%04 | | | pHc | DNs | unm | DiE | | | |

[Input type]  Setting input
[Data type] Bit

#3 DIE  When the DHCP function is used:
0:  Default parameters for the FOCAS2/Ethernet functions are set.
Port number (TCP) 8193
Port number (UDP) 0

Time interval 0
1:  Default parameters for CIMPLICITY iCELL communication are
set.

Port number (TCP) 8193
Port number (UDP) 8192
Time interval 50

#4 UNM  The CNC Unsolicited Messaging function is:

0: Not used.
1: Used.
#5 DNS The DNS client function is:
0: Not used.
1: Used.
#6 DHC The DHCP client function is:
0: Not used.
1: Used.
NOTE
If any parameter is changed, the power needs to be
turned off.

To use the DNS function, it is necessary to set DNS
IP addresses 1 and 2 in the COMMON (DETAIL)
screen.

#7 #6 #5 #4 #3 #2 #1 #0
[ o5 | | | | [ uns | | | | |

[Input type]  Setting input
[Data type] Bit

#4 UNS In the CNC Unsolicited Messaging function, when the end of the
function is requested by other than the CNC Unsolicited Messaging
server currently connected:

0:  The request for the end of the function is rejected.
1:  The request for the end of the function is accepted.
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FTP TRANSFER FUNCTION

This chapter describes the setting and operating procedures for using
the FTP transfer function.

NOTE

1 With the FTP, the maximum number of FTP servers
that can be connected per CNC is 1.

2 The FTP file transfer function does not support the
passive mode (PASV command).

3 The FTP file transfer function does not work when
the software option for the Data Server function is
enabled.

4 The FTP file transfer function cannot perform
M198-based subprogram calling or DNC operation.

Appendix G, "FTP TRANSFER FUNCTION", consists of the
following sections:

G.1 SETTING OF THE FTP TRANSFER FUNCTION.................. 306
G.2 RELATED NC PARAMETERS.......cceoiiiiiiieeeeeen 311
G.3 Example of setting the FTP file transfer function..................... 313
G.4 OPERATING THE FTP FILE TRANSFER FUNCTIONS .....314
G.5 INPUT OF SPECIAL CHARACTERS ......ccoooiviieieieeenne. 327
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G.1 SETTING OF THE FTP TRANSFER FUNCTION

This chapter describes the setting required to operate the FTP transfer
function.

Procedure

1 Press the function key (3],

SYSTEH

2 Soft key [ETHBRD] ([ETHER BOARD)]) appear. (When there is
no soft keys, press the continue key.)

3 Press soft key [ETHBRD] ([ETHER BOARD]) to display the
Ethernet Setting screen.

4  Press soft keys [COMMON] and [FTPTRNS] ([FTP TRANS])
and then enter parameters for the items that appear.
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COMMON screen (BASIC)

Press soft key [COMMON]. The COMMON screen (BASIC) is

displayed.
ETH_BRD SETTING 00000 NOOOODD
COMMON: Setting [BOARDI
BASIC
MAC ADDRESS @@E0E400000 1
IP ADDRESS [192. 168. 0. 100
SUBNET MASK 265. 255. 255. 0
ROUTER IP ADDRESS [192. 168. 0. 253
1/ 2
AY _
MDI  ololok ook sokok|  [12:00:00 |
{[comMoN Focas2 |FTPTRNS|RMTDIAG| (OPRT) |

COMMON screen (BASIC)

Setting items

Item Description
IP ADDRESS Specify the IP address of the Fast Ethernet.
(Example of specification format: "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the

network.

(Example of specification format: "255.255.255.0")
ROUTER IP Specify the IP address of the router.
ADDRESS Specify this item when the network contains a router.

(Example of specification format: "192.168.0.253")

Display items

Item Description
MAC ADDRESS Fast Ethernet MAC address

NOTE
Set page 2 (DETAIL screen) of the COMMON
screen when using the DNS/DHCP function. For
details, see Appendix D, "DNS/DHCP Function".
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COMMON screen (DETAIL)

When using the DNS function, press soft key [COMMON] then press

page key

1)

PAGE

PAGE

i

The COMMON screen (DETAIL) is

displayed. Set the DNS IP address setting items.

Display items

192. 168. ©. 2561

COMMON screen (DETAIL)

Item

Description

DNS IP

ADDRESS 1, 2

Up to two DNS IP addresses can be specified.
The CNC searches for the DNS server using DNS IP
addresses 1 and 2 in that order.
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FTP transfer screen (CONNECT1, CONNECT2, CONNECT3)

1 Press soft key [FTPTRNS] ([FTP TRANS]). The FTP transfer
screen is displayed.

2 Pagekeys | T

PAGE

PAGE

¢

can be used to make settings for the three

host computers for connection destinations 1 to 3.

CONNECT1

192. 168. ©. 200

CONNECT1

FTP transfer screen 1

sncdata
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Setting items
Item Description
HOST NAME Specify the IP address of the host computer.

Operation

(Example of specification format: "192.168.0.200")

PORT NUMBER | Specify a port number to be used with the FTP file

transfer function. An FTP session is used, so that "21"
is to be specified usually.

USERNAME Specify a user name to be used for logging in to the

host computer with FTP.
(Up to 31 characters can be specified.)

PASSWORD Specify a password for the user name specified above.

(Up to 31 characters can be specified.)
Be sure to set a password.

LOGIN FOLDER | Specify a work folder to be used when logging in to the

host computer. (Up to 127 characters can be
specified.)
If nothing is specified, the home folder specified in the

host computer becomes the log-in folder.

Select a destination.

1  Pressing the [(OPRT)] soft key causes soft key [HOST] ([HOST
SELECT]) to be displayed. Pressing this soft key causes soft
keys [CONECTI1], [CONECT2], and [CONECT3] to be
displayed.

|| HOsT JcHA-EXT] I | input ] |

_{fconEcTi]coNECT2[cONECTS] I ]

2 Depending on the host computer to be connected, press soft key

[CONECT 1], [CONECT 2], or [CONECT 3]. Destination 1, 2,
or 3 is highlighted in the screen title field. The computer
corresponding to the highlighted destination is selected as the
target computer to be connected.

el Ry JCONNECT 1

When destination 1 is selected
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G.2 RELATED NC PARAMETERS

The NC parameters related to the FTP file transfer function are
described below.

1/0 CHANNEL : Input/output device selection, or interface number for a
0020 foreground input device

[Input type]  Setting input
[Data type] Byte
[Valid data range] 5 : Select the FTP transfer function as the input/output device.

NOTE
Use the same number as that for the Data Server
function.
#7 #6 #5 #4 #3 #2 #1 #0
| os01 | | | | | | | | EFT | |

[Input type]  Setting input
[Data type] Bit

#1 EFT The FTP file transfer function by the Ethernet function is:
0: Notused.
I:  Used.

NOTE

1 If this parameter is changed, the power needs to be
turned off.

2 This parameter is valid only for the first path.

3 The FTP file transfer function is disabled when the
Data Server function option is enabled.

#7 #6 #5 #4 #3 #2 #1 #0
[ osos | | | | | | | | Pen | |

[Input type]  Setting input
[Data type] Bit

#1 PCH At the start of communication of the Data Server function, FTP file
transfer function, or machine remote diagnosis function, checking for
the presence of the server using PING is:

0:  Performed.
1:  Not performed.
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NOTE
Usually, set 0.
If 1 is set not to check the presence of the server
by using PING, it may take several tens of seconds
to recognize an error when the server is not
present in the network.
For mainly security reasons, a personal computer
may be set so that it does not respond to the PING
command. To communicate with such a personal
computer, set 1.

| 0921 | | Selects the host computer 1 OS. |

| 0922 | | Selects the host computer 2 OS. |
| 0923 | | Selects the host computer 3 OS. |

[Input type] Parameter input
[Data type] Word
[Valid data range] 0to 2
0:  Windows 2000/XP/Vista.
1: UNIX, VMS.
2: Linux.

NOTE
Some FTP server software products do not depend
on the OS. So, even when the above parameters
are set, it is sometimes impossible to display a list
of files properly.
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G.3

Example of setting the FTP file transfer function

The following shows a setting example required for the FTP file
transfer function to operate.

In this example, one personal computer is connected to two CNCs
through the FTP file transfer function.

HUB

10BASE-T or
100BASE-TX

IP address

192.168.0.200

Subnet mask

255.255.255.0

CNC 1 CNC 2

IP address 192.168.0.100 | 192.168.0.101 \[ > The common setting screen is used for
Subnet mask 255.255.255.0 | 255.255.255.0 setting.
Router IP address None None
Connection | Port number 21 21
host 1 IP address 192.168.0.200 | 192.168.0.200 The Ethernet parameter screen is used for

User name user user setting.

Password user user

Login DIR None None NC parameter setting
NC parameter No. 20 5 5 —p

PC 1 "Microsoft TCP/IP property" of the personal computer

(Windows 2000 / XP / Vista) is used for setting.

"User acount of the personal computer (Windows 2000
/ XP / Vista) is used for setting.

Default gateway None
User name user
Password user
Login DIR Default

14
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G.4 OPERATING THE FTP FILE TRANSFER FUNCTIONS

This chapter describes how to operate the Data Server functions.

The PROGRAM DIRECTORY screen allows you to manipulate files
in the CNC memory, in a memory card, or on a host computer
connected via an embedded Ethernet or FAST Ethernet board, by
selecting a device.

Series 0;-MODEL D

USED: 30 123 Memory card

FIRIEE § 770 1, 945

Via embedded
Ethernet

00210 (SIMULATION PROGRAM 0019807

00011 (SIMULATION PROGRAM 0019814

00212 (SIMULATION PROGRAM 0@@112@
I 00213 (TEST FOR SIMULATION

00214 (SIMULATION PROGRAM 00014

“Q00LE GAMPLE e mm o mmm mm

S 0 T0000
EDIT sokkk kkk kkk| [12:00:00 | |

_|[PROGRAM[ DIR + | | coPRTY ||

FAST Ethernet B
PROGRAM FOLDER screen Via FAST Ethernet i

This section describes how to manipulate files on a host computer
connected via a FAST Ethernet board.

NOTE
The ISO code input/output function is also effective
for the FTP file transfer function. The parameters to
be set are the same as those for the Data Server
functions.
For details of the ISO code input/output function,
see Section 2.6, "ISO CODE INPUT/OUTPUT
FUNCTION" in Part |, "GENERAL".
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G.4.1

Device Change on the Program Directory Screen

Procedure

1 Press the function key .

PROG

2 Press soft key [DIR +] ;co display the PROGRAM DIRECTORY
screen. (When there is no soft keys, press the continue key.)

————

(EDIT okokok kkk xkk| [12:00:00 ] |
_|PROGRAM] | |wrrD ||

PROGRAM DIRECTORY screen

3 Press soft key [(OPRT)] then soft key [DEVICE] to display the
soft keys for selectable devices.

4 Press soft key [FTPHOST] ([FTP HOST]) to display the FTP
TRANSFER HOST FILE LIST screen, which lists the files
stored on the host computer connected via FAST Ethernet.
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G.4.2 FTP Transfer Host File List

Host computer files can be operated on the FTP TRANSFER HOST
FILE LIST screen.
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CREATE
FOLDER

RENAME

HOST
CHANGE

CHARA

DELETE ‘ |
SELECT
EXT

START | | ‘
FTP TRANSFER HOST FILE LIST screen (10.4-inch LCD)

REFRES
H

~

NOTE
A file name including characters other than ASCII

characters is not displayed correctly.

If the file list is longer than one page, you can scroll the screen by

. TPAGE
using page keys | T || ¢
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Display item

CON HOST (CONNECT HOST)

Displays the number of the host computer currently connected.

REG NUM (REGISTERED PROGRAM)

Displays the number of files stored in the host computer currently
connected.

DEVICE
Displays the current device. If the host file list of the Data Server is
selected, "FTP_HOST" is indicated.

CURRENT FOLDER

Displays the work folder in the current host computer.

File list

Displays information about the files and folders in the host computer.

NOTE
Character strings within parentheses are those
that are displayed when the display unit of 10.4" is
used.
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Operation list

DIR +

Switches the file list information to overall display or detail display.

SEARCH

Searches for a file in the current folder in the host computer..

DEVICE (EDEVICE CHANGE)
Enables a device for display on the PROGRAM DIRECTORY screen.
When selecting the host file list of the Fast Ethernet board, press soft
key [FTP HOST].

F INPUT

Inputs a program stored in the host computer to the CNC memory.
This can be performed only when the EDIT mode is on, and "5" is set
in NC parameter No. 20.

FOUTPUT (F OUTPUT)

Outputs a program stored in the CNC memory to the host computer.
This can be performed only when the EDIT mode is on, and "5" is set
in NC parameter No. 20.

DELETE

Deletes a file or folder in the host computer.

RENAME

Renames a file or folder in the host computer.

F CREAT (CREATE FOLDER)

Creates a sub-folder under the current work folder in the host

computer.

REFRESH
Updates the information displayed on the FTP HOST FILE LIST
screen of the Fast Ethernet board.

HOST (HOST CHANGE)

Changes the connected host computer.

NOTE
Character strings within parentheses are those
that are displayed when the display unit of 10.4" is
used.
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G.4.2.1 Displaying and operating the file list

DETAIL OFF, DETAIL ON

The content of the displayed file list can be changed.

Each time you press soft key [DIR +], the list changes from DETAIL
OFF to DETAIL ON or vice versa.

In the DETAIL OFF mode, only file names are displayed while, in the
DETAIL ON mode, other file information such as file sizes and
creation dates are also displayed.

NOTE

1 The information displayed with soft key [DETAIL
ON] depends on the setting of the FTP server on
the host computer.

2 When a file operation is performed in the DETAIL
ON mode, the information displayed at the right
end of the screen is used as the file name.
Therefore, the operation may not be performed
properly, depending on the displayed content or file
name. In that case, switch to the DETAIL OFF
mode and perform the operation.

REFRESH

The content of the displayed file list can be refreshed.
Pressing soft key [REFRESH] refreshes the content of the displayed
file list.

MOVE FOLDER

A current folder can be moved.

-
-

1 By using cursor keys , select a folder to be moved.

2 Press the MDI key 2.

CREATE FOLDER

A new folder can be created.
1 Move to the folder to create a new folder.

2 Key in a folder name.
3 Press soft key [F CREAT] ([CREATE FOLDERY]).
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DELETE FILE/FOLDER

A file or folder can be deleted.

1 By using cursor keys | & || ¥ |, select a file or folder to be

deleted.
2 Press soft key [DELETE].
e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

DELETE (multiple files)

Multiple files can be deleted at a time.

1 Press soft key [SELECT] ([SELECT START]).
2 By using cursor keys | # ¥ |, select a file to be deleted.

3 Press soft key [SELECT].
A selected file is displayed in reverse video.
Repeat steps 2 and 3 for files to be deleted.

4  Press soft key [DELETE].

e  Press soft key [EXEC] for execution.
e  Press soft key [CANCEL] for cancellation.

NOTE

1 Up to 10 files can be selected at a time.

2 ltis only files that can be specified in plural. If more
than one folder is specified, an error occurs when
an attempt is made to delete any folder.

RENAME
A file or folder can be renamed.
1 By using cursor keys 7 t || ¥ |, select a file or folder to be
renamed.
2 Key anew file name or folder name.
3 Press soft key [RENAME].
SEARCH

In the current work folder, a file or folder can be found. The file or
folder found is displayed at the top of the file list.

1 Enter a desired file name.
2 Press soft key [SEARCH],
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HOST CHANGE

The connected host computer can be changed.

1 Press soft key [HOST] ({[HOST CHANGE]).
The connected host number changes in the order 1| > 2 —» 3 >
1.
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G.4.3 Program Transfer Operation

A program can be transferred between the host computer and CNC.

1

2

NOTE

To input or output a program via FAST Ethernet, it
is necessary to set "5" in NC parameter No. 20.

If an error occurs, see the "ETHERNET LOG
screen" screen to identify the cause of the error.

Program input

A program on the host computer can be transferred to the CNC
memory.

/\ CAUTION

If bit 2 (REP) of NC parameter No. 3201 is set to 1,
when an NC program having the same file name as
an NC program to be input is already present in
CNC memory, the existing NC program is
overwritten.

NOTE

The input of an NC program cannot be performed
simultaneously with "NC program output".

1

Set the CNC to the EDIT mode.

2 Press soft key [F INPUT].

Ay _

F NAME= 0O NO. =

EDIT solokok ook dokk|  [12:00:00 |

(F NAME | O SET | JcANCEL | EXEC 4

3 Select a program on the host computer.
Place the cursor on the name of the host computer file to be input
and press soft key [F GET], or key in the name of the file to be
input.

4  Press soft key [F NAME].

5 To input a program with a different program name, key in a
program number and press soft key [O SET].

6  Press soft key [EXEC].

7  During transferring, "INPUT" blinks in the lower right part of the

screen.
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The following table summarizes what happens if the input file name
[F NAME] and input program number [O SET] are omitted.

[FNAME] | [OSET] K?L#:;Ut Input file name Input program Input program number
Nc->t. Warning "NO PROGRAM SELECTED" is displayed, and nothing is input.
specified
Other than N . L
Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
Not Oxxxx
specified . o Seq.uerltial rTumber
File name specified in All broarams in the inout beginning with the
Not Oxxxx the key input buffer filep 9 P program number
specified (Note) specified in the key input
buffer (xxxx)
-9999 Warning "NO PROGRAM SELECTED" is displayed, and nothing is input.
Same file name as the . . Seq.uer.1t|al r?umber
e . All programs in the input | beginning with the
Specified program number set in ) .
[0 SET] (Note) file program number set in
[O SET]
Not Not File name set with [F All programs in the file Program number used
specified affected NAME] specified in [F NAME] when saving
-9999 Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
Specified Sequential number
Specified File name set with [F All programs in the file beginning with the

NAME]

specified in [F NAME]

program number set in
[O SET]

NOTE

An input file name consists of the letter "O"
followed by a four-digit number.

For example, when a program is input with
program number 1 specified, the file is input with
the file name "O0001".
When the operation is performed for the second
path, the extension "P-2" is appended to the file
name. In the example stated above, the file name
is "O0001.P-2".
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Program output

Procedure

A program in the CNC memory can be transferred to the host
computer.

NOTE
The output of an NC program cannot be performed
simultaneously with "NC program input".

1  Set the CNC to the EDIT mode.
2 Press soft key [F OUTPUT].

Ay _

F NAME= 0 NO. =

EDIT solokok ook dokk|  [12:00:00 |

_ﬂF NAME } 0 SET } }CANCEL } EXEC }j

3 Select a program on the CNC.
Key in the number of the program to be output.

4  Press soft key [O SET].

5  To output the program with a different program name, key in the
file name and press soft key [F NAME].

6  Press soft key [EXEC].

7  During transferring, "OUTPUT" blinks in the lower right part of
the screen.
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The following table summarizes what happens if the output file name
[F NAME] and output program number [O SET] are omitted.

[FNAME]| [OSET] K?L:;Ut Output file name Output program
Not Currently selected main program Currently selected main program (Note
specified | name (Note 1, 2) 1)
Not Otgi;g:(a” Warning "THE WRONG DATA IS USED" is displayed, and nothing is input.
specified
Not P O Program name set in the key input Program in the CNC memory set in the
specified buffer (Note 2) key input buffer
0-9999 .
9999 ALL-PROG.TXT (Note 3) All programs in the CNC memory
Specified Same file name as the program Program in the CNC memory set in [O
P number set in [O SET] (Note) SET]
Not Not Currently selected main program (Note
specified affected 1)
Not . .
C.). -9999 File name set with [F NAME] All programs in the CNC memory
specified
e Program in the CNC memory set in [O
Specified SET]

NOTE

1 During background editing, the file being edited in
the background is output.

2 An output file name consists of the letter "O"
followed by a four-digit number.
For example, when a program is output with
program number 1 specified, it is output to the host
computer with the file name "O0001".
When the operation is performed for the second
path, the extension "P-2" is appended to the file
name. In the example stated above, the file name
is "O0001.P-2".

3 When the operation is performed for the second
path, the file name is "ALL-PROG.P-2".
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G.5 Input of Special Characters

By setting bits 4 and 5 (SI1 and SI2) of NC parameter No. 13115, it is
possible to input special characters and lowercase characters that are
not available on the MDI keys.

Setting this NC parameter displays soft key [CHA-EXT], and pressing
this soft key displays the following set of soft keys.

S } )
e S S T O
[ e e
{ I I I )

L

| e | =

L ] e

}ABC/abc

Each time you press soft key [ABC/abc], you switch from uppercase
input to lowercase input or vice versa. The uppercase/lowercase input
state can be checked in the key input field.

A 4—p e

Uppercase input Lowercase input
Related NC parameters
#7 #6 #5 #4 #3 #2 #1 #0
[ 13115 | | | | sz | sn | | | | |
[Input type]  Parameter input
[Data type] Bit
#4 SI1  Soft key input of the characters shown below is:
0: Disabled.
1:  Enabled.
<>\%§!1~:""
#5 SI2  Soft key input of the characters shown below and switching between

the uppercase and lowercase input modes by a soft key are:
0: Disabled.
1:  Enabled.

O?*&@_
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Modbus/TCP Server function

1. Type of applied technical documents

FANUC FAST Ethernet
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H Modbus/TCP Server function

H.1 OVERVIEW

The Server function of Modbus/TCP functi

ons is supported.

NOTE

(RI68).

1 In this function, the client function of Modbus/TCP functions is not supported.
2 The Ethernet function (S707) is necessary to use Modbus/TCP Server function

Modbus/TCP data model

The following four kinds of data formats are defined as Modbus/TCP data mode!.

Table name Object type (Data type) Type of READ/WRITE
Discrete input Single bit READ only
Coils Single bit READ-WRITE
Input Registers 16-bit word READ only
Holding Registers 16-bit word READ-WRITE

NOTE

output from the client.

1 In FANUC Modbus/TCP Server function, only "Holding Registers” can be used.
"Discrete input”, Coils”, and “Input Registers” cannot be used.
2 "READ" means the input of data from the client, and "WRITE" means the data of

Modbus/TCP function code

In FANUC Modbus/TCP Server function, the following function codes are supported.

Function code name Code
Read Holding Registers 03h
Write Multiple Registers 10h

Read/Write Multiple Registers 17h

Modbus area (Holding Registers)

In Modbus/TCP Server function, the Modbus area (Holding Registers) of 64K words (128K bytes) is prepared.

FANUC Series 0i-MODEL D

Title Modbus/TCP Server function
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And the Modbus area can be allocated to the PMC area.
As aresult, the data accessed from the client device to the Modbus area can be notified to the PMC area, and the

user application (Ladder program etc.) can be accessed to the M odbus area through the PMC area.

This allocation can be set up to three areas.

The minimum access unit of Modbus areais“aword” and the range of the addressis 1- 65536.

Modbus/TCP
Client

Modbus/TCP
Server

Modbus area
(Holding Registers)
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Specification of Modbus/TCP Server function
The specification of FANUC Modbus/TCP Server function is shown in the following.

1 “Automatic TCP connection management” is implemented. This means that user application (such as
Ladder program) does not need to take care of TCP connection.

2 “Non-priority connection pool” is implemented. This means that the oldest connection is disconnected
when the requests from the multiple clients are received and the connections are full, FANUC
Modbus/TCP Server function can receive the requests from the maximum 10 clients at the same time.
“Priority connection pool” is not implemented.

3 “Access control service” is not implemented. This means that all of device can be accessed without
authorization (user name, or password).
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H.2 SETTING THE Modbus/TCP SERVER FUNCTION

This chapter describes the communication setting for the Modbus/TCP Server function.

Notes on using the Modbus/TCP Server function

NOTE

1 The client of Modbus/TCP functions is not supported.

2 The number of Modbus/TCP clients that can be connected with one CNC is
maximum 10 at the same time. When more than ten connections are attempted,
the oldest communication is disconnected.

3 Please confirm that there is no problem as the entire system when

communicating with the device of the other companies.

H.2.1 SETTING THE Modbus/TCP SERVER FUNCTION

This section describes the setting screen for operating the Modbus/TCP Server function.

Procedure

1 Pressfunction key

SYSTEM

2  Soft key [ETHBRD)] appears. (When soft key does not appear, press the continue key.)
Press soft key [ETHBRD)] to display the Ethernet Setting screen.
4 Press soft keys[COMMON] and [ModSET], and then enter the parameters.

COMMON screen (BASIC)

Press soft key [COMMON] to display the COMMON screen (BASIC).
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ETH_BRD SETTING 00000 NOOOOD
COMMON: Setting [BOARDI
BASIC
MAC ADDRESS @OEQE4000001
IP ADDRESS [192. 168. 0. 100
SUBNET MASK 2656. 255. 255. 0
ROUTER IP ADDRESS [192. 168. 0. 253
1/ 2
Ay _
S @ TO000
MDI  kokkok okokk skokk|  [12:00:00 |
{[common Focas2 |FTPTRNS| | (OPRT) |+

COMMON screen (BASIC)

Setting item
Iltem Description
IP ADDRESS Specify the IP address of the Fast Ethernet.
(Example of specification format "192.168.0.100")
SUBNET MASK Specify a mask address for the IP addresses of the network.

(Example of specification format "255.255.255.0")

ROUTER IP ADDRESS

Specify the IP address of the router.
Specify this item when the network contains a router.

(Example of specification format "192.168.0.253")

Display item

Iltem

Description

MAC ADDRESS

MAC address of the Fast Ethernet

Modbus SERVER screens

Press soft key [ModSET] to display the Modbus SERVER screen.
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e Pl o Jo el | o Jo
| Ro100

Modbus/TCP Server screen 1 (BASIC)

Modbus/TCP Server screen 2 (AREA1-3)

Setting item

Item Description

PORT NUMBER (TCP) Specify the port number for using Modbus/TCP Server function. The input range is

from 0 to 65535. Usually, set 502.

When 0 is set, the Modbus/TCP Server function is not operated.
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Iltem

Description

OPTION1

Bit 0 : BCE
Byte arrangement in the Modbus area is assumed to be
0 : a little endian
1: a big endian

Bitl-7:RSV

Be sure to set 0.

STATUS PMC ADDRESS

The top address in the E/R area of PMC that stores status is set. The setting range
depends on an effective PMC area. This status is occupied by one byte. Specify a

space (blank) when not using this status. In this case, “---“ is displayed.

DATA Modbus ADDRESS

The top address in Modbus area (Holding registers) where I/O is exchanged for the

Modbus/TCP client is set. The setting range is 1 — 65536.

DATA PMC ADDRESS

The top address in E/R/D area of PMC that exchanges I/O for the Modbus/TCP
client is set. The setting range depends on an effective PMC area. Only the

even-numbered address can be set. Specify a space (blank) when not exchanging

I/O. In this case, “---“ is displayed.
DATA SIZE The data size (unit: word size) that exchanges 1/O for the Modbus/TCP client is set.
The setting range depends on an effective PMC area. Set 0 when not exchanging
I/0.
NOTE

1 Be careful not to cause an overlap between an area such as the input data area
of the user program and a PMC area used for other purposes.

2 This parameter is backed up and stored with Fast Ethernet.
When backing up or storing the parameter, please execute it by the common
screen of Fast Ethernet.

3 The changed parameter is effective by turning the power off and on.

4 Please set not to overlap the Modbus area in area 1-3. When the overlapping
setting is done, operation is different in READ/WRITE as follows.
In case of READ, the data in area n (n is the biggest number) is read.
In case of WRITE, the same data as all the overlapping areas is written.

Byte arrangement of Modbus area (Holding Registers)
The byte arrangement in Modbus areais normally alittle endian.
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On Ethernet line Modbus area PMC area
(Holding Registers)

0 15 15 0 7 0
+00 12h 34h +00 34h 12h *00 34h
+01 56h 78h I I +01 78h 56h l I +01 12h

+02 78h
+03 56h

When Bit0 of OPTION1 is"1", byte arrangement of data becomes a big endian.

On Ethernet line Modbus area PMC area
(Holding Registers)
0 15 0 15 7 0
+00 12h 34h +00 12h 34h ¥ 12h
o [ seh | 78h | € o [ sen | 780 | € o[ 3an |
+02 56h
w03 L_78h
Status
The status detected by Modbus/TCP Server function
STATUS
STATUS PMC ADDRESS Bit7 | Bit6 | Bit5 | Bit4 | Bit3 | Bit2 | Bitl | BitO
Modbus status
Bit0 : The serious error was detected.
Bitl - Bit5 : Reserved.
Bit6 : Theinitialization was compl eted.
Bit7 : Under communicating with one Modbus/TCP client or more.

H.2.2 MAINTENANCE SCREENS OF Modbus/TCP SERVER FUNCTION

The connection status of the client of Modbus/TCP can be confirmed on this screen.

Procedure

1  Pressfunction key

SYSTEM

2  Soft key [ETHBRD] appears. (When soft key does not appear, press the continue key.)
3  Presssoft key [ETHBRD] to display the Ethernet Setting screen.
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4  Press soft key [ModMNT], and then Modbus SERVER MAINTENANCE screen (CLIENT LIST) is

displayed.
ETH_BRD SETTING 0PI NODDOD
Modbus SERVER MAINTENANCE [BOARDI]
CLIENT LIST
NO. CLIENT TIME
1 192, 168. @. 2001 PP : D5 :30
2 192, 168. 0. 201 PO :PD: 22
3
4
5
G
T
a8
2]
1@
AY _
S DTODDD
MDI  folokok ofolok ook | [12:00:00 |
K ModSET [ModMNT | [+
Modbus/TCP SERVER MAINTENANCE screen (CLIENT LIST)
Display item
Item Description
CLIENT IP address of the Modbus/TCP client communicating with this Modbus/TCP Server is displayed.

(Example of display form "192.168.0.200")

It is displayed in order of communicating with this Server.

TIME The connecting time of the Modbus/TCP client communicating with this Server is displayed.
The displayed time is updated automatically.
The display form displays hour (hhh), minute (mm) and second (ss) in the form of "hhh:mm:ss". When

the maximum value is exceeded by "999: 59:59", the maximum value is not updated from "999: 59:59".

H.2.3 LOG SCREEN OF Modbus/TCP SERVER FUNCTION

The communication log related to Modbus/TCP Server function is displayed.

LOG screen for Modbus/TCP Server function

Procedure

1  Pressfunction key

MESSAGE
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2  Press soft key [BRD LOG] to display the Ethernet log screen. (When soft key does not appear, press the
continue key.)
3 Press soft key [Modbus], and then the information related to the Modbus/TCP Server function is displayed.

ETH_BRD LOG OPPRG NODROD
ETHERNET LOG I[BOARDI

Modbus SERVER

E-@41B Frame reception failed (TCP) [2

601 Dec. @9 11:22:22

PAGE: 1./30

AY_
S D TORDD
MDI  folokok ofolok ook | [12:00:00 |

(|Modbus | | | (OPRT) |+

Modbus/TCP LOG screen

The latest log information is displayed at the top of the screen. At the right end of a log item, the occurrence
date and time of the log item isindicated. Date and time data is indicated in the format “MMM.DD hh:mm:ss’,
where MMM represents a month, DD represents a day, hh represents hour, mm represents minute, and ss
represents second.

The top item in the example above indicates “ 11:22:22 on December 9”.

To clear the log information, press soft key [(OPRT)] then soft key [CLEAR].

NOTE
The Modbus/TCP Server log information is stored in volatile memory and it is lost
when the power of CNC is turned off. Check the log information when an error

OCcurs.
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The following lists major log message:

Error Code Log message Meaning and action to be taken

E-0B47 TCP port number of Modbus/TCP Server is A value outside the valid setting range might be set.
wrong

E-0B48 Status PMC address of Modbus/TCP Server | A value outside the valid setting range might be set.

is out of range

E-0B49 Data PMC address of Modbus/TCP Server is | The odd address might be set.
wrong
E-0B4A Data PMC address of Modbus/TCP Server is | A value outside the valid setting range might be set.

out of range

E-0B4B Modbus area of Modbus/TCP Server is out of | A value outside the valid setting range might be set.
range
E-1001 All Modbus communication paths are busy The communication destination (Modbus/TCP client)

exceeded 10 nodes.
For a new communication destination (Modbus/TCP

client), the oldest connection is disconnected.

E-1003 Version number of Modbus packet is wrong Please specify a correct version number according
to the protocol of Modbus/TCP.
E-1004 Length of Modbus packet is wrong Please specify a correct size according to the
protocol of Modbus/TCP.
E-100B Function code of Modbus packet is wrong The specified function code might not be supported.
Please refer to “1. Modbus/TCP SERVER
FUNCTION” about the supported function code.
E-1015 Data address of Modbus packet is wrong Please specify a correct data address according to
E-1016 the protocol of Modbus/TCP.
E-1017 Data value of Modbus packet is wrong Please specify a correct data value according to the
E-1018 protocol of Modbus/TCP.
E-1019
E-XXXX (No message) Internal error
Report the error number to FANUC.
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